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1.1 [bookmark: _Toc523905606][bookmark: _Toc524445092][bookmark: _Toc525132886][bookmark: _Toc523905608][bookmark: _Toc524445094][bookmark: _Toc525132888][bookmark: _Toc523905612][bookmark: _Toc524445098][bookmark: _Toc525132892][bookmark: _Toc523905613][bookmark: _Toc524445099][bookmark: _Toc525132893][bookmark: _Toc523905614][bookmark: _Toc524445100][bookmark: _Toc525132894][bookmark: _Toc333330447][bookmark: _Toc522703564][bookmark: _Toc522808715][bookmark: _Toc31606724][bookmark: _Toc31607159]Overview
The Generic slice template is a set of potential slice attributes which could be used to define, once values are given to these attributes, the Network Slice characteristics. The Network slice characteristics can be used by MNOs as a basis for roaming agreements. MNOs and their customers can also use the GST to define the characteristics of the slice definition as part of a service contract. The GST should therefore become like a common language, so that some commonly used attributes of a slice are identified. There is no ambition to include all possible aspects of a slice definition that could be associated to the characteristics of an operator-specific Network Slice.
It is also expected that Standardised SST (Slice/Service Type) values (see TS 23.501 for a definition of SST) will refer to Network Slice Characteristics defined by some of the GST attributes populated with standardised values. Therefore, GSMA NG will proceed to the definition of Network Slice Characteristics, which are associated to standardise SST values. Some of the attributes in the GST may also be used to define Network slice characteristics of a Slice defined by a SST +SD value if they are operator-specific Network slices that share the same SST field, whether Standardised or not, shall have a common set of GST parameter values (e.g. some common Network slice characteristics) which define the Network Slice/Service type they are using. 
1.2 [bookmark: _Toc523905616][bookmark: _Toc524445102][bookmark: _Toc525132896][bookmark: _Toc333330448][bookmark: _Toc522703565][bookmark: _Toc522808716][bookmark: _Toc31606725][bookmark: _Toc31607160]Scope
This document is aimed at providing input to GSMA NG on the definition of a Generic Slice Template (GST) attributes, which could be used for agreements between MNOs for the definition of Network Slices. GSMA NG will provide the final published and authoritative version of the slice template. Any sharing of this document outside GSMA is for the sole purpose of updating on this work in progress.
In the following, you will find a list of attributes, which are explicitly not in the scope of the GST:
· Network related information, e.g. deployment information, resource status information
· Expectations on the service, use case, customer, etc. It is expected that x number of users are located in a specific area. What should be written is that the slice supports x number of users in a specific area. 
· What else???
1.3 [bookmark: _Toc522703566][bookmark: _Toc522808717][bookmark: _Toc31606726][bookmark: _Toc31607161]Overview of attributes
The following list gives an overview of the attributes described within this document.
Generic Slice Template	1
1	Generic Slicing Template Introduction	15
1.1	Overview	15
1.2	Scope	15
1.3	Overview of attributes	15
2	Generic Slice Template Attributes – stable/minor discussion	18
2.1	Maximum supported packet size and transmission unit	18
2.2	Deterministic communication	19
2.3	Downlink throughput per user	21
2.4	Uplink throughput per user	23
2.5	Downlink throughput per slice	24
2.6	Uplink throughput per slice	25
2.7	Terminal density	26
2.8	Reliability	27
2.9	Supported device velocity	28
2.10	Radio spectrum	29
2.11	Performance monitoring	34
2.12	Real-time charging/billing	35
2.13	User management openness	36
2.14	Delay tolerance	37
2.15	Performance prediction	38
2.16	Synchronicity	40
2.17	Cloud support	41
2.18	Positioning support	43
2.19	Location based message delivery	45
2.20	Supported access technologies	46
2.21	Isolation	47
2.22	User data access	49
2.23	Tunnelling mechanism	50
2.24	Support for non-IP traffic	51
2.25	Session and service continuity	52
2.26	Number of terminals	53
2.27	Root cause investigation	54
3	Generic Slice Template Attributes – major discussion	56
3.1	Coverage	56
3.2	Private operation	59
3.3	Multicast	59
3.4	Security	60
3.5	Slice quality of service parameters	62
3.6	Energy efficiency	68
4	Attributes to be worked on	70
4.1	Slice priority	70
4.2	MMTel support	71
4.3	Mission-critical service support	72
4.4	Group communication support	73
4.5	V2X communication support	74
4.6	3rd Party Network Functions	75
4.7	Energy efficient communication support	76
4.8	(NEW) Air-to-Ground communication support	77
4.9	(NEW) Off-network communication support	78
5	Attributes to be deleted	80
5.1	Prevalent expected traffic direction	80
5.2	Activity level	80
5.3	International roaming  Global service availability	81
5.4	In-Country roaming 	82
5.5	Predictive KQI	83
5.6	QoS  related to the 3GPP QoS tables  Make one big QoS attribute out of it	83
5.7	E2E latency  	84
5.8	Packet Error Rate	85
5.9	Jitter	86
5.10	APIs	87
5.11	Determinism	88
6	Attribute tagging	89
7	Use case mapping	92

2 [bookmark: _Toc522808718][bookmark: _Toc523905619][bookmark: _Toc524445105][bookmark: _Toc525132899][bookmark: _Toc520881402][bookmark: _Toc520881735][bookmark: _Toc520882068][bookmark: _Toc520881403][bookmark: _Toc520881736][bookmark: _Toc520882069][bookmark: _Toc520881404][bookmark: _Toc520881737][bookmark: _Toc520882070][bookmark: _Toc31606727][bookmark: _Toc31607162]Generic Slice Template Attributes – stable/minor discussion
In the following attributes are described which are considered to be stable and where only minor discussions might be required.
2.1 [bookmark: _Toc520881408][bookmark: _Toc520881741][bookmark: _Toc520882074][bookmark: _Toc31606728][bookmark: _Toc31607163]Maximum supported packet size and transmission unit 
2.1.1 [bookmark: _Toc31606729]Attribute definition
This attribute describes the maximum packet size supported by the slice and may be important for URLLC and MIoT case, and/or to indicate a supported maximum transmission unit (MTU).
The value describes both important data:
· Maximum transported packet size
· MTU
2.1.2 [bookmark: _Toc31606730]Parameters
	Value
	Integer, Integer

	Measurement unit
	Bytes, Bytes

	Example
	· eMBB 1500 Bytes
· IoT 40 Bytes
· URLLC 160 Bytes for 5 ms latency.
· Public Safety 8000 bytes, 1530 bytes for MTU


2.1.3 [bookmark: _Toc31606731]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	X


2.1.4 [bookmark: _Toc31606732]Use cases
[NOTE: This section should list the use cases requiring this attribute. Maybe later on we could reference to the Wiki table in which all the use cases are listed.]
Some industry 4.0 use cases mention typically used packet sizes, e.g. motion control: 20-50 Bytes, Mobile control panels with safety functions: 40-250 Bytes.
In addition, the energy industry does have use cases in which small packets are to be transmitted with strict latency requirements. Examples are distributed feeder automation and precision load control. 

2.1.5 [bookmark: _Toc31606733]Implementation status
[NOTE: This section should indicate the implementation status or availability of this attribute. Some attributes are available already while for some of the attributes no solutions are available, yet. For the latter one please also indicate if and which organisation is working on it.]
N/A
2.1.6 [bookmark: _Toc31606734]Additional information
[NOTE: This section should provide additional background information to help the reader to understand this attribute.]
This attribute might serve different purposes:
· Limitation of the packet size to achieve the required latencies for instance in Industry 4.0 or energy use cases
· To improve the radio performance in case many very small packets are transmitted by man devices as like for MIoT use cases
· To indicate the MTU provided by the slice

An UE or a server that use this slice need to be aware of the limitation, which could be of operational, or performance nature. For instance, the network does not guarantee SLA if packets are bigger than the specified size or too large packets could be fragmented which will increase latency.
(R)AN/CN may use this attribute to optimize scheduling and performance, especially for URLLC case and very small packets. Transport of very small packets is very inefficient in some technologies. Knowledge about the maximum supported packet size might help to improve the efficiency, e.g. by scheduling resources more efficiently.
2.1.7 [bookmark: _Toc31606735]Status of the attribute description
	Stable
	X

	Minor discussions
	

	Major discussions
	


2.2 [bookmark: _Toc522808721][bookmark: _Toc524445108][bookmark: _Toc525132902][bookmark: _Toc31606736][bookmark: _Toc31607164]Deterministic communication
2.2.1 [bookmark: _Toc31606737]Attribute definition
Defines if the slice supports deterministic communication for periodic user traffic. Periodic traffic refers to the type of traffic with periodic transmissions. 
2.2.2 [bookmark: _Toc31606738]Parameters
2.2.2.1 Availability
This parameter describes if the slice supports deterministic communication or not.
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available


2.2.2.2 Periodicity
This parameter provides a list of periodicities supported by the slice.
	Value
	{Float, Float, Float,…}

	Measurement unit
	Seconds

	Example
	· Motion control /printing machine): 2*103 seconds
· Motion control (machine tool): 500*106 seconds
· Location information (mission critical): 1-2 seconds


2.2.3 [bookmark: _Toc31606739]Attribute Presence in GST requirement
	Mandatory
	x

	Conditional
	

	Optional
	


2.2.4 [bookmark: _Toc31606740]Use cases
For manufacturing industry, the following use cases have requirements on cyclic traffic: motion control (e.g. < 0,5 ms inter packet delay), control-to-control (e.g., 4 ms inter packet delay), mobile robots, closed-loop process control, process monitoring, plant asset management, mobile control panels with safety functions. 
In the energy industry, the following use cases have requirements on cyclic traffic: distributed feeder automation, precision load control, and smart car charging station/pile.
For mission critical (public safety), the following use cases have requirements on periodic traffic: location information from UEs to mission critical system and location information from mission critical system to UEs. Also information related to MC IoT, e.g. biometric information of firefighters or police officers, in order to monitor the well-being of first responders in case of very stressful situations.
2.2.5 [bookmark: _Toc31606741]Implementation status
Especially for the RAN the pre-scheduler feature available in LTE since Release 8 might be a good candidate as it allows sending traffic in specific intervals by assigning resources in regular intervals. This reduces the delay and jitter as well as signalling overhead which improves the efficiency. However, more analysis is required.
	Available
	(x) pre-scheduler feature but not sure if this is enough for all the requirements, e.g. minimum periodicity supported

	In discussion/development
	(x) to be checked

	Not considered
	(x) to be checked


2.2.6 [bookmark: _Toc31606742]Additional information
Periodically traffic means that a transmission interval (in which a single packet is transmitted) is repeated. For example, a transmission occurs every 15 ms. Reasons for a periodical transmission can be the periodic update of a position or the repeated monitoring of a characteristic parameter. Note that a transmission of a temperature every 15 minutes is a periodical transmission. However, most periodic intervals in communication for automation are rather short. The transmission is started once and continuous unless a stop command is provided. [3GPP TR 22.804]
Determinism refers to whether the delay between transmission of a message and receipt of the message at the destination address is stable (within bounds). Usually, communication is called deterministic if it is bounded by a given threshold for the latency/transmission time. [3GPP TR 22.804]
It should be noted that a slice could support multiple periodicities. It is then a matter of resource scheduling and the identification of the different packets in order to treat them in a way to not disturb their periodicity.
This attribute should not be mixed up with periodic communication demand in which periodically a specific amount of date (not only a single packet) needs to be transmitted. Hence, there is no periodicity between the single data packets but there is a periodicity between activities of a customer or device. 
(R)AN/TN/CN may use this attribute to optimize the scheduling and performance.
2.2.7 [bookmark: _Toc31606743]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.3 [bookmark: _Toc523905624][bookmark: _Toc524445110][bookmark: _Toc525132904][bookmark: _Toc520881410][bookmark: _Toc520881743][bookmark: _Toc520882083][bookmark: _Toc520881411][bookmark: _Toc520881744][bookmark: _Toc520882084][bookmark: _Toc520881412][bookmark: _Toc520881745][bookmark: _Toc520882085][bookmark: _Toc520881413][bookmark: _Toc520881746][bookmark: _Toc520882086][bookmark: _Toc520881424][bookmark: _Toc520881757][bookmark: _Toc520882097][bookmark: _Toc520881434][bookmark: _Toc520881767][bookmark: _Toc520882107][bookmark: _Toc520881435][bookmark: _Toc520881768][bookmark: _Toc520882108][bookmark: _Toc520881436][bookmark: _Toc520881769][bookmark: _Toc520882109][bookmark: _Toc520881437][bookmark: _Toc520881770][bookmark: _Toc520882110][bookmark: _Toc520881438][bookmark: _Toc520881771][bookmark: _Toc520882111][bookmark: _Toc520881439][bookmark: _Toc520881772][bookmark: _Toc520882112][bookmark: _Toc520881440][bookmark: _Toc520881773][bookmark: _Toc520882113][bookmark: _Toc520881441][bookmark: _Toc520881774][bookmark: _Toc520882114][bookmark: _Toc520881442][bookmark: _Toc520881775][bookmark: _Toc520882115][bookmark: _Toc520881452][bookmark: _Toc520881785][bookmark: _Toc520882125][bookmark: _Toc31606744][bookmark: _Toc31607165]Downlink throughput per user
2.3.1 [bookmark: _Toc31606745]Attribute definition
The achievable data rate in downlink that is available ubiquitously across the coverage area to a mobile user/device [REF to MONARCH D6.1].
2.3.2 [bookmark: _Toc31606746]Parameters
2.3.2.1 Minimum Downlink Throughput
The minimum data rate supported by the slice per UE in downlink, which is required to achieve a sufficient quality experience (dependent on the selected service type) and can be seen as a guaranteed throughput. If the value is 0, best effort traffic is expected where no minimum throughput is guaranteed.
	Value
	Integer 

	Measurement unit
	Kbps

	Example
	· 180 Kbps for VoIP traffic
· 40.000-75.000 Kbps for entry level VR
· 25.000 Kbps for cloud gaming


2.3.2.2 Maximum Downlink Throughput
The maximum data rate supported by the slice per UE in downlink. These parameters could be used in order to offer different contract qualities like gold, silver and bronze.
	Value
	Integer 

	Measurement unit
	Kbps

	Example
	· Bronze customer: 50.000 Kbps
· Silver customer: 400.000 Kbps
· Gold customer: 1.000.000 Kbps


2.3.3 [bookmark: _Toc520882145][bookmark: _Toc520882146][bookmark: _Toc520882156][bookmark: _Toc31606747]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	x [Downlink Throughput per user] XOR [Downlink Throughput per slice]

	Optional
	


2.3.4 [bookmark: _Toc31606748]Use cases
N/A 
2.3.5 [bookmark: _Toc31606749]Implementation status
N/A
2.3.6 [bookmark: _Toc31606750]Additional information
This attribute might be used to set different guarantees in terms of throughput experienced by the customer in downlink. 
Minimum throughput can be defined in order to guarantee a minimum performance required to achieve a sufficient quality experience (dependent on the selected service type).
Maximum throughput can be used to offer different contract qualities level, e.g. gold, silver and bronze which have different maximum throughput values.
Orchestrator may use this attribute to orchestrate the resources and (R)AN/CN may use this attribute to optimize the scheduling.
2.3.7 [bookmark: _Toc31606751]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.4 [bookmark: _Toc525132906][bookmark: _Toc31606752][bookmark: _Toc31607166]Uplink throughput per user
2.4.1 [bookmark: _Toc31606753]Attribute definition
The achievable data rate in uplink that is available ubiquitously across the coverage area to a mobile user/device [REF to MONARCH D6.1].
2.4.2 [bookmark: _Toc31606754]Parameters
2.4.2.1 Minimum Uplink Throughput
The minimum data rate supported by the slice per UE in uplink, which is required to achieve a sufficient quality experience (dependent on the selected service type). If the value is 0, best effort traffic is expected where no minimum throughput is guaranteed.
	Value
	Integer 

	Measurement unit
	Kbps

	Example
	· 180 Kbps for VoIP traffic
· 75.000 Kbps for entry level VR


2.4.2.2 Maximum Uplink Throughput
The maximum data rate supported by the slice per UE in uplink. These parameters could be used in order to offer different contract qualities like gold, silver and bronze.
	Value
	Integer 

	Measurement unit
	Kbps

	Example
	· Bronze customer: 10.000 Kbps
· Silver customer: 100.000 Kbps
· Gold customer: 200.000 Kbps


2.4.3 [bookmark: _Toc31606755]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	x [Uplink Throughput per user] XOR [Uplink Throughput per slice]

	Optional
	


2.4.4 [bookmark: _Toc31606756]Use cases
N/A
2.4.5 [bookmark: _Toc31606757]Implementation status
N/A
2.4.6 [bookmark: _Toc31606758]Additional information
This attribute might be used to set different guarantees in terms of throughput experienced by the customer in uplink. 
Minimum throughput can be defined in order to guarantee a minimum performance required to achieve a sufficient quality experience (dependent on the selected service type).
Maximum throughput can be used to offer different contract qualities level, e.g. gold, silver and bronze which have different maximum throughput values.
Orchestrator may use this attribute to orchestrate the resources and (R)AN/CN may use this attribute to optimize the scheduling.
2.4.7 [bookmark: _Toc520882172][bookmark: _Toc31606759]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.5 [bookmark: _Toc520881465][bookmark: _Toc520881798][bookmark: _Toc520882183][bookmark: _Toc520881475][bookmark: _Toc520881808][bookmark: _Toc520882193][bookmark: _Toc520881485][bookmark: _Toc520881818][bookmark: _Toc520882203][bookmark: _Toc520881486][bookmark: _Toc520881819][bookmark: _Toc520882204][bookmark: _Toc520881496][bookmark: _Toc520881829][bookmark: _Toc520882214][bookmark: _Toc31606760][bookmark: _Toc31607167]Downlink throughput per slice
2.5.1 [bookmark: _Toc31606761]Attribute definition
The overall achievable data rate of the slice in downlink that is available ubiquitously across the coverage area of the slice.
2.5.2 [bookmark: _Toc31606762]Parameters
2.5.2.1 Minimum Downlink Throughput
The minimum data rate supported by the slice in downlink.
	Value
	Integer 

	Measurement unit
	Kbps

	Example
	TBC


2.5.2.2 Maximum Downlink Throughput
The maximum data rate supported by the slice in downlink.
	Value
	Integer 

	Measurement unit
	Kbps

	Example
	TBC


2.5.3 [bookmark: _Toc31606763]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	x [Downlink Throughput per slice] XOR [Downlink Throughput per user]

	Optional
	


2.5.4 [bookmark: _Toc31606764]Use cases
N/A
2.5.5 [bookmark: _Toc31606765]Implementation status
N/A
2.5.6 [bookmark: _Toc31606766]Additional information
This attribute might be used to set throughput guarantees per slice (and not per user).  
Minimum throughput can be defined in order to guarantee a minimum performance required to achieve a sufficient quality experience (dependent on the selected service type).
Maximum throughput can be used to offer different slice contract qualities level, e.g. gold, silver and bronze which have different maximum throughput values.
2.5.7 [bookmark: _Toc31606767]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.6 [bookmark: _Toc31606768][bookmark: _Toc31607168]Uplink throughput per slice
2.6.1 [bookmark: _Toc31606769]Attribute definition
The overall achievable data rate of the slice in uplink that is available ubiquitously across the coverage area of the slice.
2.6.2 [bookmark: _Toc31606770]Parameters
2.6.2.1 Minimum Uplink Throughput
The minimum data rate supported by the slice in uplink.
	Value
	Integer 

	Measurement unit
	Kbps

	Example
	TBC


2.6.2.2 Maximum Uplink Throughput
The maximum data rate supported by the slice in uplink.
	Value
	Integer 

	Measurement unit
	Kbps

	Example
	TBC


2.6.3 [bookmark: _Toc31606771]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	x [Uplink Throughput per slice] XOR [Uplink Throughput per user]

	Optional
	


2.6.4 [bookmark: _Toc31606772]Use cases
N/A
2.6.5 [bookmark: _Toc31606773]Implementation status
N/A
2.6.6 [bookmark: _Toc31606774]Additional information
This attribute might be used to set throughput guarantees per slice (and not per user).  
Minimum throughput can be defined in order to guarantee a minimum performance required to achieve a sufficient quality experience (dependent on the selected service type).
Maximum throughput can be used to offer different slice contract qualities level, e.g. gold, silver and bronze which have different maximum throughput values.
2.6.7 [bookmark: _Toc31606775]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.7 [bookmark: _Toc520881508][bookmark: _Toc520881841][bookmark: _Toc520882247][bookmark: _Toc520881509][bookmark: _Toc520881842][bookmark: _Toc520882248][bookmark: _Toc520881510][bookmark: _Toc520881843][bookmark: _Toc520882249][bookmark: _Toc520881511][bookmark: _Toc520881844][bookmark: _Toc520882250][bookmark: _Toc520881512][bookmark: _Toc520881845][bookmark: _Toc520882251][bookmark: _Toc520881513][bookmark: _Toc520881846][bookmark: _Toc520882252][bookmark: _Toc520881514][bookmark: _Toc520881847][bookmark: _Toc520882253][bookmark: _Toc520881515][bookmark: _Toc520881848][bookmark: _Toc520882254][bookmark: _Toc520881516][bookmark: _Toc520881849][bookmark: _Toc520882255][bookmark: _Toc520881517][bookmark: _Toc520881850][bookmark: _Toc520882256][bookmark: _Toc520881518][bookmark: _Toc520881851][bookmark: _Toc520882257][bookmark: _Toc520881519][bookmark: _Toc520881852][bookmark: _Toc520882258][bookmark: _Toc520881520][bookmark: _Toc520881853][bookmark: _Toc520882259][bookmark: _Toc520881521][bookmark: _Toc520881854][bookmark: _Toc520882260][bookmark: _Toc520881522][bookmark: _Toc520881855][bookmark: _Toc520882261][bookmark: _Toc520881523][bookmark: _Toc520881856][bookmark: _Toc520882262][bookmark: _Toc520881534][bookmark: _Toc520881867][bookmark: _Toc520882273][bookmark: _Toc31606776][bookmark: _Toc31607169]Terminal density 
2.7.1 [bookmark: _Toc31606777]Attribute definition
This attribute described the maximum number of connected and/or accessible devices per unit area (per km2) supported by the slice. Connectivity or accessibility refers to devices fulfilling a target QoS, where the target QoS is to ensure a system packet drop rate less than [x]% under given packet arrival rate [l] and packet size [S]. The packet drop rate is equal to the number of packets in outage divided by the number of generated packets, where a packet is in outage if this packet failed to be successfully received by destination receiver beyond a packet dropping timer. [REF to MONARCH D6.1]
2.7.2 [bookmark: _Toc31606778]Parameters
	Value
	Integer 

	Measurement unit
	Number per km2

	Example
	· 10.000 devices per km2 for some industry 4.0 use cases (but this is required a campus coverage only)
· 1.000.000 devices per km2 for MIoT use cases


2.7.3 [bookmark: _Toc31606779]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


2.7.4 [bookmark: _Toc31606780]Use cases
Some use cases already have an idea about device densities. Most challenging might be the MIoT use cases in which densities are very high.
For mission critical (public safety), the following use cases have requirements on terminals supported by area: planned and ad-hoc events with a high number of first responders involved, so that network infrastructure can be extended as part of the event preparations or during dynamical adaptations.
2.7.5 [bookmark: _Toc31606781]Implementation status
Most of the required densities can be supported with 5G. Most challenging are the MIoT use cases for which it is not sure of the required device densities can be fulfilled.
	Available
	(x) to be checked

	In discussion/development
	(x) to be checked

	Not considered
	(x) to be checked


2.7.6 [bookmark: _Toc31606782]Additional information
This attribute describes the maximum number of users/terminals supported per area. In case less users are present at moment, the slice can be scaled down, e.g. resources can be released and for instance be used by other slices.
2.7.7 [bookmark: _Toc31606783]Status of the attribute description
	Stable
	X

	Minor discussions
	X

	Major discussions
	


2.8 [bookmark: _Toc31606784][bookmark: _Toc31607170]Reliability 
2.8.1 [bookmark: _Toc31606785]Attribute definition
This attribute describes in percentage the amount of sent network layer packets successfully delivered to a given system node (incl. the UE) within the time constraint required by the targeted service, divided by the total number of sent network layer packets.
The reliability is evaluated only when the network is available.
2.8.2 [bookmark: _Toc31606786]Parameters
	Value
	Float 

	Measurement unit
	Percentage

	Example
	· Automotive (infotainment): 99%
· Motion control: 99,9999%


2.8.3 [bookmark: _Toc31606787]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	x


2.8.4 [bookmark: _Toc31606788]Use cases
Many use cases have very high requirements in terms of reliability. Most prominent are the Industry 4.0 use cases, e.g. Motion control (99,999 – 99,999999%). Also in automotive very high requirements exist, e.g. Platooning (99,99%) and Road warning (99,999%). In addition, energy should be mentioned here, e.g. electricity traffic scheduling (99,999%).
2.8.5 [bookmark: _Toc31606789]Implementation status
For the very high reliability requirements, it is not sure if they can be achieved with available approaches. Multi connectivity, network coding and packet duplication are examples of measures in order to improve reliability. However, now it is not clear what can be achieved. 
	Available
	(x) to be checked

	In discussion/development
	(x) to be checked

	Not considered
	(x) to be checked


2.8.6 [bookmark: _Toc31606790]Additional information
Orchestrator may use this attribute to orchestrate the resources and network functions.
2.8.7 [bookmark: _Toc31606791]Status of the attribute description
	Stable
	x

	Minor discussions
	

	Major discussions
	


2.9 [bookmark: _Toc31606792][bookmark: _Toc31607171]Supported device velocity
2.9.1 [bookmark: _Toc31606793]Attribute definition
Maximum speed supported by the slice at which a defined QoS and seamless transfer between TRxPs, which may belong to different deployment layers and/or radio access technologies (multi-layer /-RAT), can be achieved.
The given requirements in 3GPP TS 22.280 at clause 9.2 and clause D.3 shall be considered.
2.9.2 [bookmark: _Toc31606794]Parameters
	Value
	Integer 

	Measurement unit
	Kilometres per hour (km/h)

	Example
	· Motion control: 72 km/h
· Automotive: 30 – 120 km/h
· Helicopters and planes: 450 km/h
· High speed trains: 400 km/h


2.9.3 [bookmark: _Toc31606795]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	x


2.9.4 [bookmark: _Toc31606796]Use cases
Obviously especially the automotive use cases have requirements in terms of supported speeds. Most of them require 30-120 km/h. Besides, also the motion control use case requires support of up to 72 km/h. AR/VR use cases require support for low speeds around the walking speed. Finally, drones can go up to 80 km/h.
2.9.5 [bookmark: _Toc31606797]Implementation status
For non-low latency requirements, the expected speeds might not be a problem. More important is the support of URLLC services under high mobility scenarios. Not sure, which reliabilities could be achieved.
	Available
	(x) to be checked

	In discussion/development
	(x) to be checked

	Not considered
	(x) to be checked


2.9.6 [bookmark: _Toc31606798]Additional information
Orchestrator may use this attribute to orchestrate the resources and network functions. If value is set to 0, it means no mobility is supported (e.g., the UE is not moving).
2.9.7 [bookmark: _Toc31606799]Status of the attribute description
	Stable
	x

	Minor discussions
	

	Major discussions
	


2.10 [bookmark: _Toc31606800][bookmark: _Toc31607172][bookmark: _Toc522703577]Radio spectrum
2.10.1 [bookmark: _Toc31606801]Attribute definition
Defines the radio spectrum supported by the slice. This is an important information, as some terminals might be restricted in terms of frequencies to be used.
2.10.2 [bookmark: _Toc31606802]Parameters
This parameter provides a list of frequencies supported by the slice.
	Value
	{string, String, String, …}

	Measurement unit
	N/A

	Example (complete list can be found in Table 1)
	· n1
· n38


2.10.3 [bookmark: _Toc31606803]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	x


2.10.4 [bookmark: _Toc31606804]Use cases
Not specific to any use case. However, especially for MIoT there might be devices limited to the use of a specific frequency.
2.10.5 [bookmark: _Toc31606805]Implementation status
N/A
2.10.6 [bookmark: _Toc31606806]Additional information
This attribute simply tells which frequencies can be used to access the slice.
3GPP TS 38.101-1 standardised 5G NR operating bands as follows:
[bookmark: _Ref523236957]Table 1: Standardized 5G NR operating bands[footnoteRef:1] [1:  This table needs to be updated once more bands are defined in 3GPP TS 38.101.] 

	NR operating band
	Uplink (UL) operating band
BS receive / UE transmit
FUL_low   –  FUL_high

	Downlink (DL) operating band
BS transmit / UE receive
FDL_low   –  FDL_high
	Duplex Mode

	n1
	1920 MHz – 1980 MHz
	2110 MHz – 2170 MHz
	FDD

	n2
	1850 MHz – 1910 MHz
	1930 MHz – 1990 MHz
	FDD

	n3
	1710 MHz – 1785 MHz
	1805 MHz – 1880 MHz
	FDD

	n5
	824 MHz – 849 MHz
	869 MHz – 894 MHz
	FDD

	n7
	2500 MHz – 2570 MHz
	2620 MHz – 2690 MHz
	FDD

	n8
	880 MHz – 915 MHz
	925 MHz – 960 MHz
	FDD

	n12
	699 MHz – 716 MHz
	729 MHz – 746 MHz
	FDD

	n20
	832 MHz – 862 MHz
	791 MHz – 821 MHz
	FDD

	n25
	1850 MHz – 1915 MHz
	1930 MHz – 1995 MHz
	FDD

	n28
	703 MHz – 748 MHz
	758 MHz – 803 MHz
	FDD

	n34
	2010 MHz – 2025 MHz
	2010 MHz – 2025 MHz
	TDD

	n38
	2570 MHz – 2620 MHz
	2570 MHz – 2620 MHz
	TDD

	n39
	1880 MHz – 1920 MHz
	1880 MHz – 1920 MHz
	TDD

	n40
	2300 MHz – 2400 MHz
	2300 MHz – 2400 MHz
	TDD

	n41
	2496 MHz – 2690 MHz
	2496 MHz – 2690 MHz
	TDD

	n51
	1427 MHz – 1432 MHz
	1427 MHz – 1432 MHz
	TDD

	n66
	1710 MHz – 1780 MHz
	2110 MHz – 2200 MHz
	FDD

	n70
	1695 MHz – 1710 MHz
	1995 MHz – 2020 MHz
	FDD

	n71
	663 MHz – 698 MHz
	617 MHz – 652 MHz
	FDD

	n75
	N/A
	1432 MHz – 1517 MHz
	SDL

	n76
	N/A
	1427 MHz – 1432 MHz
	SDL

	n77
	3300 MHz – 4200 MHz
	3300 MHz – 4200 MHz
	TDD

	n78
	3300 MHz – 3800 MHz
	3300 MHz – 3800 MHz
	TDD

	n79
	4400 MHz – 5000 MHz
	4400 MHz – 5000 MHz
	TDD

	n80
	1710 MHz – 1785 MHz
	N/A
	SUL 

	n81
	880 MHz – 915 MHz
	N/A
	SUL 

	n82
	832 MHz – 862 MHz
	N/A
	SUL 

	n83
	703 MHz – 748 MHz
	N/A
	SUL

	n84
	1920 MHz – 1980 MHz
	N/A
	SUL

	n86
	1710 MHz – 1780MHz
	N/A
	SUL



E-UTRA is designed to operate in the operating bands defined in table below [3GPP TS 36.104]. 
NB-IoT is designed to operate in the E-UTRA operating bands 1, 2, 3, 4, 5, 8, 11, 12, 13, 14, 17, 18, 19, 20, 21, 25, 26, 28, 31, 41, 66, 70, 71, 72, 73, 74, 85.
	E‑UTRA Operating Band
	Uplink (UL) operating band
BS receive
UE transmit
	Downlink (DL) operating band
BS transmit 
UE receive
	Duplex Mode

	
	FUL_low   –  FUL_high
	FDL_low   –  FDL_high
	

	1
	1920 MHz 
	–
	1980 MHz 
	2110 MHz  
	–
	2170 MHz
	FDD

	2
	1850 MHz 
	–
	1910 MHz
	1930 MHz 
	–
	1990 MHz
	FDD

	3
	1710 MHz 
	–
	1785 MHz
	1805 MHz 
	–
	1880 MHz
	FDD

	4
	1710 MHz
	–
	1755 MHz 
	2110 MHz 
	–
	2155 MHz
	FDD

	5
	824 MHz
	–
	849 MHz
	869 MHz 
	–
	894MHz
	FDD

	6
(NOTE 1)
	830 MHz
	–
	840  MHz
	875 MHz 
	–
	885 MHz
	FDD

	7
	2500 MHz
	–
	2570 MHz
	2620 MHz 
	–
	2690 MHz
	FDD

	8
	880 MHz
	–
	915 MHz
	925 MHz  
	–
	960 MHz
	FDD

	9
	1749.9 MHz
	–
	1784.9 MHz
	1844.9 MHz  
	–
	1879.9 MHz
	FDD

	10
	1710 MHz
	–
	1770 MHz
	2110 MHz 
	–
	2170 MHz
	FDD

	11
	1427.9 MHz 
	–
	1447.9 MHz
	1475.9 MHz  
	–
	1495.9 MHz
	FDD

	12
	699 MHz
	–
	716 MHz
	729 MHz
	–
	746 MHz
	FDD

	13
	777 MHz
	–
	787 MHz
	746 MHz
	–
	756 MHz
	FDD

	14
	788 MHz
	–
	798 MHz
	758 MHz
	–
	768 MHz
	FDD

	15
	Reserved
	
	
	Reserved
	
	
	FDD

	16
	Reserved
	
	
	Reserved
	
	
	FDD

	17
	704 MHz 
	–
	716 MHz
	734 MHz
	–
	746 MHz
	FDD

	18
	815 MHz 
	–
	830 MHz
	860 MHz
	–
	875 MHz
	FDD

	19
	830 MHz 
	–
	845 MHz
	875 MHz
	–
	890 MHz
	FDD

	20
	832 MHz
	–
	862 MHz
	791 MHz
	–
	821 MHz
	

	21
	1447.9 MHz
	–
	1462.9 MHz
	1495.9 MHz
	–
	1510.9 MHz
	FDD

	22
	3410 MHz
	–
	3490 MHz
	3510 MHz
	–
	3590 MHz
	FDD

	231
	2000 MHz
	–
	2020 MHz
	2180 MHz
	–
	2200 MHz
	FDD

	24
	1626.5 MHz
	–
	1660.5 MHz
	1525 MHz
	–
	1559 MHz
	FDD

	25
	1850 MHz
	–
	1915  MHz
	1930 MHz
	–
	1995 MHz
	FDD

	26
	814 MHz
	–
	849 MHz
	859 MHz
	–
	894 MHz
	FDD

	27
	807 MHz 
	–
	824 MHz
	852 MHz
	–
	869 MHz
	FDD

	28
	703 MHz
	–
	748 MHz
	758 MHz
	–
	803 MHz
	FDD

	29
	N/A
	717 MHz
	–
	728 MHz
	FDD
(NOTE 2)

	30
	2305 MHz
	–
	2315 MHz
	2350 MHz
	–
	2360 MHz
	FDD

	31
	452.5 MHz
	–
	457.5 MHz
	462.5 MHz
	–
	467.5 MHz
	FDD

	32
	N/A
	1452 MHz
	–
	1496 MHz
	FDD
(NOTE 2)

	33
	1900 MHz
	–
	1920 MHz
	1900 MHz
	–
	1920 MHz
	TDD

	34
	2010 MHz
	–
	2025 MHz 
	2010 MHz 
	–
	2025 MHz
	TDD

	35
	1850 MHz 
	–
	1910 MHz
	1850 MHz 
	–
	1910 MHz
	TDD

	36
	1930 MHz 
	–
	1990 MHz
	1930 MHz 
	–
	1990 MHz
	TDD

	37
	1910 MHz 
	–
	1930 MHz
	1910 MHz 
	–
	1930 MHz
	TDD

	38
	2570 MHz 
	–
	2620 MHz
	2570 MHz 
	–
	2620 MHz
	TDD

	39
	1880 MHz 
	–
	1920 MHz
	1880 MHz 
	–
	1920 MHz
	TDD

	40
	2300 MHz 
	–
	2400 MHz
	2300 MHz 
	–
	2400 MHz
	TDD

	41
	2496 MHz 
	–
	2690 MHz
	2496 MHz 
	–
	2690 MHz
	TDD

	42
	3400 MHz 
	–
	3600 MHz
	3400 MHz
	–
	3600 MHz
	TDD

	43
	3600 MHz 
	–
	3800 MHz
	3600 MHz
	–
	3800 MHz
	TDD

	44
	703 MHz
	–
	803 MHz
	703 MHz
	–
	803 MHz
	TDD

	45
	1447 MHz
	–
	1467 MHz
	1447 MHz
	–
	1467 MHz
	TDD

	46
	5150 MHz 
	–
	5925 MHz
	5150 MHz
	–
	5925 MHz
	TDD
(NOTE 3, NOTE 4)

	47
	5855 MHz
	–
	5925 MHz
	5855 MHz
	–
	5925 MHz
	TDD

	48
	3550 MHz
	–
	3700 MHz
	3550 MHz
	–
	3700 MHz
	TDD

	49
	  3550 MHz    –   3700 MHz
	  3550 MHz    –   3700 MHz
	TDD
(NOTE 8)

	50
	1432 MHz
	-
	1517 MHz
	1432 MHz
	-
	1517 MHz
	TDD

	51
	1427 MHz
	-
	1432 MHz
	1427 MHz
	-
	1432 MHz
	TDD

	52
	3300 MHz
	-
	3400 MHz
	3300 MHz
	-
	3400 MHz
	TDD

	65
	1920 MHz 
	–
	2010 MHz 
	2110 MHz  
	–
	2200 MHz
	FDD

	66
	1710 MHz
	–
	1780 MHz
	2110 MHz
	–
	2200 MHz
	FDD (NOTE 5)

	67
	N/A
	738 MHz
	–
	758 MHz
	FDD (NOTE 2)

	68
	698 MHz 
	–
	728 MHz 
	753 MHz  
	–
	783 MHz
	FDD

	69
	N/A
	2570 MHz
	–
	2620 MHz
	FDD (NOTE 2)

	70
	1695 MHz 
	–
	1710 MHz 
	1995 MHz 
	–
	2020 MHz 
	FDD6

	71
	663 MHz 
	–
	698 MHz 
	617 MHz 
	–
	652 MHz 
	FDD

	72
	451 MHz 
	–
	456 MHz 
	461 MHz 
	–
	466 MHz 
	FDD

	73
	450 MHz 
	–
	455 MHz 
	460 MHz 
	–
	465 MHz 
	FDD

	74
	1427 MHz
	–
	1470 MHz
	1475 MHz
	–
	1518 MHz
	FDD

	75
	N/A
	1432 MHz 
	–
	1517 MHz 
	FDD
(NOTE 2)

	76
	N/A
	1427 MHz 
	–
	1432 MHz 
	FDD
(NOTE 2)

	85
	698 MHz	–	716 MHz
	728 MHz
	–
	746 MHz
	FDD

	NOTE 1:	Band 6, 23 are not applicable.
NOTE 2:	Restricted to E-UTRA operation when carrier aggregation is configured. The downlink operating band is paired with the uplink operating band (external) of the carrier aggregation configuration that is supporting the configured Pcell.
NOTE 3:	This band is an unlicensed band restricted to licensed-assisted operation using Frame Structure Type 3.
NOTE 4:	Band 46 is divided into four sub-bands as in Table 5.5-1A.
NOTE 5:	The range 2180 – 2200 MHz of the DL operating band is restricted to E-UTRA operation when carrier aggregation is configured.
NOTE 6:	The range 2010-2020 MHz of the DL operating band is restricted to E-UTRA operation when carrier aggregation is configured and TX-RX separation is 300 MHz.  The range 2005-2020 MHz of the DL operating band is restricted to E-UTRA operation when carrier aggregation is configured and TX-RX separation is 295 MHz.
NOTE 7:	Void
NOTE 8:	This band is restricted to licensed-assisted operation using Frame Structure Type 3.




2.10.7 [bookmark: _Toc31606807]Status of the attribute description
	Stable
	x

	Minor discussions
	

	Major discussions
	


2.11 [bookmark: _Toc31606808][bookmark: _Toc31607173]Performance monitoring
2.11.1 [bookmark: _Toc31606809]Attribute definition
This attribute provides the capability for vertical customers to monitor Key Quality Indicators (KQIs) and Key Performance Indicators (KPIs). KQIs reflect the end-to-end service performance and quality while KPIs reflect the performance of the network.
2.11.2 [bookmark: _Toc31606810]Parameters
2.11.2.1 Availability
This parameter contains a list of KQIs[footnoteRef:2] and KPIs available for monitoring. If the list is empty this attribute is not available in the slice and the other parameters might be ignored. [2:  Only the KQIs of communication services offered by the network operator can be monitored. For over the top services, the network operator is not able to access the KQIs.] 

	Value
	{Integer, Integer, Integer,…}

	Measurement unit
	N/A

	Example
	· Service Request Success Rate


2.11.2.2 Monitoring sample frequency 
This parameter describes how often the KQIs and KPIs are monitored.
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 1: per second
· 2: per minute
· 3: per-hour
· 	4: conditional, e.g. in case a defined threshold is crossed


2.11.3 [bookmark: _Toc31606811]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	X


2.11.4 [bookmark: _Toc31606812]Use cases
Vertical customers may require monitoring the KQIs of their services in order to gain better understanding of their end customers’ experience. No concrete use cases available asking for KQI monitoring. However, many use cases in Industry 4.0 and energy industries asking for monitoring capabilities in general. 
2.11.5 [bookmark: _Toc31606813]Implementation status
Many monitoring APIs are available already, e.g. Network Exposure Function (NEF). To be checked if all requirements can be served with available APIs. 
	Available
	x

	In discussion/development
	x to be checked if all requirements can be served

	Not considered
	


2.11.6 [bookmark: _Toc31606814]Additional information
####More info about the difference between KPI and KQI to be put here####
2.11.7 [bookmark: _Toc31606815]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.12 [bookmark: _Toc31606816][bookmark: _Toc31607174]Real-time charging/billing
2.12.1 [bookmark: _Toc31606817]Attribute definition
Being different from conventional charging/billing method, which is normally based on per/month, this capability provides transparent and real-time billing information to vertical customers. 
2.12.2 [bookmark: _Toc31606818]Parameters
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available


2.12.3 [bookmark: _Toc31606819]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


2.12.4 [bookmark: _Toc31606820]Use cases
This capability provides vertical customers better understanding about OPEX in terms of network services.
None of the use cases explicitly asked for this attribute but when discussions get into more detail many use cases might ask for this.
2.12.5 [bookmark: _Toc31606821]Implementation status
Not sure if there is any standardized solution available already.
	Available
	(x) to be checked

	In discussion/development
	(x) to be checked

	Not considered
	(x) to be checked


2.12.6 [bookmark: _Toc31606822]Additional information
N/A
2.12.7 [bookmark: _Toc31606823]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.13 [bookmark: _Toc31606824][bookmark: _Toc31607175]User management openness 
2.13.1 [bookmark: _Toc31606825]Attribute definition
This attribute describes the capability that vertical customers could manage their users or groups of users’ network services and corresponding requirements. For instance, if vertical customer Y orders a slice which is capable to support X users of Y, then Y should be capable to decide which X users could use this slice. Hence, Y could manage the users, in terms of add, modify or delete users to receive network services provided by the specific slice.  
2.13.2 [bookmark: _Toc31606826]Parameters
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available


2.13.3 [bookmark: _Toc31606827]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


2.13.4 [bookmark: _Toc31606828]Use cases
This would allow subscription management to be be outsourced from operator to third party.
The „Slice authentication by 3rd party“ [3GPP S1-182703] is one example in which a 3rd party provides external authentication and authorization of users which determines the appropriate slice for the UE based on the subscription option for the current user.
More use cases might appear once more detailed use case discussions will be started.
2.13.5 [bookmark: _Toc31606829]Implementation status
This may be based on a secondary level of authentication for slices that is being studied in 3GPP rel-16, or direct OAM towards UDR via NEF (but no open interface exist today so it would rely on proprietary API).
	Available
	

	In discussion/development
	x

	Not considered
	


2.13.6 [bookmark: _Toc31606830]Additional information
N/A
2.13.7 [bookmark: _Toc31606831]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.14 [bookmark: _Toc31606832][bookmark: _Toc31607176]Delay tolerance 
2.14.1 [bookmark: _Toc31606833]Attribute definition
Provide the vertical customers with service delivery flexibility especially for the vertical services that are not chasing for high system performance. For instance, service will be delivered once mobile system has sufficient reources or during the off-peak hours.For this type of traffic it is not too critical how long it takes to deliver the amount of data, e.g. within hours, days, weeks, etc. 
2.14.2 [bookmark: _Toc520882345][bookmark: _Toc31606834]Parameters
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available


2.14.3 [bookmark: _Toc31606835]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


2.14.4 [bookmark: _Toc31606836]Use cases
Use cases from the automotive industry, which would benefit from the delay tolerance attribute are software and firmware upgrades.
2.14.5 [bookmark: _Toc31606837]Implementation status
In principle, relevant mechanisms are available. For instance this type of traffic could be scheduled for transmission in dedicated times of the day when the traffic load is low or this traffic could get an own traffic class which is de-prioritized over all other traffic. 
	Available
	x

	In discussion/development
	

	Not considered
	


2.14.6 [bookmark: _Toc31606838]Additional information
Certain traffic flows should reach the end user within certain latency boundary. At the same time, there are use cases that are less sensitive to delay variations giving the mobile system some level of flexibility in scheduling traffic. For instance, in automotive industry, (non-critical) software/firmware update could be deprioritised and delivered when traffic is low such as during off-peak hours.
2.14.7 [bookmark: _Toc520882351][bookmark: _Toc31606839]Status of the attribute description
	Stable
	x

	Minor discussions
	

	Major discussions
	


2.15 [bookmark: _Toc31606840][bookmark: _Toc31607177]Performance prediction
2.15.1 [bookmark: _Toc31606841]Attribute definition
Capability to allow mobile system to predict the network and service status. Predictive QoS can be done for various Key Quality Indicators (KQIs)[footnoteRef:3] and Key Performance Indicators (KPIs). KQIs reflect the end-to-end service performance and quality while KPIs reflect the performance of the network. The prediction is done for a specific point of time in the future and for a specific geolocation.  [3:  Only the KQIs of communication services offered by the network operator can be predicted. For over the top services, the network operator is not able to access the KQIs.
] 

2.15.2 [bookmark: _Toc31606842]Parameters
2.15.2.1 Availability
This parameter contains a list of KQIs and KPIs available for prediction. If the list is empty this attribute is not available in the slice and the other parameters might be ignored.
	Value
	{Integer, Integer, Integer,…}

	Measurement unit
	N/A 

	Example
	· 1: Throughput
· 2: Coverage
· 3: Latency
· 4: Service Request Success Rate
· …


2.15.2.2 Prediction frequency
This parameter describes how often KQIs and KPIs prediction values are provided.
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 1: per second
· 2: per minute
· 3: per-hour


  
2.15.3 [bookmark: _Toc31606843]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	X


2.15.4 [bookmark: _Toc31606844]Use cases
Especially the automotive industry is very much interested in this attribute, as it would allow them to make adaptations in the application if they know in advance that there might be a problem.
For instance, when a vehicle is moving along a path under autonomous driving mode, the mobile system may foresee performance drop (e.g. due to channel condition or system congestion situation). In this case, the mobile system could as a precaution take corrective actions e.g. resource rescheduling (scaling up/out), or simply inform the vehicle about the potential performance drop. The vehicle itself could evaluate such information in order to make decision to switch from autonomous driving mode to manual driving mode to avoid potential danger. The higher accuracy a system’s predictive QoS provisioning capability is, the higher possibility for the system to support industry use cases with critical system performance requirements.
2.15.5 [bookmark: _Toc31606845]Implementation status
This attribute recently raised a lot of attention and different organisations as like 5GAA and ITU-T (Machine Learning for Future Networks including 5G (FG ML5G)) are looking at it. Towards the customer, an API would be provided allowing the customer to send request (e.g. KPI prediction for a certain geo-location and a certain time in the future) and receiving the prediction.
	Available
	

	In discussion/development
	x

	Not considered
	


2.15.6 [bookmark: _Toc31606846]Additional information
Predictive QoS is an important feature allowing operators to inform the service in advance about a quality drop. Predictive QoS can be applied to various KPIs, e.g. coverage, throughput, latency, etc. and KQIs.
Performance prediction could be implemented in different ways:
· Active prediction – network actively informs the slice customer and/or the terminal proactively about the predicted values. Alternativelly, the slice customer and/or terminal is only informed in case the predicted KPI or KQI value crossed a defined threshold.
· Passive prediction – the slice customer and/or terminal requests prediction from the network via APIs provided by the network.
It should be noted that performance prediction is not a pure action between slice customer (normally refer to the vertical tenant like VW, or BMW) and the  mobile system, but between terminal (like the car) and the mobile system.
A prediction (request as well as reply) is always associated with a point of time in the future and a geolocation. A prediction provided by the slice to the terminal and/or customer (prediction reply) should always be associated with a confidence interval to give an idea about how reliable the prediction is. The reliability depends on many parameters, e.g. which KPI to predict, look ahead time, etc.
2.15.7 [bookmark: _Toc31606847]Status of the attribute description
	Stable
	x

	Minor discussions
	

	Major discussions
	


2.16 [bookmark: _Toc31606848][bookmark: _Toc31607178]Synchronicity
2.16.1 [bookmark: _Toc31606849]Attribute definition
This attribute provides synchronicity of communication devices. Two cases are most important in this context: (1) synchronicity between a base station and a mobile device and (2) synchronicity between mobile devices. 
The synchronicity between devices over PC5 in absence of the network is not in scope of this attribute.
2.16.2 [bookmark: _Toc31606850]Parameters
2.16.2.1 Availability
This parameter describes if and between which devices synchronicity attribute is available in the slice.
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: between BS and UE
· 2: between BS and UE & UE and UE


2.16.2.2 Accuracy
This parameter describes the accuracy of the of the synchronicity.
	Value
	Float

	Measurement unit
	Seconds

	Example
	0,0000001 seconds  1µs


2.16.3 [bookmark: _Toc31606851]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	X


2.16.4 [bookmark: _Toc31606852]Use cases
Use cases requiring synchronicity are cooperative driving use cases from the automotive industry or motion-control and control-to-control use cases from the Industry 4.0 vertical. For the latter ones, values of smaller than one microsecond between the mobile devices are required.
For mission critical (public safety), the following use cases have requirements on synchronicity: robot control and robot interaction, control of drones and drone interaction, e.g. ad-hoc network infrastructure after natural catastrophes.
2.16.5 [bookmark: _Toc31606853]Implementation status
There is some ongoing work on Time-Sensitive Networking (TSN) in 3GPP. However, there are no mechanisms available, yet and it is not clear if interdevice synchronicity part of the discussions.
	Available
	(x) to be checked what is available

	In discussion/development
	(x) to be checked which requirements cannot be served with SotA and needs new mechanisms

	Not considered
	(x) to be checked


2.16.6 [bookmark: _Toc31606854]Additional information
Today these requirements are met by the deploying cable connections/networks as like industrial Ethernet systems or fieldbuses. These networks are normally closed solutions by a single vendor in which all the equipment is perfectly aligned. Based on standards like IEEE 802.1 AS [29] or IEEE 1588 [30] very high synchronicity can be achieved in the networks.
When thinking about 5G networks it is the expectation of the vertical industries that these very demanding synchronicity requirements can also be provided by wireless and cellular network. However, especially in wireless scenarios and for moving communication partners this is not an easy task and it requires investigations that are more detailed.
2.16.7 [bookmark: _Toc31606855]Status of the attribute description
	Stable
	x

	Minor discussions
	

	Major discussions
	


2.17 [bookmark: _Toc31606856][bookmark: _Toc31607179]Cloud support
2.17.1 [bookmark: _Toc31606857]Attribute definition
Capability to provide computing/storage for vertical customers, especially it could be used to host their services, which have requirements in terms of low latency.
2.17.2 [bookmark: _Toc31606858]Parameters
This parameter describes if cloud supported is offered by the slice and which type of clouds.
	Value
	Integer 

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: central level  
· 2: regional level 
· 3: on site level


2.17.3 [bookmark: _Toc31606859]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	X


2.17.4 [bookmark: _Toc31606860]Use cases
Industry 4.0 use cases asking for MEC support are: Missive wireless sensor networks and augmented reality.
Automotive use cases asking for MEC support are Sensor, Platooning, Teleoperation and emergency action.
Energy use cases asking for MEC support are fast fault location and correcting, electricity traffic scheduling, distributed feeder automation and precision load control.
Also in logistics and healthcare MEC, support is party important.
In general, all VR use cases require MEC support.
For mission critical (public safety), the following use cases have requirements on cloud support: on-demand deployment of dispatcher solutions on cloud basis to handle public safety missions, centralized storage for temporal utilizations of slices, exchanging live information between different entities, evaluation of video and data for augmented reality applications
2.17.5 [bookmark: _Toc31606861]Implementation status
Many organisations are looking at MEC support, e.g. ETSI MEC [REF]. Can we give more examples? In reality, the operator would provide an API to the slice customer in order access the MEC and to deploy customer’s application function.
	Available
	x?

	In discussion/development
	X?

	Not considered
	


2.17.6 [bookmark: _Toc31606862]Additional information
N/A
2.17.7 [bookmark: _Toc31606863]Status of the attribute description
	Stable
	x

	Minor discussions
	

	Major discussions
	


2.18 [bookmark: _Toc31606864][bookmark: _Toc31607180]Positioning support
2.18.1 [bookmark: _Toc31606865]Attribute definition
This attribute describes if the slice provides geo-localization information of specific terminals with certain accuracy. tion], where condition indicates indoor or outdoor positioning.
2.18.2 [bookmark: _Toc31606866]Parameters
2.18.2.1 Availability
This parameter describes if this attribute is provided by the slice or not.
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available for outdoor
· 2: available for outdoor and indoor


2.18.2.2 Prediction frequency
This parameter describes how often location information is provided. 
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 1: per second
· 2: per minute
· 3: per-hour
· 4: conditional, e.g. in case a specific area is entered or left


2.18.2.3 Accuracy	
This parameter describes the accuracy of the location information. Accuracy depends on the respective positioning solution applied in the slice.
	Value
	Float

	Measurement unit
	Meter

	Example
	· +/- 1m
· +/- 0,01m


2.18.3 [bookmark: _Toc31606867]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


2.18.4 [bookmark: _Toc31606868]Use cases
For automotive use cases, e.g. automated cooperative driving like short distance platooning, high precision positioning feature with an accuracy of a few centimetres is expected to be supported by the mobile network to ensure the vehicle-to-vehicle/network communication can be used even when GPS is not available, such as when moving through very dense urban scenarios or in bad weather condition.
For manufacturing use cases, high precision indoor positioning with an accuracy of <1m is required to support for instance mobile control panel with safety functions.
For asset tracking type of use cases, e.g. container tracking in Transport & logistics sector, it is often sufficient to provide a positioning solution that works outdoors and with relatively low accuracy. On the other hand, as mobile devices may be battery operated, the energy efficiency feature of the positioning solution plays an important role. In addition, in many of these use cases the positioning is expected to work globally across different networks and countries.
For public safety, the positioning accuracy requirements contained in Table 7.3.2.2-1 of 3GPP TS 22.261 apply.
For public safety use cases the position of emergency personnel needs to be passed on to the command and control centre.
2.18.5 [bookmark: _Toc31606869]Implementation status
Many solutions are available already. However, it is not sure if for all the requirement combinations a suitable solution can be found.
	Available
	(x) to be checked

	In discussion/development
	(x) to be checked

	Not considered
	(x) to be checked


2.18.6 [bookmark: _Toc31606870]Additional information
Many use cases have a strong demand for the capability of positioning (geolocalisation) devices. Different customers may have different requirements in terms of accuracy, energy efficiency, indoor/outdoor support, and cost, etc. For some of the use cases, positioning techniques will have to work reliably under challenging conditions, e.g. deep indoors.
It should be noted that either for some use cases, such as many IoT use cases, GPS or other Global Navigation Satellite Systems (GNSS) are not an option because of the high energy efficiency consumption or because simple devices are not equipped with the suitable receiver.
For other use cases, e.g. automotive, GNSS is a suitable positioning solution for most of the times although there are a number of situations where this is not accessible e.g. tunnels, indoors, etc. Hence, it is beneficial to combine the advantages of these systems with the positioning capabilities of 5G to provide a solution that meets the customer scenarios.
2.18.7 [bookmark: _Toc31606871]Status of the attribute description
	Stable
	

	Minor discussions
	X

	Major discussions
	


2.19 [bookmark: _Toc31606872][bookmark: _Toc31607181]Location based message delivery
2.19.1 [bookmark: _Toc31606873]Attribute definition
This attribute describes the delivery of information in a particular geographic region.
2.19.2 [bookmark: _Toc31606874]Parameters
This parameter describes if the slice provides this attribute or not.
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available


2.19.3 [bookmark: _Toc31606875]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


2.19.4 [bookmark: _Toc31606876]Use cases
Especially in the automotive use cases, this attribute is very much of interest. Many use cases rely on the distribution of information in a particular geographic area. Can we be more precise and list concrete use cases? 
Also emergency services as like in smart cities would require this attribute.
2.19.5 [bookmark: _Toc31606877]Implementation status
Several organisations are working on solutions for location based information distribution. Most prominent is GeoNetworking, which is a solution, specified by ETSI focusing on vehicular networks [REF on the following doc: ETSI EN 302 636-4-1]. It needs to be checked if all requirements can be served based on state of the art.
	Available
	x

	In discussion/development
	x?

	Not considered
	


2.19.6 [bookmark: _Toc31606878]Additional information
It should be noted that this attribute describes the location-based delivery of information. This is not related to the geographical spread of the slice itself. This attribute can be used to distribute information, e.g. signalling messages, to terminals within a specific geographical area.
2.19.7 [bookmark: _Toc31606879]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.20 [bookmark: _Toc31606880][bookmark: _Toc31607182]Supported access technologies
2.20.1 [bookmark: _Toc31606881]Attribute definition
This attribute defines which access technologies are supported by the slice.
If no selection (unspecified) of one or a group of access technologies has been made, QoS will define the network access and will be under the responsibility of the network provider.

2.20.2 [bookmark: _Toc31606882]Parameters
This parameter contains a list of supported access technologies (ATs).
	Value
	{Integer, Integer, Integer,…}

	Measurement unit
	N/A

	Example
	· 1: GERAN
· 2: UTRAN
· 3: E-UTRA
· 4: NR
· 5: LTE-M
· 6: NB-IoT
· 7: Wi-Fi
· 8: Bluetooth
· 9: Fixed access, e.g. DSL, Fibre
· 10: Satellite access 
· 11: unspecified


2.20.3 [bookmark: _Toc31606883]Attribute Presence in GST requirement
	Mandatory
	X?

	Conditional
	

	Optional
	X?


2.20.4 [bookmark: _Toc31606884]Use cases
Not a direct requirement of any use case. However, many use cases require a specific access technology, e.g. IoT.
For mission critical (public safety), the following use cases have requirements on supported access technologies: public safety operations are also carried out in rural areas with pure or no coverage and in these situations mobile base stations with satellite link are deployed; after natural catastrophes no infrastructure will be available, so that satellite linked base stations are used as connection to the PPDR network.
2.20.5 [bookmark: _Toc31606885]Implementation status
N/A
2.20.6 [bookmark: _Toc31606886]Additional information
N/A
2.20.7 [bookmark: _Toc31606887]Status of the attribute description
	Stable
	

	Minor discussions
	X

	Major discussions
	


2.21 [bookmark: _Toc31606888][bookmark: _Toc31607183]Isolation
2.21.1 [bookmark: _Toc31606889]Attribute definition
Degree of resource sharing / isolation provided by the slice. 
2.21.2 [bookmark: _Toc31606890]Parameters
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 0: L0 isolation – dedicated RAN
· 1: L1 isolation – L0 + common RF and antenna
· 2: L2 isolation – L1 + common baseband processing
· 3: L3 isolation – L2 + common PDCP RLC processing
· 4: L4 isolation – L3 + common TN
· 5: L5 isolation – L4 + common CN
· 6: L6 isolation – operational isolation


2.21.3 [bookmark: _Toc31606891]Attribute Presence in GST requirement
	Mandatory
	X?

	Conditional
	

	Optional
	X?


2.21.4 [bookmark: _Toc31606892]Use cases
Based on a survey with vertical customers, the majority of those who have isolation requirements have direct requirements on operational isolation instead of network level isolation. There are also some specific vertical industries that have clear network level isolation requirements, e.g. public safety, smart grid, for security and safety purpose. Hence, their network slice(s) may not share any network function and resource with the other network slices. Such customers are minority cases. 
2.21.5 [bookmark: _Toc31606893]Implementation status
Isolation is heavily discussed in the industry now. Some mechanisms are already available and some are under discussion.
	Available
	x

	In discussion/development
	x

	Not considered
	


2.21.6 [bookmark: _Toc31606894]Additional information
From an operator’s perspective, isolation requirements could be identified in different ways.
In some cases, it is the vertical customers’ direct requirement, i.e. they directly ask for operational isolation or network level isolation. 
In other cases, customers do not express any isolation requirement, but the operator takes decisions on isolation based on other requirements. For instance, if a customer requests a service level, which is quite demanding, the operator may assign dedicated resources in order to ensure it can meet the service level commitment, which in turn is implemented via Network slice isolation solution.
Isolation could be understood from two dimensions: 
(1) Operational isolation, means that vertical customers could have independent monitoring, control, configuration, or even full operation capability of the network slice; 
(2) Network level isolation, means that vertical customers do not share network function or resources with the other customers. Network level isolation also has different sub-categories, for instance, shared RAN but isolated core, or isolated RAN as well as core, etc.
Operators can provide operational isolation without or with very weak network isolation. For instance, the system could use IDs to differentiate the users belonging to different tenants who share the infrastructure. One example is NB-IoT, which can be treated as a preconfigured network slice, with many different IoT tenants sharing the same NB-IoT network.
It is obvious that the different levels of isolation will have different cost. Most expensive mode will be dedicated RAN (L0 or L1), which may only be relevant for very few use cases.
More details about the different isolation levels mentioned in the parameters section L0 – L6.
2.21.7 [bookmark: _Toc31606895]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.22 [bookmark: _Toc523905644][bookmark: _Toc31606896][bookmark: _Toc31607184]User data access
2.22.1 [bookmark: _Toc31606897]Attribute definition
The attribute defines how the slice (or mobile network) should handle the user data. The options are as follows: 
1. The device has access to the Internet
2. All data traffic is routed to the private network (e.g. via tunnelling mechanism such as L2TP, VPN tunnel, etc.)
3. All data traffic stays local and the devices do not have access to the Internet or private network
2.22.2 [bookmark: _Toc31606898]Parameters
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 0: Direct internet access
· 1: Termination in the private network 
· 2: Local traffic (no internet access)


2.22.3 [bookmark: _Toc31606899]Attribute Presence in GST requirement
	Mandatory
	x

	Conditional
	

	Optional
	


2.22.4 [bookmark: _Toc31606900]Use cases
This attribute is relevant for all use cases. For instance the attribute can be used by use cases with local cloud support in which the cloud is located for instance on the campus. In these cases, traffic is not leaving the campus network but is locally broken out towards the local cloud. Local cloud support is relevant especially for many of the Industry 4.0, automotive, energy, healthcare, logistics and public safety use cases.
2.22.5 [bookmark: _Toc31606901]Implementation status
	Available
	x

	In discussion/development
	

	Not considered
	


2.22.6 [bookmark: _Toc31606902]Additional information
N/A
2.22.7 [bookmark: _Toc31606903]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.23 [bookmark: _Toc31606904][bookmark: _Toc31607185]Tunnelling mechanism
2.23.1 [bookmark: _Toc31606905]Attribute definition
The attribute defines the tunnelling mechanism how the user data can be delivered to the external private data network. 3GPP TS 29.561 lists the interworking with data networks and tunnelling mechanism used.
2.23.2 [bookmark: _Toc31606906]Parameters
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 0: L2TP Tunnel
· 1: GRE Tunnel 
· 2: VPN Tunnel
· 3: Label bases routing


2.23.3 [bookmark: _Toc31606907]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	X (if “Termination in the private network” is selected)

	Optional
	


2.23.4 [bookmark: _Toc31606908]Use cases
For asset tracking, meter readers type of use cases when the device needs to send data to a single server located in the external private network.
For public safety, the emergency personnel needs to exchange biometric information stored in the external private network.
2.23.5 [bookmark: _Toc31606909]Implementation status
Many solutions are already available today as like Control and User Plane Separation (CUPS) [3GPP TS 23.214, 29.244], N6 tunnelling mechanism [3GPP TS 29.561], etc. To be checked if all requirements can be served with the state of the art.
	Available
	x

	In discussion/development
	

	Not considered
	


2.23.6 [bookmark: _Toc31606910]Additional information
N/A
2.23.7 [bookmark: _Toc31606911]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	


2.24 [bookmark: _Toc31606912][bookmark: _Toc31607186]Support for non-IP traffic
2.24.1 [bookmark: _Toc31606913]Attribute definition
This attribute provides non-IP Session support (Ethernet session and forwarding support) of communication devices.  
2.24.2 [bookmark: _Toc31606914]Parameters
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not required (IP traffic)
· 1: non-IP traffic required
· 2: IP traffic and non –IP traffic required


2.24.3 [bookmark: _Toc31606915]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


2.24.4 [bookmark: _Toc31606916]Use cases
The most important case is to support packet exchange in the power deferential protection: 
(1) transmission between a mobile device (CPE) and UPF
(2) Between adjacent UPF.
Core Network (UPF) may use Ethernet session and forwarding to transmit package as customized slice ability to fully meet the communication requirement of some vertical industries application scenarios.
For example, differential protection is one of the important business scenario of Power Smart Grid. The real-time mutual communication between the differential protection terminals can sense the operating state of the entire transmission line, implement fault diagnosis and accurate positioning of the power distribution grid line section or the power distribution grid equipment, rapidly isolate the power distribution grid line fault section or failure equipment and consequently resumes normal area power supply.
In this scenario, the communication between the two differential protection terminals is based on Ethernet communication, which can further shorten trouble duration and improve power supply reliability, so Ethernet DNN is required to support transmitting communication information, which may include message, decision, operation, and other information of grid terminals.
2.24.5 [bookmark: _Toc31606917]Implementation status
There are mechanisms for DNN described in TS 23.501. 
A DNN is equivalent to an APN as defined in TS 23.003 [19]. Both identifiers have an equivalent meaning and carry the same information.
The DNN may be used e.g. to:
· Select a SMF and UPF(s) for a PDU Session.
· Select N6 interface(s) for a PDU Session.
· Determine policies to apply to this PDU Session.
Open issues: 
· What are the mechanisms for Ethernet DNN?
· Which SDO is working on solutions?, e.g. 3GPP?
	Available
	x

	In discussion/development
	x ?

	Not considered
	


2.24.6 [bookmark: _Toc31606918]Additional information
Today some scenarios of industries have requirements that protocol transport between communication devices need to support Non-IP session, like power differential protection. 
End to End 5G network slicing needs to support the Ethernet session and forwarding to transmit package as customized slice ability to fully meet the communication requirement of the power differential protection.
2.24.7 [bookmark: _Toc31606919]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.25 [bookmark: _Toc31606920][bookmark: _Toc31607187]Session and service continuity 
2.25.1 [bookmark: _Toc31606921]Attribute definition
The attribute defines the continuity of a PDU session.
2.25.2 [bookmark: _Toc31606922]Parameters
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 0: none
· 1: SSC mode 1
· 2: SSC mode 2
· 3: SSC mode 3


2.25.3 [bookmark: _Toc31606923]Attribute Presence in GST requirement
	Mandatory
	x

	Conditional
	

	Optional
	


2.25.4 [bookmark: _Toc31606924]Use cases
TBC
2.25.5 [bookmark: _Toc31606925]Implementation status
	Available
	x

	In discussion/development
	

	Not considered
	


2.25.6 [bookmark: _Toc31606926]Additional information
The following three SSC modes are specified:
· SSC mode 1 - the network preserves the connectivity service provided to the UE (the IP address is preserved)
· SSC mode 2 - the network may release the connectivity service delivered to the UE and release the corresponding PDU Session (the network may release IP address(es) that had been allocated to the UE)
· SSC mode 3 - changes to the user plane can be visible to the UE, while the network ensures that the UE suffers no loss of connectivity service (the IP address is not preserved in this mode when the PDU Session Anchor changes)
· None – UE loses the connectivity service
2.25.7 [bookmark: _Toc31606927]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.26 [bookmark: _Toc31606928][bookmark: _Toc31607188]Number of terminals
2.26.1 [bookmark: _Toc31606929]Attribute definition
This attribute describes the maximum number of terminals supported by the slice. 
2.26.2 [bookmark: _Toc31606930]Parameters
	Value
	Integer value

	Measurement unit
	N/A

	Example
	· 100.000 terminals
· 10.000.000 terminals (sensors)


2.26.3 [bookmark: _Toc31606931]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


2.26.4 [bookmark: _Toc31606932]Use cases
This is a relevant parameter for all use cases.
2.26.5 [bookmark: _Toc31606933]Implementation status
	Available
	X

	In discussion/development
	

	Not considered
	


2.26.6 [bookmark: _Toc31606934]Additional information
This is an important input in order to scale the slice and provide sufficient amount of resources to the slice. It is a significant difference if the slice is used to serve 10 users or 1.000.000 users.
2.26.7 [bookmark: _Toc31606935]Status of the attribute description
	Stable
	

	Minor discussions
	x

	Major discussions
	


2.27 [bookmark: _Toc31606936][bookmark: _Toc31607189]Root cause investigation 
2.27.1 [bookmark: _Toc31606937]Attribute definition
Root cause investigation is the capability provided to vertical customers to understand or investigate the root cause of network service performance degradation or failure.
2.27.2 [bookmark: _Toc31606938]Parameters
Parameter describes if this attribute is available in the slice or not.
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: passive investigation
· 2: active investigation


2.27.3 [bookmark: _Toc31606939]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	X


2.27.4 [bookmark: _Toc31606940]Use cases
Vertical customers may require this capability to find the source of the problem in the network, based on which, they may optimize their service design, request the operators to improve the bottleneck, or provide guaranteed services for their own customers.
2.27.5 [bookmark: _Toc31606941]Implementation status
Not sure if there is any standardized solution available already.
	Available
	(x) to be checked

	In discussion/development
	(x) to be checked

	Not considered
	(x) to be checked


2.27.6 [bookmark: _Toc31606942]Additional information
This attribute could be implemented in different facetts: passive investigation or activate investigation. 
In passive investigation, the slice customer is informed about the root cause of the network service performance degradation of failure in case there is a problem with the slice.
In active investigation, if something is wrong in the network, a vertical customer could perform investigation itself, for instance call for the log files of different technical domain, to understand where the problem is, then it is not just an API telling the customer if there is a problem or not.
It should be clear that this attribute is only about the investigation of a problem. This attribute does not provide any means to solve the problem. 
2.27.7 [bookmark: _Toc31606943]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x



3 [bookmark: _Toc31606944][bookmark: _Toc31607190]Generic Slice Template Attributes – major discussion
In the following attributes are described which are considered to be not stable and where major discussions are required.
3.1 [bookmark: _Toc520881563][bookmark: _Toc520881896][bookmark: _Toc520882439][bookmark: _Toc522808798][bookmark: _Toc523905650][bookmark: _Toc524445136][bookmark: _Toc525132931][bookmark: _Toc522808799][bookmark: _Toc523905651][bookmark: _Toc524445137][bookmark: _Toc525132932][bookmark: _Toc522808800][bookmark: _Toc523905652][bookmark: _Toc524445138][bookmark: _Toc525132933][bookmark: _Toc522808801][bookmark: _Toc523905653][bookmark: _Toc524445139][bookmark: _Toc525132934][bookmark: _Toc522808822][bookmark: _Toc523905674][bookmark: _Toc524445160][bookmark: _Toc525132955][bookmark: _Toc522808835][bookmark: _Toc523905687][bookmark: _Toc524445173][bookmark: _Toc525132968][bookmark: _Toc522808884][bookmark: _Toc523905736][bookmark: _Toc524445222][bookmark: _Toc525133017][bookmark: _Toc522808885][bookmark: _Toc523905737][bookmark: _Toc524445223][bookmark: _Toc525133018][bookmark: _Toc522808887][bookmark: _Toc523905739][bookmark: _Toc524445225][bookmark: _Toc525133020][bookmark: _Toc522808909][bookmark: _Toc523905761][bookmark: _Toc524445247][bookmark: _Toc525133042][bookmark: _Toc31606945][bookmark: _Toc31607191]Coverage 
3.1.1 [bookmark: _Toc31606946]Attribute definition
This attribute specifies the coverage area of the slice - the area where the terminals can access this particular slice. 
3.1.2 [bookmark: _Toc31606947]Parameters
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 1: Global 
· 2: National
· 3: Regional 
· 4: Local (outdoor)
· 5: Local (indoor)


3.1.3 [bookmark: _Toc31606948]Attribute Presence in GST requirement
	Mandatory
	x

	Conditional
	

	Optional
	


3.1.4 [bookmark: _Toc31606949]Use cases
Most of the use cases might have macro coverage requirements, e.g. national, global. Some use cases do have local or specific coverage requirements as like Industry 4.0 in which only the industry area (campus) needs to be covered or automotive industry where mainly the streets need to be covered. 
3.1.5 [bookmark: _Toc31606950]Implementation status
Different coverage requirements can be served already today:
· Local coverage: campus networks can be applied or the slice can be restricted to be available on specific base stations only
· National coverage: can be done by a single network operator or in case of very high availability requirements national roaming can be applied
· Global coverage: different forms of roaming can be applied
	Available
	x

	In discussion/development
	x local availability of a slice under discussion

	Not considered
	


3.1.6 [bookmark: _Toc31606951]Additional information
This is an important parameter is it allows to deploy slices in defined geographical regions only. 
There are different proposals on how to describe the coverage area of the slice:
Based on base station location and coverage
Location and coverage of the BSs, know by the network operator, is used. Coverage is the described by lising the base stations and/or sectors via which the slice is provided. Based on the example provided in the following figure the list looks: {13, 17, 18, 23, 27, 28, 33}
[image: ]
Figure 1: Description of coverage based on base station locations and coverage
The advantages of this approach are:
· It is easier for the operator to describe the coverage as it is based on real deployments. 
The disadvantages are:
· Requires processing in order to determine the coverage regions of the base stations
· Deployment information is provided to the customer
· Deployment changes require changes in the coverage descriptions
· Breaks the idea of the NEST to be independent of the network
Generic based on geographical partitioning
Requires partitioning a geographical region into a set of zones/grids, which for better resource usage consists of defining a regular set of zones of predetermined dimensions. Coverage is then described by the zone numbers in which the slice should be available. For the example shown in the following figure the list is: {9, 10, 15, 16}
[image: ]
Figure 2: Description of coverage based on geographical partitioning
When creating the blueprint it is up to the operator to map the required coverage with BSs based on their location and coverage.
The advantages of this approach are:
· Hides deployment information from the customer
· Independent of the network deployment, e.g. independent of deployment changes
The disadvantages are:
· Not sure that coverage can be provided in the desired areas
3D model proposed in 3GPP 23.032
To be done
3.1.7 [bookmark: _Toc31606952]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x



3.2 [bookmark: _Toc520881570][bookmark: _Toc520881903][bookmark: _Toc520882488][bookmark: _Toc31606953][bookmark: _Toc31607192]Private operation 
3.2.1 [bookmark: _Toc31606954]Attribute definition
This attribute describes the capability to operate private 5G networks/slices in a predefined area. 
3.2.2 [bookmark: _Toc31606955]Parameters
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available


3.2.3 [bookmark: _Toc31606956]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


3.2.4 [bookmark: _Toc31606957]Use cases
Industry 4.0 customers have requirements in terms of private operation of a campus network and /or network slice.
3.2.5 [bookmark: _Toc31606958]Implementation status
N/A
3.2.6 [bookmark: _Toc31606959]Additional information
N/A
3.2.7 [bookmark: _Toc31606960]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


3.3 [bookmark: _Toc31606961][bookmark: _Toc31607193]Multicast 
3.3.1 [bookmark: _Toc31606962]Attribute definition
Define whether the slice supports multicast functionality. 
3.3.2 [bookmark: _Toc31606963]Parameters
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not availablerequired
· 1: availablerequired


3.3.3 [bookmark: _Toc31606964]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


3.3.4 [bookmark: _Toc31606965]Use cases
TBC
For mission critical (public safety), the following use cases have requirements on multicast support: voice communication among every public safety section, like police, fire, health, custom, disaster relief, etc. is the most used service, while group communication is by far the most important one and multicast plays the essential role to meet the required KPIs for call setup and latency. In the future group data and video communication will become part of daily operations, so that multicast will be also required. Multicast improves the frequency efficiency and increases the number of users supported in one cell/coverage area. 
3.3.5 [bookmark: _Toc31606966]Implementation status
	Available
	(x) to be checked

	In discussion/development
	(x) to be checked

	Not considered
	(x) to be checked



3.3.6 [bookmark: _Toc31606967]Additional information
TBC
3.3.7 [bookmark: _Toc31606968]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


3.4 [bookmark: _Toc31606969][bookmark: _Toc31607194]Security
3.4.1 [bookmark: _Toc31606970]Attribute definition
This attribute describes the security features supported/provided by the slice. 
3.4.2 [bookmark: _Toc31606971]Parameters
This parameter contains a list of security features supported by the slice.

	Value
	{Integer, Integer, Integer,…}

	Measurement unit
	N/A

	Example
	· 1: Authentication
· 2: Authorization
· 3: Firewalling
· 4: Parental control	Comment by Public Safety: Not required for a mission critical network
· 5: UE to UE communication blocking	Comment by Public Safety: What is the connection to network slicing? PS requires ProSe, D2D, Off-Network communication.
· 6: (E2E) encryption	Comment by Public Safety: What will the slice support or provide?
· 7: RAN encryption
· 8: Protection against attacks 
· 9: Access admission
· 10: VPN
· 11: Spam filter
· 12: Fraud detection
· 13: IPsec
· 14: Lawful interception (LI)


3.4.3 [bookmark: _Toc31606972]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


3.4.4 [bookmark: _Toc31606973]Use cases
TBC
For mission critical (public safety), the following use cases have requirements on security: public safety communication requires a highly secured network by different methods, like authentication to the network as well as to the mission critical application, authorization to the mission critical application, and end-to-end encryption on the application level; dispatchers are essential parts of the daily work, who coordinate thousands of first responders and secures all the lives of the first responders, and the dispatchers could be connected via a non-3GPP access, which has to be secured with VPN/IPsec; Lawful interception (LI) will be also required for public safety networks; first responders from one mission critical network may have to collaborate with other first responders from a different mission critical network, while both networks support the required security mechanism.
3.4.5 [bookmark: _Toc31606974]Implementation status
TBC
3.4.6 [bookmark: _Toc31606975]Additional information
TBC
According to 3GPP TS 33.501 the folloing security domains are relevant for network slicing:
· Network access security (I): the set of security features that enable a UE to authenticate and access services via the network securely, including the 3GPP access and Non-3GPP access, and in particularly, to protect against attacks on the (radio) interfaces. In addition, it includes the security context delivery from SN to AN for the access security.
· Network domain security (II): the set of security features that enable network nodes to securely exchange signalling data, user plane data.
· User domain security (III): the set of security features that secure the user access to mobile equipment.
· Application domain security (IV): the set of security features that enable applications in the user domain and in the provider domain to exchange messages securely.
· SBA domain security (V): the set of security features that enables network functions of the SBA architecture to securely communicate within the serving network domain and with other network domains. Such features include network function registration, discovery, and authorization security aspects, as well as the protection for the service-based interfaces.
· Visibility and configurability of security (VI): the set of features that enable the user to be informed whether a security feature is in operation or not.
3.4.7 [bookmark: _Toc31606976]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


3.5 [bookmark: _Toc522703610][bookmark: _Toc31606977][bookmark: _Toc31607195]Slice quality of service parameters
3.5.1 [bookmark: _Toc31606978]Attribute definition
This attribute defines all the QoS relevant parameters supported by the slice. For some of these parameters 3GPP already defined standard values [3GPP TS 23.501]. By preselecting a 5G QoS Identifier (5QI) these parameters will automatically be filled with the standardised values. A list of available 5QIs and the according standardised values can be found in Section xyz. 
3.5.2 [bookmark: _Toc31606979]Parameters	Comment by Public Safety: Public Safety requires the new mission critical service (MCS) establishment cause.
3.5.2.1 Resource Type
The Resource Type determines if dedicated network resources related QoS Flow-level Guaranteed Flow Bit Rate (GFBR) value are permanently allocated. [3GPP TS 23.501]
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 0: GBR (Mission Critical Video user plane)
· 1: Delay critical GBR  (Intelligent Transport Systems)
· 2: Non-GBR (Voice, AR)


3.5.2.2 Packet Delay Budget
The Packet Delay Budget (PDB) defines an upper bound for the time that a packet may be delayed between the UE and the UPF that terminates the N6 interface. For a certain 5QI the value of the PDB is the same in UL and DL. In the case of 3GPP access, the PDB is used to support the configuration of scheduling and link layer functions (e.g. the setting of scheduling priority weights and HARQ target operating points). [3GPP TS 23.501] 
If the value is set to 0, no special measures are used to bring latency down to a minimum required by low-latency use cases. 
	Value
	Float

	Measurement unit
	Seconds

	Example
	· Cooperative driving: 20*103 seconds
· Virtual reality: 10 – 30*103 seconds



3.5.2.3 Packet Error Rate
The Packet Error Rate (PER) defines an upper bound for the rate of PDUs (e.g. IP packets) that have been processed by the sender but that are not successfully delivered by the corresponding receiver. For all 5QIs the value of the PER is the same in UL and DL. [3GPP TS 23.501] 
	Value
	Integer

	Measurement unit
	N/A

	Example
	10-6 – mission critical data
10-2 V2X messaging


3.5.2.4 Jitter
Jitter is defined as a variation in the delay of received packets. At the sending side, packets are sent in a continuous stream with the packets spaced evenly apart. Due to network congestion, improper queuing, or configuration errors, this steady stream can become lumpy, or the delay between each packet can vary instead of remaining constant.
	Value
	Float

	Measurement unit
	seconds

	Example
	TBC


3.5.2.5 Maximum Packet Loss
The Maximum Packet Loss Rate (UL, DL) indicates the maximum rate for lost packets of the QoS flow that can be tolerated in the uplink and downlink direction.
	Value
	Integer

	Measurement unit
	%

	Example
	TBC


3.5.3 [bookmark: _Toc31606980]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


3.5.4 [bookmark: _Toc31606981]Use cases
Delay requirements:
· Many use cases have very strict requirements in terms of maximum latency. Examples are for instance the industry 4.0 use cases motion control (0,5 – 2ms) and mobile robots (e.g. 1ms). Also in the automotive industries, the following use cases have very strict requirements on latency: Cooperative driving (10ms) and Platooning (3ms).	
Jitter requirements:
· Especially in Industry 4.0, there are many use cases with jitter requirements: Industry 4.0: Mobile robots (<50% of cycle time), Condition monitoring for safety (5-10 ms), etc.
Mission Critical Service (MCS)
· The access to mission critical services has the same quality level as “call setup time”, “jitter”, “delay”, etc. especially in situations with the maximum possible users in a coverage area. It is essential, that mission critical (public safety) users have a higher priority to access the mobile network with the required quality parameters, e.g. the life of a person with a heart attack depends on every second, or a police officer with a bullet wound depends on the possibility to setup an emergency call. 
Call setup time
· The speed (not delay) to call support by a police officer is the measurement on which lives will depend. Besides the required call setup time the reliability of the call setup time is essential for every daily mission by first responders. Requesting support from the nearest emergency centre after a car accident is only possible if the call setup time does not vary over time or location. The situation becomes unpredictable and therefore adds unnecessary risks.
3.5.5 [bookmark: _Toc31606982]Implementation status
3GPP already defined standardized 5QI to QoS characteristics mapping, see Section 3.18.6. As long as these classes are used, the 5G (or the 3GPP) system is able to support these requirements. For different combinations of QoS charachteristics it needs to be checked if and how they can be supported. 
For low latency there are measures discussed within the context of 5G to enable low latency communication. However, not sure what is the limit of these measures and if all requirements can be met.
According to the NEST discussions, there is currently no special measures available to control jitter of traffic streams in the RAN.
	Available
	x

	In discussion/development
	(x)

	Not considered
	


3.5.6 [bookmark: _Toc31606983]Additional information
Orchestrator may use this attribute to orchestrate the resources and (R)AN/CN may use this attribute to optimize the scheduling. 
The parameter of this attribute can be filled separately. However, by selecting an already specified standardized 5QI the relevant parameters might be filled automatically. 
	3GPP TS 23.501 standardised 5G QoS values as follows:5QI
Value
	Resource Type
	Default Priority Level
	Packet Delay Budget
	Packet Error
Rate 
	Default Maximum Data Burst Volume
(NOTE 2)
	Default
Averaging Window
	Example Services

	1

	
GBR
	20
	100 ms
	10-2
	N/A
	2000 ms
	Conversational Voice

	2

	NOTE 1
	40
	150 ms
	10-3
	N/A
	2000 ms
	Conversational Video (Live Streaming)

	3
	
	30
	50 ms
	10-3
	N/A
	2000 ms
	Real Time Gaming, V2X messages
Electricity distribution – medium voltage, Process automation - monitoring

	4

	
	50
	300 ms
	10-6
	N/A
	2000 ms
	Non-Conversational Video (Buffered Streaming)

	65
	
	7
	75 ms
	
10-2
	N/A
	2000 ms
	Mission Critical user plane Push To Talk voice (e.g., MCPTT)

	66

	
	
20
	100 ms
	
10-2
	N/A
	2000 ms
	Non-Mission-Critical user plane Push To Talk voice

	67

	
	15
	100 ms
	10-3
	N/A
	2000 ms
	Mission Critical Video user plane

	75
	
	25
	50 ms
	10-2
	N/A
	2000 ms
	V2X messages

	5
	Non-GBR
	10
	100 ms
	10-6
	N/A
	N/A
	IMS Signalling

	6
	NOTE 1
	
60
	
300 ms
	
10-6
	N/A
	N/A
	Video (Buffered Streaming)
TCP-based (e.g., www, e-mail, chat, ftp, p2p file sharing, progressive video, etc.)

	7
	
	
70
	
100 ms
	
10-3
	N/A
	N/A
	Voice,
Video (Live Streaming)
Interactive Gaming

	8
	
	
80
	


300 ms
	


10-6
	


N/A
	


N/A
	
Video (Buffered Streaming)
TCP-based (e.g., www, e-mail, chat, ftp, p2p file sharing, progressive

	9
	
	90
	
	
	
	
	video, etc.)

	69
	
	5
	60 ms
	10-6
	N/A
	N/A
	Mission Critical delay sensitive signalling (e.g., MC-PTT signalling)

	70
	
	55
	200 ms
	10-6
	N/A
	N/A
	Mission Critical Data (e.g. example services are the same as QCI 6/8/9)

	79
	
	65
	50 ms
	10-2
	N/A
	N/A
	V2X messages

	80
	
	68
	10 ms

	10-6
	N/A
	N/A
	Low Latency eMBB applications Augmented Reality

	81
	Delay Critical GBR
	11
	5 ms
	10-5
	160 B
	2000 ms
	Remote control
(see TS 22.261 [2])

	82
	
	12
	10 ms
NOTE 5
	10-5
	320 B
	2000 ms
	Intelligent transport systems

	83
	
	13
	20 ms
	10-5
	640 B

	2000 ms
	Intelligent Transport Systems

	84
	
	19
	10 ms
	10-4
	255 B
	2000 ms
	Discrete Automation

	85
	
	22
	10 ms
	10-4
	1358 B
NOTE 3
	2000 ms
	Discrete Automation

	NOTE 1:	a packet which is delayed more than PDB is not counted as lost, thus not included in the PER.
NOTE 2:	it is required that default MDBV is supported by a PLMN supporting the related 5QIs.
NOTE 3:	This MDBV value is intended to avoid IP fragmentation on an IPv6 based, IPSec protected, GTP tunnel to the 5G-AN node.
NOTE 4:	A delay of 1 ms for the delay between a UPF terminating N6 and a 5G-AN should be subtracted from a given PDB to derive the packet delay budget that applies to the radio interface.
NOTE 5:	The jitter for this service is assumed to be 20 msec according to TS 22.261 [2].


Table 1: Standardized 5QI to QoS characteristics mapping [3GPP TS 23.501]
3.5.7 [bookmark: _Toc31606984]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


3.6 [bookmark: _Toc31606985][bookmark: _Toc31607196]Energy efficiency
3.6.1 [bookmark: _Toc31606986]Attribute definition
This attribute describes the energy efficiency of the network slice, i.e. the ratio between the performance indicator, in terms of data volume (DV), and the energy consumption (EC) when assessed during the same time frame.
The energy efficiency is evaluated only when the network is running. The network operation should not be affected by any energy saving methods.
3.6.2 [bookmark: _Toc31606987]Parameters
	Value
	Float 

	Measurement unit
	Bit / Joule (cf. ETSI ES 203 228)

	Example
	


3.6.3 [bookmark: _Toc31606988]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	x


3.6.4 [bookmark: _Toc31606989]Use cases
Network slices should be offered at lowest costs and with lowest impact on environment. Energy related costs of the network (especially the radio access network) being a major contributor to network slice OPEX, it is important to be able assess the energy efficiency of network slices.
For mission critical (public safety), the following use cases have requirements on energy efficiency: due to energy interruptions the base station has to run for at least 72 hours; in rural areas base stations may have to run on green energy, which may be affected by weather conditions; these base stations may have to provide coverage for essential services 24/7/365.
3.6.5 [bookmark: _Toc31606990]Implementation status
TBD
	Available
	

	In discussion/development
	

	Not considered
	


3.6.6 [bookmark: _Toc31606991]Additional information
N/A
3.6.7 [bookmark: _Toc31606992]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	


4 [bookmark: _Toc31606993][bookmark: _Toc31607197]Attributes to be worked on
4.1 [bookmark: _Toc31606994][bookmark: _Toc31607198]Slice priority
4.1.1 [bookmark: _Toc31606995]Attribute definition
Mission-critical (MC) leads to a priority of the slice relative to others, for C-plane and U-plane decisions. This is relative to a customer provider relationship and to a PLMN.
4.1.2 [bookmark: _Toc31606996]Parameters
This parameter describes if the slice carries mission-critical data or not.
	Value
	Binary 

	Measurement unit
	N/A

	Example
	· 0: non-mission-cirticalcritical
· 1: mission-critical


4.1.3 [bookmark: _Toc31606997]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


4.1.4 [bookmark: _Toc31606998]Use cases
Allows the support of mission-critical slices and tiered priority level of slices.
For mission critical (public safety), the following use cases have requirements on slice priority: public safety service provided with a slice in parallel to other commercial slices needs to be handled with higher priority to preserve the safety of the public in cases where RAN access or core performance do not allow mission critical handling.
4.1.5 [bookmark: _Toc31606999]Implementation status
Mission-critical services are supported in EPS and need to be supported in 5GS.
	Available
	X in EPS

	In discussion/development
	

	Not considered
	


4.1.6 [bookmark: _Toc31607000]Additional information
N/A
4.1.7 [bookmark: _Toc31607001]Status of the attribute description
	Stable
	

	Minor discussions
	X

	Major discussions
	


4.2 [bookmark: _Toc31607002][bookmark: _Toc31607199]MMTel support
4.2.1 [bookmark: _Toc31607003]Attribute definition
Whether or not the slice supports IP Multimedia Subsystem (IMS) Multimedia Telephony Service MMTel.
4.2.2 [bookmark: _Toc31607004]Parameters	Comment by Public Safety: Public Safety requires the Multimedia Priority Services (MPS) support.
This parameter describes whether an IR.92 compliant MMTel deployment is supported in the slice.
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available


4.2.3 [bookmark: _Toc31607005]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	Yes supported in 5GS

	Optional
	


4.2.4 [bookmark: _Toc31607006]Use cases
Indicates a requirement to support MMTel.
For mission critical (public safety), the following use cases have requirements on MMTel support: individual communication (person to person) and group communication (person to group of persons, group of persons to group of persons); a dispatcher is a public safety user, his system uses MPS (Multimedia priority service) where his call to a non-emergency user is still handled and routed with priority and pre-emption rights.

4.2.5 [bookmark: _Toc31607007]Implementation status
IMS MMTel is supported in EPS and need to be supported in 5GS.
	Available
	X in EPS

	In discussion/development
	

	Not considered
	


4.2.6 [bookmark: _Toc31607008]Additional information
N/A
4.2.7 [bookmark: _Toc31607009]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	


4.3 [bookmark: _Toc31607010][bookmark: _Toc31607200]Mission-critical service support
4.3.1 [bookmark: _Toc31607011]Attribute definition
This attributed specifies whether or not the slice supports mission-critical push-to-talk (MCPTT) [3GPP TS 23.379], mission-critical data (MCData) [3GPP TS 23.282], mission-critical video (MCVideo) [3GPP TS 23.281], Isolated E-UTRAN Operation for Public Safety (IOPS) [3GPP TS 23.401], [3GPP TS 33.401] or mission-critical interworking [3GPP TS 23.283].
4.3.2 [bookmark: _Toc31607012]Parameters
This parameter provides a list of mission-critical 3GPP services provided by the slice. If the list is empty this attribute is not available.
	Value
	{Integer, Integer, Integer, …}

	Measurement unit
	N/A

	Example
	· 1: MCPTT
· 2: MCData
· 3: MCVideo
· 4: IOPS
· 5: MC interworking (e.g. LMR, GSM-R)
· 6: MCIoT (not currently described)
· 7: MC interconnection


4.3.3 [bookmark: _Toc31607013]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	X if “slice priority” == 1

	Optional
	


4.3.4 [bookmark: _Toc31607014]Use cases
Indicates a requirement to support mission-critical services. 
For mission critical (public safety), the following use cases have requirements on mission-critical service support: public safety operators provide service depending on the expected need, so that MCPTT with one slice could be enough in one region, but requires a combination of mission critical services, like MCPTT, MCData and MCIoT, with one slice at a different region; not all public safety networks require MC interworking, but may want to use MC interconnection with MCPTT to other MC systems; each network, e.g. private networks for public transportation or a local factory, have to provide services for first responders.
4.3.5 [bookmark: _Toc31607015]Implementation status
MC-PTT is supported in EPS and need to be supported in 5GS.
	Available
	X in EPS

	In discussion/development
	

	Not considered
	


4.3.6 [bookmark: _Toc31607016]Additional information
N/A
4.3.7 [bookmark: _Toc31607017]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	


4.4 [bookmark: _Toc31607018][bookmark: _Toc31607201]Group communication support
4.4.1 [bookmark: _Toc31607019]Attribute definition
This attribute specifies if the slice supports group communication.
4.4.2 [bookmark: _Toc31607020]Parameters
This parameter describes which type of group communication is provided by the slice.
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: SC-PTM
· 2: Broadcast/Multicast
· 3: Broadcast/Multicast + SC-PTM


4.4.3 [bookmark: _Toc31607021]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	X

	Optional
	X


4.4.4 [bookmark: _Toc31607022]Use cases
Indicates  a requirement to support group communications.
For mission critical (public safety), the following use cases have requirements on group communication support: voice communication among every public safety section, like police, fire, health, custom, disaster relief, etc. is the most used service, while group communication is by far the most important one and multicast plays the essential role to meet the required KPIs for call setup and latency. In the future group data and video communication will become part of daily operations, so that multicast will be also required. Multicast improves the frequency efficiency and increases the number of users supported in one cell/coverage area.
4.4.5 [bookmark: _Toc31607023]Implementation status
This is supported in EPS and its support is being developed in EPS.
	Available
	X in EPS

	In discussion/development
	In rel-16 5G some initial group services support expected using LTE access

	Not considered
	


4.4.6 [bookmark: _Toc31607024]Additional information
N/A
4.4.7 [bookmark: _Toc31607025]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	


4.5 [bookmark: _Toc31607026][bookmark: _Toc31607202]V2X communication support
4.5.1 [bookmark: _Toc31607027]Attribute definition
This attribute specifies if the slice supports V2X communication.
4.5.2 [bookmark: _Toc31607028]Parameters
This parameter describes if the V2X communication mode is supported by the slice.
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 0: NO
· 1: YES-EUTRA
· 2:-YES- NR
· 3:  YES -NR and E-UTRA
· 4: YES-Sidelink


4.5.3 [bookmark: _Toc31607029]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


4.5.4 [bookmark: _Toc31607030]Use cases
TBD
Mission critical (public safety) requires the slice to support side link communications for V2X whose configurations are controlled from the slice, for any vehicle under the operation of first responders.
4.5.5 [bookmark: _Toc31607031]Implementation status
This is supported in EPS and its support is being developed in 5GS.
	Available
	X in EPS

	In discussion/development
	Yes in 5G RAN work rel-16

	Not considered
	


4.5.6 [bookmark: _Toc31607032]Additional information
N/A
4.5.7 [bookmark: _Toc31607033]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	


4.6 [bookmark: _Toc525133076][bookmark: _Toc31607034][bookmark: _Toc31607203]3rd Party Network Functions
4.6.1 [bookmark: _Toc31607035]Attribute definition
A slice customer can own some Network Functions, such as UPF. This attribute lists all NF owned by the slice customer.
4.6.2 [bookmark: _Toc31607036]Parameters
This parameter provides a list of network functions to be provided by the slice customer. If the list is empty the slice customer is not expected to provide any network function relevant for the slice.
	Value
	{String, String, String, …}

	Measurement unit
	N/A

	Example
	· UPF
· UDM/AUSF
· AF
· PCF
· …


4.6.3 [bookmark: _Toc31607037]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	X


4.6.4 [bookmark: _Toc31607038]Use cases
The slice owner who owns a unique Mobile Country Codes (MCC) and Mobile Network Codes (MNC), stores all the subscriber information in his own User Data Management (UDM). This UDM can be connected to multiple networks within the same country. 
4.6.5 [bookmark: _Toc31607039]Implementation status
	Available
	X

	In discussion/development
	

	Not considered
	


4.6.6 [bookmark: _Toc31607040]Additional information
N/A
4.6.7 [bookmark: _Toc31607041]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	


4.7 [bookmark: _Toc31607042][bookmark: _Toc31607204]Energy efficient communication support
4.7.1 [bookmark: _Toc31607043]Attribute definition
This attribute describes if the slice supports energy efficient communication for battery powered devices with high battery lifetime requirements.
4.7.2 [bookmark: _Toc31607044]Parameters
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 0: not supported
· 1: Power Saving Mode (PSM)
· 2: Extended Discontinuous Reception (DRX)
· …


4.7.3 [bookmark: _Toc31607045]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	x


4.7.4 [bookmark: _Toc31607046]Use cases
Energy efficiency of the terminal is important for many of the IoT use cases in order to achieve long battery runtimes. 
4.7.5 [bookmark: _Toc31607047]Implementation status
TBD
	Available
	X

	In discussion/development
	

	Not considered
	


4.7.6 [bookmark: _Toc31607048]Additional information
N/A
4.7.7 [bookmark: _Toc31607049]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	



4.8 [bookmark: _Toc31607050][bookmark: _Toc31607205](NEW) Air-to-Ground communication support
4.8.1 [bookmark: _Toc31607051]Attribute definition
This attribute describes if the slice supports air-to-ground communication for airborne devices from simple UEs at lower aviation height and up to helicopters and small airplanes at higher aviation height (e.g. 3000 m).
Note: The requirements expressed with 3GPP TS 22.280 clause 9, annex D shall be considered.

4.8.2 [bookmark: _Toc31607052]Parameters
	Value
	[Integer, Integer}

	Measurement unit
	N/A

	Example
	· 0: not supported
· 1: minimum height (e.g. 150 m)
· 2: maximum height (e.g. 3000 m)


4.8.3 [bookmark: _Toc31607053]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	X


4.8.4 [bookmark: _Toc31607054]Use cases
For mission critical (public safety), the following use cases have requirements on air-to-ground communication support: Part of the current public safety responsibility and equipment are helicopters and small airplanes operating at a relative height of 1000 m and absolute aviation height of 3000 m above ground; important for air-to-ground communication is seamless switching between terrestrial and airborne mode.
4.8.5 [bookmark: _Toc31607055]Implementation status
	Available
	

	In discussion/development
	

	Not considered
	X


4.8.6 [bookmark: _Toc31607056]Additional information
N/A
4.8.7 [bookmark: _Toc31607057]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	



4.9 [bookmark: _Toc31607058][bookmark: _Toc31607206](NEW) Off-network communication support
4.9.1 [bookmark: _Toc31607059]Attribute definition
This attribute describes if the slice supports off-network communication for either base station performing in IOPS mode or UEs operating in ProSe / D2D mode. While both methods actually do not require a slice, they must support disconnected UEs and/or disconnected base stations returning to the slice.
4.9.2 [bookmark: _Toc31607060]Parameters
	Value
	{Integer, Integer, Integer}

	Measurement unit
	N/A

	Example
	· 0: not supported
· 1: IOPS mode
· 2: ProSe / D2D mode
· 3: Gateway mode


4.9.3 [bookmark: _Toc31607061]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	X


4.9.4 [bookmark: _Toc31607062]Use cases
For mission critical (public safety), the following use cases have requirements on off-network communication support: due to a backhaul failure a base station or a group of base stations are offering limited mission critical services; UEs operating in a complete off-network mode is very common among fire fighters on every public safety network; after the backhaul failure is fixed or the UEs are returning to the public safety services running on one or more slices, mission critical services have to be seamlessly incorporated to the network and provide mission critical service during the whole process.
4.9.5 [bookmark: _Toc31607063]Implementation status
	Available
	

	In discussion/development
	

	Not considered
	X


4.9.6 [bookmark: _Toc31607064]Additional information
N/A
4.9.7 [bookmark: _Toc31607065]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	




5 [bookmark: _Toc31607066][bookmark: _Toc31607207]Attributes to be deleted
5.1 [bookmark: _Toc31607067][bookmark: _Toc31607208]Prevalent expected traffic direction 
5.1.1 [bookmark: _Toc31607068]Attribute definition
Prevalent expected direction of user traffic.
5.1.2 [bookmark: _Toc31607069]Parameters
	Value
	% Uplink, % Downlink (in traffic volume) 

	Measurement unit
	N/A

	Example
	· Video streaming  UL 1%, DL 99%
· eMBB UL 25% , DL 75%


5.1.3 [bookmark: _Toc31607070]Attribute Presence in GST requirement
	Mandatory
	x

	Conditional
	

	Optional
	


5.1.4 [bookmark: _Toc31607071]Use cases
5.1.5 [bookmark: _Toc31607072]Implementation status
5.1.6 [bookmark: _Toc31607073]Additional information
(R)AN/CN may use this attribute to optimize scheduling and performance may be relevant with access control.
5.1.7 [bookmark: _Toc31607074]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


5.2 [bookmark: _Toc31607075][bookmark: _Toc31607209]Activity level
5.2.1 [bookmark: _Toc31607076]Attribute definition
This attribute defines the expected activity level (or user behaviour) over time, e.g. on which times of the day are the users active. 
5.2.2 [bookmark: _Toc31607077]Parameters
TBD
5.2.3 [bookmark: _Toc31607078]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	x


5.2.4 [bookmark: _Toc31607079]Use cases
Relevant for all use cases
5.2.5 [bookmark: _Toc31607080]Implementation status
Available
5.2.6 [bookmark: _Toc31607081]Additional information
This is an important parameter as it allows to deploy slices and to provide the right amount of resources at the right time. For instance in industrial use cases during the night the traffic demand might be different compared to the day.
5.2.7 [bookmark: _Toc31607082]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


5.3 [bookmark: _Toc31607083][bookmark: _Toc31607210]International roaming  Global service availability 
5.3.1 [bookmark: _Toc31607084]Attribute definition
Define whether the slice supports international roaming. 
5.3.2 [bookmark: _Toc31607085]Parameters
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available


5.3.3 [bookmark: _Toc31607086]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


5.3.4 [bookmark: _Toc31607087]Use cases
N/A
5.3.5 [bookmark: _Toc31607088]Implementation status
N/A
5.3.6 [bookmark: _Toc31607089]Additional information
N/A
5.3.7 [bookmark: _Toc31607090]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


5.4 [bookmark: _Toc31607091][bookmark: _Toc31607211]In-Country roaming  have to further think about this one – maybe remove it for now	Comment by Public Safety: Please provide more details to this attribute, e.g.:
 One slice to another slice?
 Incoming roamers only?
 Expectations on seamless roaming?
 Including (temporarily) non-public safety users to a public safety slice?
5.4.1 [bookmark: _Toc31607092]Attribute definition
Define whether the slice supports in-country roaming. 
5.4.2 [bookmark: _Toc31607093]Parameters
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available


5.4.3 [bookmark: _Toc31607094]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


5.4.4 [bookmark: _Toc31607095]Use cases
For mission critical (public safety), the following use cases have requirements on In-Country roaming communication support: all mission critical networks have to provide coverage and availability to services on a higher degree than one single commercial network could usually provide; mission critical forces may switch between commercial networks In-Country in cases of no coverage provided by the current commercial network but by a different one, or a higher service availability is guaranteed by a different commercial network, if coverage is given by both commercial networks; mission critical forces may also switch In-Country from the current commercial network, if a different commercial network would offer the desired service.
5.4.5 [bookmark: _Toc31607096]Implementation status
N/A
5.4.6 [bookmark: _Toc31607097]Additional information
N/A
5.4.7 [bookmark: _Toc31607098]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


5.5 [bookmark: _Toc31607099][bookmark: _Toc31607212]Predictive KQI
5.5.1 [bookmark: _Toc31607100]Attribute definition
Based on the historical information, this attribute could provide the capability to let vertical customers receive network resource utilization notifications, e.g. scaling up/down of the reserved throughput.  
5.5.2 [bookmark: _Toc31607101]Parameters
This parameter describes if this parameter is provided by the slice or not.
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available


5.5.3 [bookmark: _Toc31607102]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


5.5.4 [bookmark: _Toc31607103]Use cases
N/A
5.5.5 [bookmark: _Toc31607104]Implementation status
N/A
5.5.6 [bookmark: _Toc31607105]Additional information
N/A
5.5.7 [bookmark: _Toc31607106]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


5.6 [bookmark: _Toc31607107][bookmark: _Toc31607213]QoS  related to the 3GPP QoS tables  Make one big QoS attribute out of it
Sandra to propose a first version of this attribute.
Based on the communications supported in one slice the QoS related attributes could be adjusted to either meet minimum, average or maximum support.
5.6.1 [bookmark: _Toc31607108]Attribute definition
Define whether the slice supports QoS functionality. 
5.6.2 [bookmark: _Toc31607109]Parameters
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available


5.6.3 [bookmark: _Toc31607110]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


5.6.4 [bookmark: _Toc31607111]Use cases
For mission critical (public safety), the following use cases have requirements on QoS adaptations: utilizations of slices with different types of communications, like voice with data, voice with video, video with data, IoT with voice; it is also essential that dynamic QoS modifications can be applied in reaction to the current critical mission state.
5.6.5 [bookmark: _Toc31607112]Implementation status
TBC
5.6.6 [bookmark: _Toc31607113]Additional information
TBC
5.6.7 [bookmark: _Toc31607114]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


5.7 [bookmark: _Toc31607115][bookmark: _Toc31607214]E2E latency  	Comment by Public Safety: Already covered in clause 3.5.
5.7.1 [bookmark: _Toc31607116]Attribute definition
This attribute describes the end-to-end packet transmission latency through the RAN, CN, and TN part of 5G network and is used to evaluate utilization performance of the end-to-end network [3GPP TS 28.554]. 
This attribute is the round trip time (RTT) end-to-end latency of UE IP packets transmitted from UE to the N6 interface in the 5G network. The N6 interface is the reference point between UPF and DN [3GPP TS 28.554]. 
5.7.2 [bookmark: _Toc31607117]Parameters
This parameter defines the maximum E2E latency provided by the slice. If the value is set to 0, no special measures are used to bring latency down to a minimum required by low-latency use cases. 
	Value
	Float

	Measurement unit
	Seconds

	Example
	· Cooperative driving: 20*103 seconds
· Virtual reality: 10 – 30*103 seconds


5.7.3 [bookmark: _Toc31607118]Attribute Presence in GST requirement
	Mandatory
	(x)

	Conditional
	

	Optional
	(x)


5.7.4 [bookmark: _Toc31607119]Use cases
Many use cases have very strict requirements in terms of maximum latency. Examples are for instance the industry 4.0 use cases motion control (0,5 – 2ms) and mobile robots (e.g. 1ms). Also in the automotive industries, the following use cases have very strict requirements on latency: Cooperative driving (10ms) and Platooning (3ms).
5.7.5 [bookmark: _Toc31607120]Implementation status
There are measures discussed within the context of 5G to enable low latency communication. However, not sure what is the limit of these measures and if all requirements can be met.
	Available
	(x) to be checked

	In discussion/development
	(x) to be checked

	Not considered
	(x) to be checked


5.7.6 [bookmark: _Toc31607121]Additional information
Orchestrator may use this attribute to orchestrate the resources and (R)AN/CN may use this attribute to optimize the scheduling. 
5.7.7 [bookmark: _Toc31607122]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


5.8 [bookmark: _Toc31607123][bookmark: _Toc31607215]Packet Error Rate 	Comment by Public Safety: Already covered in clause 3.5.
5.8.1 [bookmark: _Toc31607124]Attribute definition
Packet error rate in a period of time.
5.8.2 [bookmark: _Toc31607125]Parameters
	Value
	Specific value or range 

	Measurement unit
	Percentage

	Example
	TBC


5.8.3 [bookmark: _Toc31607126]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	x


5.8.4 [bookmark: _Toc31607127]Use cases
TBC
5.8.5 [bookmark: _Toc31607128]Implementation status
TBC
5.8.6 [bookmark: _Toc31607129]Additional information
Orchestrator may use this attribute to orchestrate the resources and network functions. (R)AN/CN may use this attribute to optimize the scheduling.
5.8.7 [bookmark: _Toc31607130]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


5.9 [bookmark: _Toc31607131][bookmark: _Toc31607216]Jitter 	Comment by Public Safety: Already covered in clause 3.5.
5.9.1 [bookmark: _Toc31607132]Attribute definition
Maximum jitter of user data regardless of the PDU session for delay critical QoS flows.
5.9.2 [bookmark: _Toc31607133]Parameters
	Value
	Float 

	Measurement unit
	Seconds

	Example
	TBC


5.9.3 [bookmark: _Toc31607134]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	x


5.9.4 [bookmark: _Toc31607135]Use cases
Especially in Industry 4.0, there are many use cases with jitter requirements: Industry 4.0: Mobile robots (<50% of cycle time), Condition monitoring for safety (5-10 ms), etc.
5.9.5 [bookmark: _Toc31607136]Implementation status
According to the NEST discussions, there is currently no special measures available to control jitter of traffic streams in the RAN.
	Available
	(x) to be checked

	In discussion/development
	(x) to be checked

	Not considered
	(x) to be checked


5.9.6 [bookmark: _Toc31607137]Additional information
Orchestrator may use this attribute to orchestrate the resources and network functions. (R)AN/CN may use this attribute to optimize the scheduling.
5.9.7 [bookmark: _Toc31607138]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


5.10 [bookmark: _Toc31607139][bookmark: _Toc31607217]APIs
5.10.1 [bookmark: _Toc31607140]Attribute definition
Define whether the slice supports any Open or Private APIs. 
5.10.2 [bookmark: _Toc31607141]Parameters
	Value
	Integer

	Measurement unit
	N/A

	Example
	· 0: None
· 1: Open APIs
· 2: Private APIs


5.10.3 [bookmark: _Toc31607142]Attribute Presence in GST requirement
	Mandatory
	

	Conditional
	

	Optional
	x


5.10.4 [bookmark: _Toc31607143]Use cases
TBC
5.10.5 [bookmark: _Toc31607144]Implementation status
TBC
5.10.6 [bookmark: _Toc31607145]Additional information
TBC 
5.10.7 [bookmark: _Toc31607146]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


5.11 [bookmark: _Toc31607147][bookmark: _Toc31607218]Determinism
5.11.1 [bookmark: _Toc31607148]Attribute definition
Deterministic communication with specific jitter requirement 
 (If determinism could be seem/reflected from jitter? Does it need to be specified?)
5.11.2 [bookmark: _Toc31607149]Parameters
	Value
	Binary

	Measurement unit
	N/A

	Example
	· 0: not available
· 1: available


5.11.3 [bookmark: _Toc31607150]Attribute Presence in GST requirement
	Mandatory
	X

	Conditional
	

	Optional
	


5.11.4 [bookmark: _Toc31607151]Use cases
N/A
5.11.5 [bookmark: _Toc31607152]Implementation status
N/A
5.11.6 [bookmark: _Toc31607153]Additional information
N/A
5.11.7 [bookmark: _Toc31607154]Status of the attribute description
	Stable
	

	Minor discussions
	

	Major discussions
	x


6 [bookmark: _Toc524445292][bookmark: _Toc525133090][bookmark: _Toc524445293][bookmark: _Toc525133091][bookmark: _Toc31607155][bookmark: _Toc31607219]Attribute tagging
This chapter aims to bring some structure into the list of attributes by taggig attributes. Different tags will be used which are briefly introduced in the following.
In general attributes could be tagged into character attributes and scalability attributes.
· Character attributes - characterize a slice, e.g. throughput, latencies, APIs, etc. and are independent of the slice customer and the network operator.
· Scalability attributes - provide information about the scalability of the slice, e.g. coverage, # terminals, etc. and are specific for the slice customer and the network operator.
An attribute can be either a charater or a scalability attribute and not both.
As an example a slice with deployed in network 1 and network 2 does have exactly the same values for the character attributes in order to implement a desired network slice characteristic but has different values for the scalability attributes, e.g. different coverage, different number of supported terminals, etc. 
Character attributes can be further tagged according to what is provided by them into: 
· Performance related - specify the KPIs supported by a slice, e.g. throughput, latencies, etc. Performance related attributes are relevant before the slice is instantiated.
· Function related – specify functionality provided by the slice, e.g. positioning, prediction, etc. Function related attributes are relevant before the slice is instantiated.
· Operation related - specify which methods are provided to the slice customer in order to operate the slice. Operation related attributes are relevant after the slice is instantiated. Furtermore, operation related attributes comprise control and management aspects.
Furthermore, attributes can be tagged in order to highlight if they have an impact on the customer equipment. Customer equipment refers to network devices and terminals.
· Attributes with impact on the customer equipment - require a detailed specification of the attribute in the GST as this attribute needs support from the customer equipment. Examples are:
· Authentication algorithm - customer equipment needs to support the algorithm
· Positioning support – for some mechanism support by the terminal might be required, e.g. GPS
· Custom user plane termination – tunneling protocol needs to be supported by the network devices
· Attributes without an impact on the customer equipment - high-level specification of the attribute is sufficient as it does not need support from the customer equipment. Accounts for almost all of the attributes which provide APIs, e.g. performance monitoring, performance prediction,
Attributes can also be tagged according to the sub-network they might impact:
· Radio Access Network (RAN) impact
· Core network impact
· Transport network impact
Finally also the way the attributes interact with the customer can be used for tagging:
· API – these attributes provide an API to the customer in order to get access to slice capabilities. Many of the functional- and operational related attributes provide APIs to the slice customer.
· KPI – these attributes do provide certain performance capabilities, e.g. throughput and delay.
Table 2: Attribute tagging table – attribues in alphabetical order
	
	General
	Character attributes
	Impact on customer equipment
	Impact on the network
	Interface to customer

	Attribute
	Character attribute
	Scalability attribute
	Performance related
	Function related
	Operation related
	Yes
	No
	RAN
	Core
	Transport
	API
	KPI

	
	
	
	
	
	
	
	
	
	
	
	
	

	Cloud support
	X
	
	
	X
	
	
	X
	
	
	
	X
	

	Coverage
	
	X
	X
	
	
	
	X
	
	
	
	
	

	Delay tolerance
	X
	
	
	X
	
	
	
	
	
	
	
	

	Deterministic communication
	X
	
	
	
	
	
	
	X
	
	
	
	

	Device velocity
	X
	
	X
	
	
	
	
	X
	
	
	
	X

	Downlink throughput per slice
	X
	
	X
	
	
	
	X
	
	
	
	
	X

	Downlink throughput per user
	X
	
	X
	
	
	
	X
	
	
	
	
	X

	Group communication support
	X
	
	
	X
	
	
	
	
	
	
	
	

	Isolation
	X
	
	
	X
	
	
	
	X
	X
	X
	
	

	Location based message delivery
	X
	
	
	X
	
	
	
	
	
	
	X
	

	Maximum supported packet size
	X
	
	X
	
	
	
	X
	
	
	
	
	X

	Mission-critical service support
	X
	
	
	X
	
	
	
	
	
	
	
	

	MMTel support
	X
	
	
	X
	
	
	
	
	
	
	
	

	Multicast
	X
	
	
	X
	
	
	
	
	
	
	
	

	Number of terminals
	
	X
	
	
	
	
	X
	
	
	
	
	

	Performance monitoring
	X
	
	
	
	X
	
	X
	
	
	
	X
	

	Performance prediction
	X
	
	
	X
	
	
	X
	
	
	
	X
	

	Positioning support
	X
	
	
	X
	
	X
	
	
	
	
	X
	

	Private operation
	X
	
	
	
	X
	
	X
	
	
	
	X
	

	Radio spectrum
	X
	
	
	
	
	X
	
	X
	
	
	
	

	Real-time charging/billing
	X
	
	
	
	X
	
	X
	
	
	
	
	X

	Reliability
	X
	
	X
	
	
	
	X
	X
	X
	X
	
	X

	Root cause investigation
	X
	
	
	X
	X
	
	X
	
	
	
	X
	

	Security
	X
	
	
	X
	X
	X
	
	
	
	
	
	

	Session and service continuity
	X
	
	
	X
	
	
	
	
	
	
	
	

	Slice quality of service parameters
	X
	
	X
	
	
	
	
	
	
	
	
	

	Supported access technologies
	X
	
	
	
	
	X
	
	
	
	
	
	

	Support for non-IP traffic
	X
	
	
	X
	
	X
	
	
	
	
	
	

	Synchronicity
	X
	
	
	X
	
	
	
	
	
	
	
	

	Terminal density
	
	X
	
	
	
	
	X
	
	
	
	
	

	Uplink throughput per slice
	X
	
	X
	
	
	
	X
	
	
	
	
	X

	Uplink throughput per user
	X
	
	X
	
	
	
	X
	
	
	
	
	X

	User management openness
	X
	
	
	
	X
	
	X
	
	
	
	
	X

	Use plane termination
	X
	
	
	X
	
	X
	
	
	
	
	
	

	V2X communication support
	X
	
	
	X
	
	X
	
	
	
	
	
	


7 [bookmark: _Toc31607156][bookmark: _Toc31607220]Use case mapping
This following table mapps attributes to use cases asking for it.
To be done
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