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1. Introduction
Last RAN3#107e meeting discussed the connected mobility aspects and captured the agreement into the BL CR, with the following further work, which is discussed in this paper. 
· Mobility in inactive state (e.g. as discussed in 0353) and potential impact from manual CAG selection
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
2. 1 Mobility in inactive state
For the mobility in inactive state, it was discussed whether the last serving gNB or the new gNB or both can perform access control. We think both are possible, especially nothing can prevent the new NG-RAN node from verifying the UE access upon acquiring the UE context.
Below the UE context retrieval failure is discussed. As described in TS 38.300, the following figure describes the UE triggered transition from RRC_INACTIVE to RRC_CONNECTED in case of UE context retrieval failure:


Figure 9.2.2.4.1-2: UE triggered transition from RRC_INACTIVE to RRC_CONNECTED 
(UE context retrieval failure)
In Step 3, if the last serving gNB cannot retrieve or verify the UE context data, the last serving gNB indicates the failure to the gNB in Step 4. The last serving gNB knows the supported CAG List per PLMN per cell of the new gNB via Xn setup procedures in advance. After receiving Retrieve UE Context Setup Request message, the last serving gNB may verify whether to send the UE context to the new gNB based on the stored UE context and the support CAG List of the new gNB. If there is no overlap between the CAG List supported by the serving PLMN of the new cell identified by the New cell ID and the UE’s Allowed CAG List (stored in the last serving gNB) supported by the serving PLMN, the Xn Retrieve UE Context Failure is triggered, even though the last serving gNB can verify the UE context. 
After receiving the Mobility Restriction List from the last serving gNB, the new gNB can perform access control again by checking the Allowed PNI-NPN(s) included in the Mobility Restriction List and the PNI-NPN(s) supported by the target cell. 
If UE access check fails, the gNB can decide whether to transit the UE to be idle or kept inactive, or others. If the gNB decides to send the UE to the idle state, it can send the UE Context Release Request message to the AMF, including an appropriate cause value e.g. “invalid CAG ID(s)” as proposed in our companioning paper [1].
For PNI-NPN,
· The Xn Retrieve UE Context Failure can be triggered by the last serving gNB when the supported CAG List related to the serving PLMN of the target cell is not compatible with the UE’s Allowed CAG List.
· The target gNB can verifies the UE access taking the PNI-NPN mobility restrictions received from the last serving gNB into account.
Similarly, for SNPN, the following proposals can be made. 
For SNPN,
· The Xn Retrieve UE Context Failure can be triggered by the last serving gNB when the supported SNPN(s) of the target cell does not match the serving SNPN. 
· The target gNB can verifies the UE access checking whether the supported SNPN(s) of the target cell matches the serving SNPN.
2. 2 Impact from manual CAG selection 
According to TS 23.122 and TS23.501, the manual CAG selection shall be supported for PNI-NPN in R16. At last RAN3 meeting, RAN3 has discussed that whether to add the selected CAG ID in the Initial Context Setup to keep the manually selected CAG ID unchanged during the mobility. 
Last RAN2 meeting sent a LS to SA2 to clarify the manual CAG selection in [2] as follows. 
	[bookmark: _Hlk34204434]Question 1.1; TO: SA2; CC: CT1: 
If a UE performs manual CAG selection and a successful registration, then whether the UE shall stay on cells supporting the manually selected CAG ID in RRC_CONNECTED state especially in the case when after registration the Allowed CAG List in the UE does not contain the manually selected CAG ID?
Question 1.2; TO: SA2; CC: CT1
Shall a UE prioritize for cell reselection the cells supporting the manually selected CAG ID over other suitable cells that do not support the manually selected CAG ID after a successful registration?



It may be up to SA2’s final decision. Note that it is not easy to add the selected CAG ID in NGAP Initial Context Setup under the current agreement.  
The selected CAG ID may be added in NGAP initial context setup, but we need to wait for SA2’s decision.

[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
In this paper, we have discussed issues on mobility for NPN, and have the following proposals,
1. For PNI-NPN,
· The Xn Retrieve UE Context Failure can be triggered by the last serving gNB when the supported CAG List related to the serving PLMN of the target cell is not compatible with the UE’s Allowed CAG List.
· The target gNB can verifies the UE access taking the PNI-NPN mobility restrictions received from the last serving gNB into account.
· New cause value “invalid CAG ID(s)” should be introduced on NG interface.
For SNPN,
· The Xn Retrieve UE Context Failure can be triggered by the last serving gNB when the supported SNPN(s) of the target cell does not match the serving SNPN. 
· The target gNB can verifies the UE access checking whether the supported SNPN(s) of the target cell matches the serving SNPN.
The selected CAG ID  may be added in NGAP initial context setup, but we need to wait for SA2’s decision.
The corresponding TP for TS 38.300 is provided in Annex, and corresponding TP for TS 38.423 is provided in [4]. 
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Annex – TP for TS 38.300 (on the top of R3-201590)
<<<<<<<<<<<<<<<<<<<< Changes Begin >>>>>>>>>>>>>>>>>>>>
[bookmark: OLE_LINK28][bookmark: OLE_LINK117][bookmark: OLE_LINK7]16.x	Stand-Alone NPN
<Unchanged Text Omitted>
16.x.2.3	Inactive Mode
The last serving NG-RAN node may perform the access control and respond to the new NG-RAN node with UE context retrieval failure when the supported SNPN(s) of target cell of the new NG-RAN node does not match the serving SNPN.
The new NG-RAN node performs the access control and checks that the supported SNPN(s) of the target cell of the new NG-RAN node matches the serving SNPN included in the Mobility Restriction List received from the last serving NG-RAN node.
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
16.y	Public Network Integrated NPN
<Unchanged Text Omitted>
16.y.2.3	Inactive Mode
The last serving NG-RAN node may perform the access control and respond to the new NG-RAN node with UE context retrieval failure when the supported CAG List related to the serving PLMN of the target cell of the new NG-RAN node is not compatible with the PNI-NPN mobility restrictions.
The new NG-RAN node performs the access control and checks that the target cell is compatible with the PNI-NPN mobility restrictions received from the last serving NG-RAN node.
<<<<<<<<<<<<<<<<<<<< Changes End >>>>>>>>>>>>>>>>>>>>
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