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Discussion and proposals
At the last RAN3 meeting the baseline CR for ethernet type was agreed for NGAP in [3].
This CR was pending the progress in RAN2 which was confirmed at the last meeting.

It was therefore agreed that NG-RAN node can perform header compression if ethernet type is received for a PDU session. 

Actually, 5GC can support ethernet type already in release 15 so the signaling of ethernet frame is already there in the PDU session type since release 15.
What is new in release 16 is the introduction of ethernet compression over the radio by the NG-RAN node done by RAN2. But of course, this node feature is optional like any other node feature. 

Therefore, it is erroneous to say that the NG-RAN has a mandate to start running ethernet compression as soon as it is aware that the traffic has ethernet frames.

In fact, there are two specification options which could make sense:

Option 1: the NG-RAN shall, if supported, start Ethernet compression.

Option 2: the NG-RAN node may start Ethernet compression.

The option 1 improves the baseline CR in the sense that an NG-RAN node can perfectly work well without implementing this compression feature.

However, it is also possible that the NG-RAN node supports the feature but, for any reason, does not want to start it for e.g. processing reasons.

We therefore think that option 2/ is the best choice for the specification.

Proposal 1: agree the TP below to adequately specify the Ethernet compression action.

The current PDU Session Type has criticality reject. This is unfortunate because if in the future another type of traffic is signalled e.g. for new compression, then this would fail the PDU session setup.
Said in other word, the criticality reject would make such a change not backwards compatible, assuming the default behaviour is to not try any compression.
Besides, the criticality is sent by the sender so the change of criticality would be backwards compatible.
Proposal 2: agree the TP below to change the criticality of PDU session type.
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8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: PDU session resource setup: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE SETUP REQUEST message to the NG-RAN node.

//skip unchanged part

For each PDU session, if the Common Network Instance IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [9].

For each PDU session, if the PDU Session Type IE included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message is set to "ethernet", the NG-RAN node may perform appropriate header compression for the concerned PDU session, or if it is set to "unstructured", the NG-RAN node shall not perform header compression for the concerned PDU session.

For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", then the NG-RAN node shall perform user plane integrity protection or ciphering, respectively, for the concerned PDU session. If the NG-RAN node cannot perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU session resources with an appropriate cause value.

Next change
9.3.4.1
PDU Session Resource Setup Request Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Aggregate Maximum Bit Rate
	O
	
	9.3.1.102
	This IE shall be present when at least one Non-GBR QoS flow is being setup and is ignored otherwise.
	YES
	reject

	UL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs.
	YES
	reject

	Additional UL NG-U UP TNL Information 
	O
	
	UP Transport Layer Information List

9.3.2.12
	UPF endpoint of the additional NG-U transport bearer(s), for delivery of UL PDUs for split PDU session.
	YES
	reject

	Data Forwarding Not Possible
	O
	
	9.3.1.63
	This IE may be present in case of HANDOVER REQUEST message and is ignored otherwise.
	YES
	reject

	PDU Session Type
	M
	
	9.3.1.52
	
	YES
	ignore

	Security Indication
	O
	
	9.3.1.27
	
	YES
	reject

	Network Instance
	O
	
	9.3.1.113
	This IE is ignored if the Common Network Instance IE is included.
	YES
	reject

	QoS Flow Setup Request List
	
	1
	
	
	YES
	reject

	>QoS Flow Setup Request Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>QoS Flow Level QoS Parameters
	M
	
	9.3.1.12
	
	-
	

	>>E-RAB ID
	O
	
	9.3.2.3
	
	-
	

	Common Network Instance
	O
	
	9.3.1.120
	
	YES
	ignore

	Direct Forwarding Path Availability
	O
	
	9.3.1.64
	This IE may be present in case of inter-system handover and is ignored otherwise.
	YES
	ignore


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


Next change
PDUSessionResourceSetupRequestTransfer ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {PDUSessionResourceSetupRequestTransferIEs} },


...

}

PDUSessionResourceSetupRequestTransferIEs NGAP-PROTOCOL-IES ::= {


{ ID id-PDUSessionAggregateMaximumBitRate
CRITICALITY reject
TYPE PDUSessionAggregateMaximumBitRate

PRESENCE optional

}|


{ ID id-UL-NGU-UP-TNLInformation


CRITICALITY reject
TYPE UPTransportLayerInformation



PRESENCE mandatory
}|


{ ID id-AdditionalUL-NGU-UP-TNLInformation
CRITICALITY reject
TYPE UPTransportLayerInformationList

PRESENCE optional

}|


{ ID id-DataForwardingNotPossible


CRITICALITY reject
TYPE DataForwardingNotPossible



PRESENCE optional

}|


{ ID id-PDUSessionType





CRITICALITY ignore
TYPE PDUSessionType







PRESENCE mandatory
}|


{ ID id-SecurityIndication




CRITICALITY reject
TYPE SecurityIndication






PRESENCE optional

}|


{ ID id-NetworkInstance





CRITICALITY reject
TYPE NetworkInstance






PRESENCE optional

}|


{ ID id-QosFlowSetupRequestList



CRITICALITY reject
TYPE QosFlowSetupRequestList




PRESENCE mandatory
}|


{ ID id-CommonNetworkInstance



CRITICALITY ignore
TYPE CommonNetworkInstance





PRESENCE optional

}|


{ ID id-DirectForwardingPathAvailability
CRITICALITY ignore
TYPE DirectForwardingPathAvailability

PRESENCE optional
 
},


...

}

PDUSessionResourceSetupRequestTransfer ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {PDUSessionResourceSetupRequestTransferIEs} },


...

}

PDUSessionResourceSetupRequestTransferIEs NGAP-PROTOCOL-IES ::= {


{ ID id-PDUSessionAggregateMaximumBitRate
CRITICALITY reject
TYPE PDUSessionAggregateMaximumBitRate

PRESENCE optional

}|


{ ID id-UL-NGU-UP-TNLInformation


CRITICALITY reject
TYPE UPTransportLayerInformation



PRESENCE mandatory
}|


{ ID id-AdditionalUL-NGU-UP-TNLInformation
CRITICALITY reject
TYPE UPTransportLayerInformationList

PRESENCE optional

}|


{ ID id-DataForwardingNotPossible


CRITICALITY reject
TYPE DataForwardingNotPossible



PRESENCE optional

}|


{ ID id-PDUSessionType





CRITICALITY ignore
TYPE PDUSessionType







PRESENCE mandatory
}|


{ ID id-SecurityIndication




CRITICALITY reject
TYPE SecurityIndication






PRESENCE optional

}|


{ ID id-NetworkInstance





CRITICALITY reject
TYPE NetworkInstance






PRESENCE optional

}|


{ ID id-QosFlowSetupRequestList



CRITICALITY reject
TYPE QosFlowSetupRequestList




PRESENCE mandatory
}|


{ ID id-CommonNetworkInstance



CRITICALITY ignore
TYPE CommonNetworkInstance





PRESENCE optional

}|


{ ID id-DirectForwardingPathAvailability
CRITICALITY ignore
TYPE DirectForwardingPathAvailability

PRESENCE optional
 
},


...

}
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