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1	Information
At the last RAN3#107-e meeting, we discussed to clean up S1AP and remove the EPC Forbidden” from the Core Network Type Restrictions, refer to [1].
This paper continues to discuss this topic.
2	Discussion
The background for this proposal is the change introduced in TS 29.272.
In its version 16.0.0, the “Access to EPC not allowed” is defined in the Core-Network-Restrictions, see in below:
7.3.230	Core-Network-Restrictions
The Core-Network-Restrictions AVP is of type Unsigned32 and shall contain a bitmask indicating the types of Core Network that are disallowed for a given user. The meaning of the bits shall be as defined in table 7.3.230-1:
Table 7.3.230-1: Core-Network-Restrictions
	Bit
	Name
	Description

	0
	EPC
	Access to EPC not allowed. 

	1
	5GC
	Access to 5GC not allowed.

	NOTE:	Bits not defined in this table shall be cleared by the HSS and discarded by the MME.



[bookmark: _Toc20212200][bookmark: _Toc27727476][bookmark: _Toc36042131]In the end of 2019, a CR is agreed in CP-193024, and in the latest version 16.2.0, we can see that the Access to EPC not allowed bit is deprecated. See below:
7.3.230	Core-Network-Restrictions
The Core-Network-Restrictions AVP is of type Unsigned32 and shall contain a bitmask indicating the types of Core Network that are disallowed for a given user. The meaning of the bits shall be as defined in table 7.3.230-1:
Table 7.3.230-1: Core-Network-Restrictions
	Bit
	Name
	Description

	0
	Reserved
	The use of this bit is deprecated. This bit shall be discarded by the receiving MME.

	1
	5GC not allowed
	Access to 5GC not allowed.

	NOTE:	Bits not defined in this table shall be cleared by the HSS and discarded by the MME.





It is clarified if EPC is forbidden, the UE is not able to attach to the EPC network, therefore there is no possibility for MME to include “EPC Forbidden” in HRL. It is also clear that the 5GC restriction shall be sent to MME. 
If MME could not get the “Access to EPC not allowed”, it cannot include “EPC Forbidden” in the Core Network Type Restrictions in Handover Restriction List IE.
At the last RAN3 meeting, companies discussed the issue and some had opinion that if it is not used by MME, it does not do any harm to be kept in the specification.
In our opinion, if we know that the code point is never used, it is better to remove it, so that our designer would not need to take care of it in the product (such as error cases, etc).
One compromise would be that in the tabular, we change the code point to reserved. The ASN.1 code is kept unchanged.
Proposal 1: RAN3 to agree to remove “EPC Forbidden” from the Core Network Type Restrictions in S1AP
3	Proposals
Proposal 1: RAN3 to agree to remove “EPC Forbidden” from the Core Network Type Restrictions in S1AP
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