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Up to now, RAN2 and RAN3 have the following agreements on F1AP over LTE.
Agreements from RAN3#107e [1]:
· Introduce a new UE-associated X2AP message to deliver F1-C traffic.
· WA the X2 interface needs to be enhanced to transfer the IP packets of the F1-C interface, which includes the F1AP, as well as other SCTP CHUNKs between the MeNB and IAB-Donor.
Agreements from RAN2#108 [2]:
· SRB2 is used for transport of all F1AP messages in EN-DC.
· Extend LTE DL Information Transfer and UL Information Transfer RRC procedures for F1AP transport since they already use SRB2.
· Container that carries F1AP message is carried directly in LTE RRC, i.e. there is no additional NR RRC container, assumes protocol stack of “option 1b”.
· Should capture that this is not applicable to normal UEs or just to IAB-MT. 
Agreements from RAN2#109e [3]:
· For the EN-DC case, the SRB2 on LTE leg carries information that consists of an F1-AP message encapsulated in SCTP/IP or F1-C related SCTP/IP packet. 
· “F1AP over LTE leg signalling for EN-DC IAB-MT” is an optional feature/capability. 
In this paper, we will continue to discuss the remaining issues on F1AP over LTE.
Discussion
As shown in figure 1, when IAB-MT operates in NSA mode, there are two paths between it and IAB donor-CU to transmit F1AP message encapsulated in SCTP/IP or F1-C related SCTP/IP packet. One is direct path through NR link, the other one is indirect path via LTE link. Next we will further discuss the details on F1AP over LTE. 
Configuration for F1AP over LTE:
Based on the above agreements, it is very clear that F1AP over LTE is an optional feature/capability to IAB-MT in NSA case. And RAN2 is discussing how to perform the configuration of F1AP over LTE, they will provide detailed RRC signalling design for the configuration. 
About when to configure the indirect path, to be honest, there is no any special constraint for the concrete time, the indirect path can be configured before or after the direct path, and could leave to the IAB-donor-CU’s implementation. However, if the direct path is not available, there is no any alternative path for F1-U traffic, then the IAB node cannot provide normal service to descendent IAB nodes and UEs, and it is meaningless to support F1-C traffic only using the indirect path. Therefore, we see some beneficial to take the indirect path as a complementary to the direct path for F1-C, to support robust transmission for F1-C traffic, if the direct path suffers some short break and can be recovered in time. But the indirect path should not be used as a complete replacement of the direct path. 
Proposal 1: It is up to the IAB donor-CU’s implementation to decide when to configure the indirect path, but the indirect path is only configured as a complementary to the direct path, rather than as a complete replacement.



Figure 1 The transmission of F1AP in NSA case
Allocation of IP address:
[bookmark: OLE_LINK24][bookmark: OLE_LINK25]As shown in Figure 1, for the indirect path, the IP address used in the F1-C related IP layer will not be used for routing, the routing of indirect path will rely on the X2-C related IP and the LTE Uu interface only. So, the IP address used for carrying F1-C in indirect path can be same as the IAB node used for the direct path. Consequently, no special design is necessary for the IP address allocation for indirect path. Currently, RAN2’s ongoing email discussion has covered the issue of the IP address assignment in NSA, and most companies prefer to use a unified process of IP address assignment for both SA and NSA case. From our point of view, the final selected IP address allocation solution for the NSA scenario is suitable for both the direct path and the indirect path. 
Observation 1: In NSA case, no matter through NR direct path or LTE indirect path, the collocated IAB-DU can uses the same IP address to transmit F1AP message encapsulated in SCTP/IP or F1-C related SCTP/IP packet with IAB donor-CU.
Proposal 2: No special design is necessary for the IP address allocation for indirect path, the final selected IP address allocation solution for the NSA scenario is suitable for both the direct path and the indirect path. 

The use of E2E IPsec:
Different from NR direct path, in LTE indirect path, each link has existing security protection. For example, the X2 interface between LTE MeNB and IAB donor-CU can be protected by IPsec, while the LTE Uu interface between the LTE MeNB and IAB-MT relies on the PDCP based security. Thus, it is not necessary to introduce additional IPsec protection for the F1-C if using indirect path.
On the other hand, even if the extra E2E IPsec is used for protecting the F1 interface in the indirect path, it can still reuse the same IPsec mechanism as used in the indirect path, but the routing will be somehow roundabout if standalone security gateway is involved to provide IPsec using tunnel mode for F1-C/U, i.e. the F1-C/U packets need to be transferred in the route: IAB-node→MeNB→SeGW(for X2 in LTE side)→SeGW(for X2 in NR side)→IAB-donor-CU→SeGW(for F1)→IAB-donor-CU.
Observation 2: If using LTE indirect path, each link (i.e. the X2 and LTE Uu) has existing security protection.
Observation 3: If the extra E2E IPsec is used for protecting the F1 interface in the indirect path, it can still reuse the same IPsec mechanism as used in the indirect path, but will result in roundabout routing of F1 packets.
Proposal 3: In NSA case, if the indirect path is used, no additional IPsec protection for the F1-C is needed.
  
Conclusion
This paper continues to discuss the remaining issues on F1AP over LTE, and we have the following observations and proposals:
Observation 1: In NSA case, no matter through NR direct path or LTE indirect path, the collocated IAB-DU can uses the same IP address to transmit F1AP message encapsulated in SCTP/IP or F1-C related SCTP/IP packet with IAB donor-CU.
Observation 2: If using LTE indirect path, each link (i.e. the X2 and LTE Uu) has existing security protection.
[bookmark: _GoBack]Observation 3: If the extra E2E IPsec is used for protecting the F1 interface in the indirect path, it can still reuse the same IPsec mechanism as used in the indirect path, but will result in roundabout routing of F1 packets.
Proposal 1: It is up to the IAB donor-CU’s implementation to decide when to configure the indirect path, but the indirect path is only configured as a complementary to the direct path, rather than as a complete replacement.
Proposal 2: No special design is necessary for the IP address allocation for indirect path, the final selected IP address allocation solution for the NSA scenario is suitable for both the direct path and the indirect path .
Proposal 3: In NSA case, if the indirect path is used, no additional IPsec protection for the F1-C is needed.
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