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1 Introduction
In last RAN3meeting, the following agreements were achieved for F1AP over X2:

	Introduce a new UE-associated X2AP message to deliver F1-C traffic.

WA: the X2 interface needs to be enhanced to transfer the IP packets of the F1-C interface, which includes the F1AP, as well as other SCTP CHUNKs between the MeNB and IAB-Donor.


 However, some issues are still open. In this contribution, we will share our views
2 Discussions
· Issue 1: When LTE leg is used for F1AP transmission?
The original intention of F1AP via LTE leg is to use LTE leg as a back-up for the NR link, i.e., if the NR link variation results in poor performance for the control signaling transmission, the LTE leg can be used. Thus, in our understanding, LTE link is unnecessarily activated for F1-C traffic transmission from the very beginning (e.g., EN-DC is just configured even if the BH link for the IAB node is not established over NR leg). Instead, the F1-C traffic via LTE leg can be activated via the following meanings:

· Opt 1: LTE leg can be used only after the F1 interface has been established between IAB donor CU and IAB node

· Opt 2: the LTE leg for F1-C traffic is activated/deactivated by the IAB donor CU via, e.g., gNB-CU Configuration Update message. 

Compared to Opt2, we slightly prefer to Opt 1 since it has less specification impact. 

Proposal 1: the LTE leg for F1-C traffic can be used only after the F1 interface has been established between IAB donor CU and IAB node.
· Issue 2: Security of the F1-C traffic over LTE leg

To transmit F1-C traffic via LTE leg, SRB2 is used over LTE Uu, and X2AP (F1-C Traffic Transfer) is used between MeNB and IAB donor CU. The security of LTE Uu is ensured via PDCP, and X2 interface has its own IPSec for the security. Thus, the F1-C traffic is well protected.  Thus, the end-to-end security between IAB-DU and IAB donor CU is not a big issue. To simplify the design, the F1-C traffic over the LTE leg does not need IPSec for further protection.  
Proposal 2: the IPSec for the F1-C traffic over LTE leg is not needed

· Issue 3: content transmitted via LTE leg

In last RAN3 meeting, the WA indicates that the LTE leg can be used to transmit F1-C traffic as well as SCTP CHUNKs. The F1-C traffic includes the SCTP CHUNKs as well. Thus, it is natural to allow the SCTP CHUNKs being transmitted via LTE leg. Moreover, as mentioned in Proposal 2, the F1-C traffic is unnecessary to be IPSec protected. 
Proposal 3: The F1-C traffic over LTE leg can be F1AP/SCTP/IP packets as well as SCTP CHUNKs.  
3 Conclusions
In this contribution, we discuss F1AP transfer over X2, and propose: 
Proposal 1: the LTE leg for F1-C traffic can be used only after the F1 interface has been established between IAB donor CU and IAB node.

Proposal 2: the IPSec for the F1-C traffic over LTE leg is not needed

Proposal 3: The F1-C traffic over LTE leg can be F1AP/SCTP/IP packets as well as IP packets with SCTP CHUNKs.  
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-----------------------------------Change 1-----------------------------------
8.7.x
F1-C Traffic Transfer

8.7.x.1
General

The purpose of the F1-C Traffic Transfer procedure is to deliver F1-C traffic to the MeNB so that it may then be forwarded to the IAB-node, or to the en-gNB, if it was received from the IAB-node. 
The procedure uses UE-associated signalling.

8.7.x.2
Successful Operation
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Figure 8.7.x.2-1: F1-C Traffic Transfer procedure, successful operation.

Either the MeNB initiates the procedure by sending the F1-C TRAFFIC TRANSFER message including the received F1-C traffic to the en-gNB, or the en-gNB initiates the procedure by sending the F1-C TRAFFIC TRANSFER message to the MeNB, which should occur after the F1 interface over the NR leg has been established for IAB-node.

Upon reception of the F1-C TRAFFIC TRANSFER message, the MeNB shall deliver the contained F1-C traffic to the IAB-node as specified in TS36.331 [9]. 

Upon reception of the F1-C TRAFFIC TRANSFER message, the en-gNB shall handle the received F1-C message as specified in TS38.473 [x] and TS38.472 [y].
8.7.x.3
Abnormal Conditions

Not applicable.

8.7.x.4
Abnormal Condition

Not Applicable.
-----------------------------------Next change-----------------------------------
9.1.4.x
F1-C TRAFFIC TRANSFER
This message is sent by the MeNB to the en-gNB or by the en-gNB to the MeNB to transfer F1-C traffic.

Direction: MeNB ( en-gNB or en-gNB ( MeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB.
	YES
	reject

	SgNB UE X2AP ID
	M
	
	en-gNB UE X2AP ID

9.2.100
	Allocated at the en-gNB.
	YES
	reject

	F1-C Traffic Container
	M
	
	OCTET STRING
	 Contains IP packet including F1AP/SCTP or SCTP CHUNKs without IPSec protected. 
	YES
	reject
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