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Introduction
During previous RAN3 meetings, IAB bearer mapping and routing was extensively discussed and the following issues have been settled down [1][2]:
UL bearer mapping and routing selection configuration at access IAB node: For F1-U, TP R3-197661 was agreed for the bearer mapping and routing configuration at access IAB node with UE-associated F1AP signaling in RAN3#106 meeting. For F1-C and non-F1 traffic, TP R3-201415 was agreed in RAN3#107e meeting which capture the bearer mapping and routing selection configuration at access IAB node with non-UE associated F1AP signalling. 
UL and DL routing configuration at IAB node and donor DU: It was agreed in RAN3#106 meeting that we adopt non-UE-associated signaling to configure DL routing at IAB donor DU and UL/DL routing at intermediate IAB node. The TP R3-197785 was agreed for the UL/DL routing configuration of intermediate IAB node and donor DU. 
However, there are still several remaining issues to be solved, which are listed as below:

UL/DL bearer mapping configuration at intermediate IAB node

DL bearer mapping and routing selection configuration at donor DU

In this contribution, we discuss these remaining issues one by one and present our point of view.  
Discussion
UL/DL bearer mapping configuration at intermediate IAB node
With regard to UL/DL traffic bearer mapping configuration at intermediate IAB node, we think it might be configured via non-UE-associated F1AP signalling with a list of BH RLC channel mapping entry. Each BH RLC channel mapping entry may include the ingressBH-RLC-ID, ingressLinkID, egressLinkIdentity and egressBH-RLC-ID. For a given IAB node, it can detect whether the mapping entry is for UL or DL based on the ingress and egress link ID. It is not necessary to consider separate mapping configurations for UL or DL.
Alternatively, UL/DL traffic bearer mapping configuration at intermediate IAB node might be configured via UE-associated F1AP signalling. For example, the BH RLC channel mapping info could be carried in the BH RLC channel to be setup/to be modified list. It should be noted that the BH RLC channels configured via F1AP are only for IAB node DU. When carrying the BH RLC channel mapping info in the BH RLC channel to be setup/to be modified list, the BH RLC channel is actually the ingress BH RLC channel for UL traffic, and egress BH RLC channel for DL traffic respectively. It means that for UL traffic bearer mapping, BH RLC channel to be setup/to be modified list should carry the egress link ID and egress BH RLC channel ID. For DL traffic bearer mapping, BH RLC channel to be setup/to be modified list should carry the ingress link ID and ingress BH RLC channel ID. In order to differentiate these two cases, it is necessary to clearly specify that the ingress link ID and ingress BH RLC channel ID is used for DL traffic mapping while egress link ID and egress BH RLC channel ID are used for UL traffic mapping. 
In a sum, both UE-associated and non-UE associated F1AP signalling is capable of the bearer mapping configuration. In our opinion, it is suggested that donor CU to configure the bearer mapping via non UE-associated F1AP signalling. The bearer mapping via non-UE associated F1AP signalling is more clear. In addition, one non-UE associated F1AP message could be used to setup/modify/release the bearer mapping rule concerned with multiple DUs and UEs. This mapping rule update in batch mode is more suitable for the IAB node migration or load balance adjustment by donor CU. 
Proposal 1: It is suggested that donor CU to configure the bearer mapping at intermediate IAB node via non UE-associated F1AP signalling.
DL bearer mapping and routing selection configuration at donor DU
As agreed in RAN3#105 meeting, the IAB-donor DU is configurable with a mapping between IPv6 Flow Label, DS information and Destination IP address to the BH RLC channel, where any of these three IP header fields are optional in the mapping. In addition,The IAB-donor is configurable with information that allows deriving the BAP routing ID from  IP header mapping provided by CU, such as IP address, IPv6 flow level and/or DSCP. However, the detailed bearer mapping and routing selection configuration of DL traffic at donor DU has not been captured in latest 38.473 running CR. In our opinion, the following issues still need to be solved first. 
UE-associated signalling or non-UE associated signalling

With regard to DL bearer mapping and routing selection configuration at donor DU, it may use UE-associated signalling or non UE associated signalling. Suppose non UE-associated signalling is used, donor CU may configure donor DU with a list of BH RLC channel mapping and routing selection entry. Each BH RLC channel mapping and routing selection entry include the IPheaderSpecifier, egressLinkID, egressBH-RLC-ID and BAP routing ID. Suppose UE-associated F1AP signalling is used for DL bearer mapping and routing selection configuration at donor DU, the BH RLC channel mapping and routing selection info could be carried in the BH RLC channel to be setup/to be modified list. For each BH RLC channel to be setup/to be modified, it may be associated with a list of IPheaderSpecifiers. For those DL packet that could match the IPheaderSpecifiers, it shall be mapped to the corresponding BH RLC channel and BAP routing ID.
In our opinion, it is suggested to use non UE-associated signalling for the bearer mapping and routing selection configuration of DL traffic at donor DU. In this way, donor CU could configure the bearer mapping and routing selection in unified way for both intermediate IAB node and donor DU. 

Proposal 2: It is suggested that donor CU to configure the bearer mapping and routing selection at donor DU via non UE-associated F1AP signalling.
IP address issue for DL mapping at donor DU

Suppose IPSec tunnel mode is enabled, the donor DU could only detect the outer IP header of the DL traffic received from donor CU. It means that the DL routing and bearer mapping configuration should be based on the outer IP header instead of the inner IP header. To be specific, the IPSec TNL address should be used for the DL routing and bearer mapping configuration.

As we know, the SEG may be integrated into the NE or may be a standalone device. If the SEG and donor CU-UP is integrated in one physical entity, it is still possible for the donor CU-UP to perform the IPv6 label and DSCP marking in outer IP header. Otherwise, the donor CU-UP could only perform the IPv6 label and DSCP marking in inner IP header. In this case, it is impossible to differentiate DL F1-U, F1-C and non-F1 traffic via IPv6 flow label or DSCP at donor DU. 

Observation 1: Suppose IPSec tunnel mode is enabled, the donor DU could only detect the outer IP header of the DL traffic received from donor CU. 

Proposal 3: Suppose IPSec tunnel mode is enabled, the IPSec TNL address and outer IP header should be used for the DL routing and bearer mapping configuration. 

Proposal 4: The SEG and donor CU-UP should be integrated in one physical entity so that the donor CU-UP could perform the IPv6 label and DSCP marking in outer IP header.

Another question is how the donor CU-CP know which IPSec TNL address is used for the DL traffic and then configure the DL routing and bearer mapping rule. As we know, when donor CU configure the F1-U tunnel for IAB node DU, IAB node DU will feedback the DL GTP-U TNL information to donor CU. In addition, based on the latest TS38.473, the DU and CU may exchange the IPSec tunnel TNL address as well as the association with GTP TNL address(es) during F1 setup and CU/DU configuration update procedure. Similarly, the IAB node DU may report association between GTP TNL address and the IPSec tunnel address to donor CU via the legacy F1 setup and CU/DU configuration update procedure. Based on these information, donor CU could determine the association between DL GTP TNL address and IPSec tunnel address for each F1-U tunnel and then configure the DL routing and bearer mapping rule for F1-U traffic at donor DU. 

Observation 2: IAB node DU may report association between GTP TNL address and the IPSec tunnel address to donor CU via the legacy F1 setup and CU/DU configuration update procedure . Then donor CU could determine the associated IPSec tunnel address for each F1-U tunnel and then configure the DL routing and bearer mapping rule for F1-U traffic. 
With regard to F1-C traffic, it is suggested that the IAB node may report the association between CP TNL address and the IPSec tunnel address to donor CU. Alternatively, if the IPSec tunnel address could be allocated by donor CU/DU, donor CU may explicitly indicate which IP address(es) is used for CP IPSec TNL address via RRC signalling. Based on these approaches, donor CU could determine the DL CP TNL address and associated IPSec tunnel address used for F1-C traffic and configure the DL routing and bearer mapping rule correspondingly. 
Proposal 5: In order for the donor CU to configure the DL routing and bearer mapping rule for F1-C traffic, it is suggested that the IAB node may report the association between CP TNL address and the IPSec tunnel address to donor CU or the donor CU explicitly configure the IAB node with CP IPSec TNL address via RRC signaling. 

Suppose the IPSec tunnel mode is not enabled, the donor CU may configure the DL mapping rule with inner IPv4 address or IPv6 prefix. In order to differentiate the DL CP and UP traffic, it is suggested that the CP and UP IPv4 address is clearly specified during the IP address allocation. For IPv6 network, Donor CU could use IPv6 flow label to differentiate the F1-C and F1-U traffic and map them different BH RLC channel. The usage of IPv6 prefix instead of IPv6 address for DL mapping configuration lies in the fact that the donor CU assigns the IPv6 prefix to IAB node and it have no idea the exact IPv6 address used by IAB node DU for F1-C traffic. On the other hand, if the IPSec tunnel mode is enabled,  it is suggested that the donor CU configure the DL mapping rule with IPv4 address and IPv6 address since IPv6 address should be used to uniquely identify a SGW. 
Proposal 6: If the IPSec tunnel mode is not enabled, the donor CU may configure the DL mapping rule with inner IPv4 address or IPv6 prefix, otherwise, donor CU could configure the DL mapping rule with SGW’s IPv4 address or IPv6 address.
Conclusion
In this contribution, we mainly discussed the remaining issues of IAB routing configuration. And we have the following observations and proposals:
Proposal 1: It is suggested that donor CU to configure the bearer mapping at intermediate IAB node via non UE-associated F1AP signalling.
Proposal 2: It is suggested that donor CU to configure the bearer mapping and routing selection at donor DU via non UE-associated F1AP signalling.
Observation 1: Suppose IPSec tunnel mode is enabled, the donor DU could only detect the outer IP header of the DL traffic received from donor CU. 

Proposal 3: Suppose IPSec tunnel mode is enabled, the IPSec TNL address and outer IP header should be used for the DL routing and bearer mapping configuration. 

Proposal 4: The SEG and donor CU-UP should be integrated in one physical entity so that the donor CU-UP could perform the IPv6 label and DSCP marking in outer IP header.

Proposal 5: In order for the donor CU to configure the DL routing and bearer mapping rule for F1-C traffic, it is suggested that the IAB node may report the association between CP TNL address and the IPSec tunnel address to donor CU or the donor CU explicitly configure the IAB node with CP IPSec TNL address via RRC signaling. 

Proposal 6: If the IPSec tunnel mode is not enabled, the donor CU may configure the DL mapping rule with inner IPv4 address or IPv6 prefix, otherwise, donor CU could configure the DL mapping rule with SGW’s IPv4 address or IPv6 address.
Reference
RAN3#107e Chairman notes.

RAN3#106 Chairman notes.

3GPP


