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1. Introduction

In the meeting RAN3#107-e, we submitted one CR to correct the text description for successful AS rekeying handling [1]. During the meeting, this CR was discussed together with another CR, aiming to clarify a potential conflict case [2]. The discussion ended without any agreement. In this contribution, we provide our opinion over the two issues.
2. Discussion
From our point of view, the CRs submitted in the meeting RAN3#107-e were not closely related with each other. The CR [1] aimed to correct the current text description of successful operation only because it was incorrect (the “Clause affected” is §8.3.4.2), while the CR [2] aimed to clarify how an NG-RAN node should react if it was asked to perform both AS rekeying and emergency fallback simultaneously within one NGAP message, which should be seen as an abnormal case (the “Clause affected” is §8.3.4.4).
In order to avoid complicating the text description, from our point of view, it is not normal to consider unsuccessful or abnormal case in the “Successful Operation” clauses. We hardly write phrase there such as “if not contradict with other requests”, even if such contradiction may be encountered during operation.

For these two CRs this rule should be followed, i.e. we need not describe the case where AS rekeying cannot be performed. Therefore we propose that the CR [3] (a resubmission of [1] with minor editorial change) should be agreed regardless of the discussion over the CR [2].
Proposal 1: We propose to agree the CR to correct the text description on AS rekeying for successful operation of UE context modification procedure, regardless of any discussion over abnormal cases.
Nevertheless we are also glad to provide our opinion over the CR [2], i.e. the potential case when an NG-RAN node is asked to perform both AS rekeying and emergency fallback simultaneously.
At first let see what the case would be like if the CR [2] was agreed:

Step 1: The AMF wants to instruct the AS layer to perform AS rekeying for some reason, e.g. it has just update the NAS security configuration.
Step 2: On the other side, the AMF needs to instruct the UE to perform emergency fallback.

Step 3: The AMF piles the two requests into one NGAP UE CONTEXT MODIFICATION REQUEST message.

Step 4: According to the CR [2], the NG-RAN node ignores the request for AS rekeying, and feedback in the NGAP UE CONTEXT MODIFICATION RESPONSE message that the AS rekeying requested is not performed.

Step 5: The AMF knows that the AS rekeying requested is not performed—an inevitable result it was able to foresee at Step 3. It may have to something with other core network NFs to handle this abnormal case.
Then why does the AMF not to include the request for AS rekeying at Step 3 and to handle this issue entirely within the core network?
Observation 1: The method that the NG-RAN node should ignore the Security Key IE when both the Security Key IE and the Emergency Fallback Indicator IE are included within one NGAP UE CONTEXT MODIFICATION REQUEST has no benefit compared with the method that the AMF does not include the Security Key IE at the beginning.

Since the behaviour of AMF is out of RAN3’s scope, we may send an LS toward SA2/SA3 for consulting.
Proposal 2: An LS is proposed to be send toward SA2 and SA3, asking whether the case that both the Security Key IE and the Emergency Fallback Indicator IE are included within one NGAP UE CONTEXT MODIFICATION REQUEST should be prevented by CN.
If the scenario that AMF includes Emergency Fallback Indicator IE  and Security Key IE in UE Context Modify Request message could be avoided, then another question is whether NG-RAN node could fail the AS level re-keying procedure.In current 33.501,on AS re-keying procedure,the description is as below：

If the AS level re-keying fails, then the AMF shall complete another NAS security mode procedure before initiating a new AS level re-keying. 

From above text, it seems that the gNB should inform the AMF if AS level re-keying failed. Currently it is not clear in RAN3 spec whether a gNB should inform the AMF via the UE CONTEXT MODIFICATION RESPONSE message or via the UE CONTEXT MODIFICATION FAILURE message. Similarly, if the AMF triggers AS level re-keying procedure via the PATH SWITCH REQUEST ACKNOWLEDGE message, there is still no way for the gNB to send the feedback to the AMF.
However, before RAN3 discusses on how to support the feedback, we think it is better to confirm with SA3 whether it should be supported or not on indication from gNB to AMF of the AS level re-keying failure. 

Proposal 3: It is proposed to confirm with SA3 on whether the gNB should inform the AMF of the AS re-keying failure no matter the request is sent via a UE CONTEXT MODIFICATION REQUEST message or a PATH SWITCH REQUEST ACKNOWLEDGE message. 
3. Conclusion

Proposal 1: We propose to agree the CR to correct the text description on AS rekeying for successful operation of UE context modification procedure, regardless of any discussion over abnormal cases.

Observation 1: The method that the NG-RAN node should ignore the Security Key IE when both the Security Key IE and the Emergency Fallback Indicator IE are included within one NGAP UE CONTEXT MODIFICATION REQUEST has no benefit compared with the method that the AMF does not include the Security Key IE at the beginning.

Proposal 2: An LS is proposed to be send toward SA2 and SA3, asking whether the case that both the Security Key IE and the Emergency Fallback Indicator IE are included within one NGAP UE CONTEXT MODIFICATION REQUEST should be prevented by CN.
Proposal 3: It is proposed to confirm with SA3 on whether the gNB should inform the AMF of the AS re-keying failure no matter the request is sent via a UE CONTEXT MODIFICATION REQUEST message or a PATH SWITCH REQUEST ACKNOWLEDGE message. 
We draft two CRs and one LS accordingly [3–5].
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