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Introduction

In RAN3#107-emeeting, The issue on RRC resume in inactive state was discussed, there are different opinions summarized in the offline discussion[1],  the access control check be done by the old NG-RAN node (answer 1), the new NG-RAN node (answer 2), both (answer 3) or elsewhere (answer 4), but there is no conclusion. 
In this contribution, we further discuss this issue.
Discussion
When a UE in RRC_INACTIVE state attempts to resume its RRC connection via a CAG cell that belongs to a new NG-RAN node, The New NG-RAN node requests the old NG-RAN node to provide UE Context data. In the case of UE context retrieval success, in general, both old NG-RAN node and new NG-RAN node have the ability to perform CAG access control, e.g., the new NG-RAN node can perform access control by checking whether the cell CAG ID belongs to the allowed CAG list contained in the retrieved UE context, or the old NG-RAN node can perform access control by checking exchanged cell supported CAG information between nodes. ( In current XnAP specification,  the list of cell supported CAG IDs  of the NG-RAN node is exchanged between NG-RAN nodes during the Xn interface setup/update procedure). However, in the case of old NG-RAN node rejects the UE context retrieval procedure, only the old NG-RAN node can verify the UE access.  For simple procedure, we suggest that no matter whether the UE  context retrieval is successful or not, the old NG-RAN node performs CAG access control.
Proposal 1 : It is proposed that no matter whether the UE  context retrieval is successful or not , the last serving NG-RAN node performs CAG access control, e.g., verifying the access by checking exchanged cell supported CAG information between nodes.

If the UE access verification fails at the last serving NG-RAN node, the last serving NG-RAN node shall trigger UE context released procedure by sending a UE context release request message to the AMF with a cause value “CAG ID invalid”. The last serving NG-RAN node shall also indicate the target NG-RAN node the context retrieval failure with a cause value “CAG ID invalid”, then the target NG-RAN node can send RRC release message to the UE.

Proposal 2: Introducing a cause value “CAG ID invalid” for RRC resume procedure.
 Conclusions
Proposal 1 : It is proposed that no matter whether the UE  context retrieval is successful or not , the last serving NG-RAN node performs CAG access control, e.g., verifying the access by checking exchanged cell supported CAG information between nodes.

Proposal 2: Introducing a cause value “CAG ID invalid” for RRC resume procedure.
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