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1. Introduction

This document discusses some of the remaining open issues in RACS and provides a text proposal for TS 38.413.

2. Discussion of open issues
2.1 Which procedures to support
At RAN3#107-e, there was a general consensus on the most obvious procedures that need the UE Radio Capability ID, but some procedures were not agreed to be modified. These cases are discussed below:

UE Radio Capability Match Request:

In the legacy handling, this procedure can be used to retrieve the IMS Voice Support Indicator and also trigger the upload of capabilities in case they are not available in the core network. This could be performed at first registration in the system, in which case the capabilities might not be available anyway (or the UE Radio Capability ID). But nothing stops this from being triggered later on, or in fact to be triggered in the case of manufacturer assigned ID – in which case the ID is available already. Therefore it seems reasonable to add the ID to the UE RADIO CAPABILITY CHECK REQUEST message.
Proposal 1: Add the UE Radio Capability ID to the UE RADIO CAPABILITY CHECK REQUEST message.
Downlink NAS Transport:

It was questioned whether this was only needed for NB-IOT, and therefore out of scope. Of course we consider only non-NB-IOT operation.

It should be recalled that the addition of capabilities to the DOWNLINK NAS TRANSPORT in S1AP was motivated by a number of scenarios including:

· CP-CIoT flows (not NB-IOT)

· Redirection at release (for example at the end of a registration procedure, or other NAS procedures): this could be caused by local policy based on e.g. the RSFP, but to do this the RAN needs to check the radio capabilities

It should also be noted that the UE Radio Capabilities are being added to the NGAP DOWNLINK NAS TRANSPORT message as part of the CIoT work item, but this change is not tied to NB-IOT. Further, the use will anyway not be restricted to CIoT (as per second use case above). In fact, for implementations wishing to provide the radio capabilities in this way, the current arrangement could be quite heavy in terms of transport usage as some UEs could have a greater number of short NAS interactions than connected mode periods on average.
Based on the above, it seems to be sensible to also add the IE to DOWNLINK NAS TRANSPORT.

Proposal 2: Add the UE Radio Capability ID to the DOWNLINK NAS TRANSPORT message.
Connection Establishment Indication:

This procedure can be used instead of Downlink NAS Transport in CP-CIoT flows only (again not restricted to NB-IOT). Hence the argument is part of the same as above, i.e., it makes sense to enable this for CP-CIoT UEs operating in E-UTRA.

However, since the procedure does not exist in current specifications, it may anyway be better to address this as a correction once the CIoT CRs are implemented.
Proposal 3: Not add for now the UE Radio Capability ID to the CONNECTION ESTABLISHMENT INDICATION message and consider doing so as a correction in the next cycle (if agreeable).
2.2 Node support discovery (RAN-CN and X2/Xn interfaces)

According to TS 23.501, mutual detection of support should happen at interface setup. However, perhaps this is not strictly necessary for NGAP as a supporting RAN node learns of CN support based on explicit signalling of UE Radio Capability ID and should in general be able to adapt to such signalling (i.e. whether UE Radio Capability ID or the capability container is included).

The reverse situation is however important because the AMF should not signal based on RACS only to a non-supporting RAN node. A simple way to realize this “discovery” is to set the criticality to “reject” for UE Radio Capability ID in all the DL messages. Non-supporting RAN nodes reject the message, and this can be used as a light way for the AMF to detect the support of the RACS features in the NG-RAN node. This is typically a rare event (potentially once only in the lifetime of an interface).
In practice, it is likely that the feature would often be rolled out in geographical areas, which would point towards configuration even for this use case. But it may be good to provide a more flexible support as in some cases e.g. gradual roll-out, mix of vendors etc, such configuration could become cumbersome.
Proposal 4: Set criticality to “reject” in all instances of UE Radio Capability ID in NGAP AMF ( NG-RAN node messages and S1AP MME ( eNB.
A similar argument applies to X2/Xn interfaces, and here it could be said that such signalling is an aid to automatic neighbour relations (in the sense that it helps to build the neighbour configuration). Again impact on handover should be minimal (rare case, and small delay).
Proposal 5: Set criticality to “reject” in all instances of UE Radio Capability ID in XnAP NG-RAN node ( NG-RAN node and X2AP eNB-eNB/en-gNB.
2.3 Intra-RAN node support discovery (no Xn/X2, inter- or intra-system)
In principle, the UE Radio Capability ID does not need to be sent to the target (in the transparent container), if it is assumed that the supporting CN sends the UE Radio Capability ID to the target RAN node. 
On the other hand, the source node could still decide whether (i) to send the full radio capabilities, or (ii) send a limited set of capabilities to reduce transport load, or (iii) send an empty container and rely on RACS signalling at the target side.

Options (ii) or (iii) are possible if the target node supports RACS, while option (i) is essential if the target node does not support RACs.

Observation 1: In N2/S1 handover (including inter-system), it is useful for the source to know whether the target supports RACS or not.

If this is accepted to be useful, the question remaining is how to achieve it.  Some options are possible:
A. Rely on configuration

B. 
Enable target AMF to send the capabilities in the HANDOVER REQUEST (since it knows target support)
C. 
Enable source to learn target support
Option A is as usual the default. 
Option B seems feasible but has further impacts on the core network. Also it is possible that the target CN has neither the capabilities nor the UE Radio Capability ID, so this does not seem like a general solution.

Option C could work by having some feedback on the first such handover. Two options seem possible: the first would use signalling via the AMF (so the target CN node can reject and provide a cause value); in the second, the source could send both the capabilities and an indicator in the first handover attempt towards this node, and the target should e.g. echo this indicator in the target-to-source transparent container. Based on the presence of this echo, the source can set the configuration of the target for future handovers.
Option C can be used for both intra and inter system handovers, and the cost is that the first handover to such a target is not efficient. So it seems this could be considered as a supplement to configuration.

Proposal 6: RAN3 should discuss the issue of how the source decides whether to include capabilities (full, reduced or none) in the transparent container.

2.4 Need for F1AP support
UE radio capabilities can be signalled to the gNB-DU in the CU to DU RRC Information IE, which is in the UE CONTEXT SETUP REQUEST and also in UE CONTEXT MODIFICATION REQUEST.
One open question here is whether the RACS feature should also support F1AP. In principle it seems that the goal of having ID signalling in DL messages from the CN to the RAN is exactly the same as it might be in F1AP, i.e., reduce load in the control plane of the backhaul. On the other hand, it could be questioned whether the gNB-DU is expected to have access to a local cache. Indeed no savings are realized if the gNB-DU needs to obtain this from a remote cache.
This can be discussed further and also operator views should be sought. If the feature was supported, there would be a need for a procedure for obtaining the capability container from the gNB-CU in case this is missing from the local cache (similarly to the procedure between AMF and NG-RAN node).

Proposal 7: Operator views should be sought on whether there is a need for F1AP support. If there is no urgency, this could also be handled in rel-17, possibly even as TEI.
A text proposal for NGAP is attached to this contribution, which incorporates P1, P2, as well as option C of P6 as an example. A mirror TP would be required for any agreements applying to S1AP. We believe that P4 and P5 confirm the status quo in the BL CRs.
3. Summary and conclusions
From the discussion above, the following observations and proposals were made:
Proposal 1: Add the UE Radio Capability ID to the UE RADIO CAPABILITY CHECK REQUEST message.
Proposal 2: Add the UE Radio Capability ID to the DOWNLINK NAS TRANSPORT message.
Proposal 3: Not add for now the UE Radio Capability ID to the CONNECTION ESTABLISHMENT INDICATION message and consider doing so as a correction in the next cycle (if agreeable).
Proposal 4: Set criticality to “reject” in all instances of UE Radio Capability ID in NGAP AMF ( NG-RAN node messages and S1AP MME ( eNB.
Proposal 5: Set criticality to “reject” in all instances of UE Radio Capability ID in XnAP NG-RAN node ( NG-RAN node and X2AP eNB-eNB/en-gNB.
Observation 1: In N2/S1 handover (including inter-system), it is useful for the source to know whether the target supports RACS or not.

Proposal 6: RAN3 should discuss the issue of how the source decides whether to include capabilities (full, reduced or none) in the transparent container.
Proposal 7: Operator views should be sought on whether there is a need for F1AP support. If there is no urgency, this could also be handled in rel-17, possibly even as TEI. 
A text proposal for NGAP is attached to this contribution, which incorporates P1, P2, as well as option C of P6 as an example. A mirror TP would be required for any agreements applying to S1AP. We believe that P4 and P5 confirm the status quo in the BL CRs.
4. Text Proposal
8.6.2
Downlink NAS Transport

8.6.2.1
General

The Downlink NAS Transport procedure is used when the AMF only needs to send a NAS message transparently via the NG-RAN node to the UE, and a UE-associated logical NG-connection exists for the UE or the AMF has received the RAN UE NGAP ID IE in an INITIAL UE MESSAGE message or if the NG-RAN node has already initiated a UE-associated logical NG-connection by sending an INITIAL UE MESSAGE message via another NG interface instance.
8.6.2.2
Successful Operation
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Figure 8.6.2.2-1: Downlink NAS transport

The AMF initiates the procedure by sending a DOWNLINK NAS TRANSPORT message to the NG-RAN node. If the UE-associated logical NG-connection is not established, the AMF shall allocate a unique AMF UE NGAP ID to be used for the UE and include that in the DOWNLINK NAS TRANSPORT message; by receiving the AMF UE NGAP ID IE in the DOWNLINK NAS TRANSPORT message, the NG-RAN node establishes the UE-associated logical NG-connection.

If the RAN Paging Priority IE is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
The NAS-PDU IE contains an AMF – UE message that is transferred without interpretation in the NG-RAN node.

If the Mobility Restriction List IE is contained in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall overwrite any previously stored mobility restriction information in the UE context. The NG-RAN node shall use the information in the Mobility Restriction List IE if present in the DOWNLINK NAS TRANSPORT message to:

-
determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation;

-
assign proper RNA(s) for the UE when moving the UE to RRC_INACTIVE state.

If the Mobility Restriction List IE is not contained in the DOWNLINK NAS TRANSPORT message and there is no previously stored mobility restriction information, the NG-RAN node shall consider that no roaming and no access restriction apply to the UE.

If the Index to RAT/Frequency Selection Priority IE is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall, if supported, use it as defined in TS 23.501 [9]. 

The UE Aggregate Maximum Bit Rate IE should be sent to the NG-RAN node if the AMF has not sent it previously. If it is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].

If the Old AMF IE is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall consider that this UE-associated logical NG-connection was redirected to this AMF from another AMF identified by the Old AMF IE.
If the SRVCC Operation Possible IE is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall, if supported, store the content of the received SRVCC Operation Possible IE in the UE context and use it as defined in TS 23.216 [31].
If the DOWNLINK NAS TRANSPORT message contains the UE Radio Capability ID IE the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9] and TS 23.502 [10].

>>> NEXT CHANGE <<<
8.14.2
UE Radio Capability Check
8.14.2.1
General

The purpose of the UE Radio Capability Check procedure is for the AMF to request the NG-RAN node to derive and provide an indication to the AMF on whether the UE radio capabilities are compatible with the network configuration for IMS voice. The procedure uses UE-associated signalling.

8.14.2.2
Successful Operation
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Figure 8.14.2.2-1: UE radio capability check procedure: successful operation

The AMF initiates the procedure by sending a UE RADIO CAPABILITY CHECK REQUEST message. If the UE-associated logical NG-connection is not established, the AMF shall allocate a unique AMF UE NGAP ID to be used for the UE and include the AMF UE NGAP ID IE in the UE RADIO CAPABILITY CHECK REQUEST message; by receiving the AMF UE NGAP ID IE in the UE RADIO CAPABILITY CHECK REQUEST message, the NG-RAN node establishes the UE-associated logical NG-connection.
Upon receipt of the UE RADIO CAPABILITY CHECK REQUEST message, the NG-RAN node checks whether the UE radio capabilities are compatible with the network configuration for IMS voice, and responds with a UE RADIO CAPABILITY CHECK RESPONSE message, as defined in TS 23.502 [10].
If the UE Radio Capability IE is contained in the UE RADIO CAPABILITY CHECK REQUEST message, the NG-RAN node shall use it to determine the value of the IMS Voice Support Indicator IE to be included in the UE RADIO CAPABILITY CHECK RESPONSE message.

If the UE RADIO CAPABILITY CHECK REQUEST message contains the UE Radio Capability ID IE the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9] and TS 23.502 [10].

>>> NEXT CHANGE <<<
9.2.5.2
DOWNLINK NAS TRANSPORT

This message is sent by the AMF and is used for carrying NAS information over the NG interface.
Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Old AMF
	O
	
	AMF Name

9.3.3.21
	
	YES
	reject

	RAN Paging Priority
	O 
	
	9.3.3.15
	
	YES
	ignore

	NAS-PDU
	M
	
	9.3.3.4
	
	YES
	reject

	Mobility Restriction List
	O
	
	9.3.1.85
	
	YES
	ignore

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.3.1.58
	
	YES
	ignore

	Allowed NSSAI
	O
	
	9.3.1.31
	Indicates the S-NSSAIs permitted by the network.
	YES
	reject

	SRVCC Operation Possible
	O
	
	9.3.1.128
	
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.3.1.z
	
	YES
	reject


>>> NEXT CHANGE <<<
9.2.13.2
UE RADIO CAPABILITY CHECK REQUEST

This message is sent by the AMF to request the NG-RAN node to check the compatibility between the UE radio capabilities and network configuration on IMS voice.
Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	UE Radio Capability
	O
	
	9.3.1.74
	
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.3.1.z
	
	YES
	reject


>>> NEXT CHANGE <<<
9.3.1.29
Source NG-RAN Node to Target NG-RAN Node Transparent Container

This IE is produced by the source NG-RAN node and is transmitted to the target NG-RAN node. For inter-system handovers to 5G, the IE is transmitted from the external handover source to the target NG-RAN node.

This IE is transparent to the 5GC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC HandoverPreparationInformation message as defined in TS 38.331 [18] if the target is a gNB.

Includes the RRC HandoverPreparationInformation message as defined in TS 36.331 [21] if the target is an ng-eNB.
	-
	

	PDU Session Resource Information List
	
	0..1
	
	For intra-system handovers in NG-RAN.
	-
	

	>PDU Session Resource Information Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>QoS Flow Information List
	
	1
	
	
	-
	

	>>>QoS Flow Information Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>>>DL Forwarding
	O
	
	9.3.1.33
	
	-
	

	>>>>UL Forwarding
	O
	
	9.3.1.118
	
	YES
	reject

	>>DRBs to QoS Flows Mapping List
	O
	
	9.3.1.34
	
	-
	

	E-RAB Information List
	
	0..1
	
	For inter-system handovers to 5G.
	-
	

	>E-RAB Information Item
	
	1..<maxnoofE-RABs>
	
	
	-
	

	>>E-RAB ID
	M
	
	9.3.2.3
	
	-
	

	>>DL Forwarding
	O
	
	9.3.1.33
	
	-
	

	Target Cell ID
	M
	
	NG-RAN CGI

9.3.1.73
	
	-
	

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	-
	

	UE History Information
	M
	
	9.3.1.95
	
	-
	

	SgNB UE X2AP ID
	O
	
	9.3.1.127
	Allocated at the Source en-gNB
	-
	

	Source RACS Indicator
	O
	
	ENUMERATED (RACS use proposed, …)
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.

	maxnoofE-RABs
	Maximum no. of E-RABs allowed towards one UE. Value is 256.


9.3.1.30
Target NG-RAN Node to Source NG-RAN Node Transparent Container

This IE is produced by the target NG-RAN node and is transmitted to the source NG-RAN node. For inter-system handovers to 5G, the IE is transmitted from the target NG-RAN node to the external relocation source.

This IE is transparent to the 5GC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC HandoverCommand message as defined in TS 38.331 [18] if the target is a gNB.

Includes the RRC HandoverCommand message as defined in TS 36.331 [21] if the target is an ng-eNB.

	Target RACS Indicator
	O
	
	ENUMERATED (RACS use accepted, …)
	


>>> NEXT CHANGE <<<
9.4.4
PDU Definitions

-- ASN1START

-- **************************************************************

--

-- PDU definitions for NGAP.

--

-- **************************************************************

NGAP-PDU-Contents { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

/* skip unchanged asn */

-- **************************************************************

--

-- DOWNLINK NAS TRANSPORT

--

-- **************************************************************

DownlinkNASTransport ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {DownlinkNASTransport-IEs} },


...

}

DownlinkNASTransport-IEs NGAP-PROTOCOL-IES ::= {


{ ID id-AMF-UE-NGAP-ID




CRITICALITY reject
TYPE AMF-UE-NGAP-ID




PRESENCE mandatory
}|


{ ID id-RAN-UE-NGAP-ID




CRITICALITY reject
TYPE RAN-UE-NGAP-ID




PRESENCE mandatory
}|


{ ID id-OldAMF






CRITICALITY reject
TYPE AMFName





PRESENCE optional

}|


{ ID id-RANPagingPriority



CRITICALITY ignore
TYPE RANPagingPriority



PRESENCE optional

}|


{ ID id-NAS-PDU






CRITICALITY reject
TYPE NAS-PDU





PRESENCE mandatory
}|


{ ID id-MobilityRestrictionList


CRITICALITY ignore
TYPE MobilityRestrictionList

PRESENCE optional

}|


{ ID id-IndexToRFSP





CRITICALITY ignore
TYPE IndexToRFSP




PRESENCE optional

}|


{ ID id-UEAggregateMaximumBitRate

CRITICALITY ignore
TYPE UEAggregateMaximumBitRate

PRESENCE optional

}|


{ ID id-AllowedNSSAI




CRITICALITY reject
TYPE AllowedNSSAI




PRESENCE optional

}|

{ ID id-UERadioCapabilityID



CRITICALITY reject
TYPE UERadioCapabilityID


PRESENCE optional

},


...

}

/* skip unchanged asn */

-- **************************************************************

--

-- UE Radio Capability Check Elementary Procedure

--

-- **************************************************************

-- **************************************************************

--

-- UE RADIO CAPABILITY CHECK REQUEST

--

-- **************************************************************

UERadioCapabilityCheckRequest ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {UERadioCapabilityCheckRequestIEs} },


...

}

UERadioCapabilityCheckRequestIEs NGAP-PROTOCOL-IES ::= {



{ ID id-AMF-UE-NGAP-ID


CRITICALITY reject
TYPE AMF-UE-NGAP-ID


PRESENCE mandatory
}|


{ ID id-RAN-UE-NGAP-ID


CRITICALITY reject
TYPE RAN-UE-NGAP-ID


PRESENCE mandatory
}|


{ ID id-UERadioCapability

CRITICALITY ignore
TYPE UERadioCapability

PRESENCE optional
}|


{ ID id-UERadioCapabilityID

CRITICALITY reject
TYPE UERadioCapabilityID
PRESENCE optional
},


...

}

>>> NEXT CHANGE <<<
9.4.5
Information Element Definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-AdditionalDLForwardingUPTNLInformation,


id-AdditionalULForwardingUPTNLInformation,


id-AdditionalDLQosFlowPerTNLInformation,


id-AdditionalDLUPTNLInformationForHOList,


id-AdditionalNGU-UP-TNLInformation,


id-AdditionalUL-NGU-UP-TNLInformation,


id-Cause,


id-CNTypeRestrictionsForEquivalent,


id-CNTypeRestrictionsForServing,


id-CommonNetworkInstance,

id-DataForwardingNotPossible,


id-DataForwardingResponseERABList,


id-DirectForwardingPathAvailability,


id-DL-NGU-UP-TNLInformation,


id-EndpointIPAddressAndPort,

id-ExtendedRATRestrictionInformation,

id-GUAMIType,


id-LastEUTRAN-PLMNIdentity,


id-LocationReportingAdditionalInfo,


id-MaximumIntegrityProtectedDataRate-DL,


id-NetworkInstance,


id-OldAssociatedQosFlowList-ULendmarkerexpected,


id-PDUSessionAggregateMaximumBitRate,


id-PDUSessionResourceFailedToSetupListCxtFail,


id-PDUSessionResourceReleaseResponseTransfer,


id-PDUSessionType,


id-PSCellInformation,


id-QosFlowAddOrModifyRequestList,


id-QosFlowSetupRequestList,


id-QosFlowToReleaseList,

id-QosMonitoringRequest,


id-RAT-Information,

id-SCTP-TLAs,


id-SecondaryRATUsageInformation,


id-SecurityIndication,


id-SecurityResult,


id-SgNB-UE-X2AP-ID,

id-S-NSSAI,

id-SourceRACSIndicator,

id-TNLAssociationTransportLayerAddressNGRAN,

id-TargetRACSIndicator,

id-TargetRNC-ID,

id-UL-NGU-UP-TNLInformation,


id-UL-NGU-UP-TNLModifyList,


id-ULForwarding,


id-ULForwardingUP-TNLInformation,


maxnoofAllowedAreas,

maxnoofAllowedS-NSSAIs,

/* skip unchanged asn */

SourceNGRANNode-ToTargetNGRANNode-TransparentContainer ::= SEQUENCE {


rRCContainer






RRCContainer,


pDUSessionResourceInformationList

PDUSessionResourceInformationList












OPTIONAL,


e-RABInformationList




E-RABInformationList















OPTIONAL,


targetCell-ID






NGRAN-CGI,


indexToRFSP







IndexToRFSP


















OPTIONAL,


uEHistoryInformation




UEHistoryInformation,


iE-Extensions

ProtocolExtensionContainer { {SourceNGRANNode-ToTargetNGRANNode-TransparentContainer-ExtIEs} }
OPTIONAL,


...

}

SourceNGRANNode-ToTargetNGRANNode-TransparentContainer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


{ ID id-SourceRACSIndicator
CRITICALITY ignore
EXTENSION SourceRACSIndicator
PRESENCE optional
},

...

}

SourceOfUEActivityBehaviourInformation ::= ENUMERATED {


subscription-information,


statistics,


...

}

SourceRACSIndicator ::= ENUMERATED {RACS-use-proposed, ...}

SourceRANNodeID ::= SEQUENCE {


globalRANNodeID

GlobalRANNodeID,


selectedTAI


TAI,


iE-Extensions

ProtocolExtensionContainer { {SourceRANNodeID-ExtIEs} } OPTIONAL,


...

}

SourceRANNodeID-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

/* skip unchanged asn */

TargetNGRANNode-ToSourceNGRANNode-TransparentContainer ::= SEQUENCE {


rRCContainer

RRCContainer,


iE-Extensions

ProtocolExtensionContainer { {TargetNGRANNode-ToSourceNGRANNode-TransparentContainer-ExtIEs} } OPTIONAL,


...

}

TargetNGRANNode-ToSourceNGRANNode-TransparentContainer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


{ ID id-TargetRACSIndicator
CRITICALITY ignore
EXTENSION TargetRACSIndicator
PRESENCE optional
},

...

}

TargetRACSIndicator ::= ENUMERATED {RACS-use-accepted, ...}

>>> NEXT CHANGE <<<
9.4.7
Constant Definitions

-- ASN1START

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

NGAP-Constants { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

/* skip unchanged asn */


id-SCTP-TLAs










ProtocolIE-ID ::= 173


id-DataForwardingResponseERABList





ProtocolIE-ID ::= 174


id-RIMInformationTransfer







ProtocolIE-ID ::= 175


id-GUAMIType





ProtocolIE-ID ::= 176

id-SRVCCOperationPossible







ProtocolIE-ID ::= 177

id-TargetRNC-ID










ProtocolIE-ID ::= 178


id-RAT-Information









ProtocolIE-ID ::= 179

id-ExtendedRATRestrictionInformation





ProtocolIE-ID ::= 180


id-QosMonitoringRequest








ProtocolIE-ID ::= 181


id-SgNB-UE-X2AP-ID









ProtocolIE-ID ::= 182

id-SourceRACSIndicator








ProtocolIE-ID ::= xxx


id-TargetRACSIndicator








ProtocolIE-ID ::= yyy
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