[bookmark: _GoBack]3GPP TSG-RAN WG3 Meeting #107e-bis                                                         R3-201780
Electronic Meeting, April 20 – 30, 2020					                                  
Agenda item:       13.2.1.3
Source: 		Qualcomm Incorporated
Title: 	DL mapping at IAB-donor-DU
Document for:	Discussion
1	Introduction
The last RAN3 meetings achieved the following agreements on DL mapping at the IAB-donor-DU:
RAN3#103bis [1]:
	· For 1:1 mapping, the use of GTP tunnel ID to identify a DRB between donor CU and donor DU is confirmed
· WA: adopt IPv6 flow labels for 1:1 mapping; FFS whether to also use DSCP
· LS on confirmation on bearers supported with IPv6 Flow Label to RAN2 in  R3-192087




RAN3#104 [2]:
	· Adopt IPv6 flow labels for 1:1 mapping (in conjunction with the IAB node IP address); the use of additional information to differentiate bearers is not precluded
· WA: For N:1 mapping, both DSCP-based and IPv6 flow-label based mapping may be used in donor DU for DL
· WA: They may coexist in the same network




RAN3#105 [3]:
	· On the DL, the IAB-donor DU is configurable with information that allows deriving the BAP routing ID from IP header information for F1-U, F1-C and non-F1 traffic. 
· On the DL, the IAB-donor DU is configurable with mappings that allow to derive BH RLC channel from IP header information for F1-U, F1-C and non-F1 traffic.
· On the DL, the IAB-donor is configurable with information that allows deriving the BAP address from the destination IP address.
· The IAB-donor DU is configurable with a mapping between IPv6 Flow Label, DS information and Destination IP address to the BH RLC channel, where any of these three IP header fields are optional in the mapping. 
· The configuration of the DL F1-U GTP-U tunnel information on the CU-UP is extended to optionally include IPv6 Flow Label and/or DS information.
· It is FFS to what extent the configuration of the DL X2-U and Xn-U GTP-U tunnel information on the MN is extended to optionally include IPv6 Flow Label and/or DS information.




RAN3#105bis [4]:
	· Configuration of downlink bearer mapping and routing should be performed by F1-AP
· Path id is derived from IP header and mapping provided by CU 
· In the DL, for BAP path id derivation on the donor DU: IP address, IPv6 flow level and/or DS/DSCP can be used; all of these fields are optional in F1AP message to configure routing




RAN2#107bis further achieved the following agreements on BAP routing and mapping to BH RLC channels [5]:
	· For BAP routing Next Hop ID, The BAP address of the next hop node to be used as the next hop identifier for the downstream
· For BAP routing Next Hop ID, The BAP address of the next hop node also to be used as the next hop identifier for the upstream 
…
· The BH RLC CH ID is used for ingress / egress RLCchannelID in the BAP bearer mapping configuration.




This paper discusses remaining issues of the DL mapping configurations at the IAB-donor.
2	Discussion
2.1	DL Mapping configurations
Based on the above agreements, the following mappings need to be configured on the IAB-donor-DU:
Destination IP address   BAP address for BAP header,
Destination IP address, IPv6 FL, and/or DSCP  BAP path ID for BAP header,
Destination IP address, IPv6 FL, and/or DSCP  BH RLC channel on egress BH link,
The egress link, i.e. next-hop node, could either be derived from a routing configuration or directly from the IP header fields. For UL mapping at the IAB-node, the egress link is derived from upper layer information rather than from a routing configuration. For DL mapping, the same approach to be consistent, which leads to:  
Destination IP address, IPv6 FL, and/or DSCP  Egress BH link 
Proposal 1: DL mapping configuration should include the egress BH link.

2.2	Use of UA- vs NUA-based F1AP signaling for DL mapping
RAN2 has agreed that BAP routing be based on next-hop BAP address and that mapping to BH RLC channels be based on the BH RLC Channel ID. 
RAN3 has agreed to use next-hop BAP address in routing configuration in compliance with RAN2 agreements.  
RAN3 has further agreed to use next-hop BAP address and BH RLF channel ID in UL mappings in compliance with RAN2 agreements.
The signaling for DL mapping should be consistent with the above RAN3 configurations as well as RAN2 agreements to refer to the egress link via next hop BAP address and to the BH RLC channel via the BH RLC channel ID. 
Proposal 2: In compliance with RAN2 agreements, the DL mapping configuration should use the next-hop BAP address when referring to the egress link.
For routing configuration, a new F1AP message was introduced. For the same reasons, a new message should be used for DL mapping configuration. For routing, a NUA-F1 message was introduced. This makes more sense since:
1. Multiple routing entries pointing to different egress links can be configured simultaneously.
2. There is no benefit in making the message UE-specific since the egress link needs to be explicitly referenced via Next-Hop BAP address.
Proposal 3: A new NUA F1AP message should be used for the DL mapping, where the egress link is specified via the next-hop BAP address and the egress RLC channel via the BH RLC channel ID.

2.3	DL mapping for multiple IPv4 addresses and IPv6 prefix
The CU may have assigned multiple IPv4 addresses or one IPv6 prefix to the IAB-node. The IAB-node may select different IP addresses for the various traffic types (e.g. F1-U GTP tunnel, NUA F1-C, UA F1-C, and non-F1 traffic). The CU needs to know the IAB-node’s IP address selection for each traffic type to configure the appropriate DL mapping.
When establishing an F1-U GTP-U tunnel, the IAB-node explicitly signals the IP address of the tunnel end point to the CU. The CU can then configure the corresponding DL mapping on the IAB-donor-DU 
The CU also needs to know, which IP address the IAB-node wants to use for the other traffic types, i.e., UA F1-C, NUA F1-C and non-F1 traffic (e.g. OAM traffic). The IAB-node might even decide to use multiple IP addresses for different types of non-F1 traffic. The following options can be considered:
Option a: The CU configures a default DL mapping for the entire IPv6-prefix and for all IPv4 addresses assigned to the IAB-node.
This option has the advantage that the CU does not need detailed information on the use of specific IP addresses.
For IPv6, this configuration may be in conflict with configurations for individual IPv6 addresses pertaining to the same prefix used for F1-U (e.g. they may point to different paths or RLC channels). This conflict can be resolved by applying longest-prefix match when selecting the mapping configuration.
For IPv6, this option does not allow differentiated configurations among NUA F1-C, UA F1-C and potentially various types of non-F1 traffic. 
Option b: The CU informs the IAB-node about the specific IP address it should use for each of NUA F1-C, UA F1-C and non-F1 traffic. 
This information could be included with the CU-based IP address assignment. For OAM-based IP address configuration, the IAB-node would have to report its IP addresses to the CU first.
This option allows the CU to micro-manage the IAB-node’s IP address space. It implies that the CU knows if and what types of non-F1 traffic the IAB-node has. 
Option c: The IAB-node reports to the CU the specific IAB-addresses it wants to use for NUA F1-C, UA F1-C and non-F1 traffic. 
This information would be sent after the CU has assigned a set of IPv4 addresses or an IPv6 prefix to the IAB-node. 
The IAB-node may include QoS or priority level for an IP address it wishes to use for a certain type of non-F1 traffic. The CU could then configure additional BH RLC channels, routing entries and UL mapping to meet the requirements for this non-F1 traffic.
Proposal 4: RAN3 to discuss the options for DL mapping configuration with multiple IPv4 addresses and IPv6 prefix. 
Among these options, option c provides the largest flexibility, e.g., it allows the IAB-node to support fine-granular QoS/priority for non-F1 traffic, while the CU does not need to know these IAB-node-specific intricacies. 
Proposal 5: The IAB-node should report to the CU the specific IAB-address it wants to use for each of NUA F1-C, UA F1-C and non-F1 traffic.
The IAB-node could report these IP addresses via F1-C or via RRC. 
In case F1-C is used, a bootstrapping problem arises since a DL mapping needs to be available for the establishment of F1-C. The bootstrapping could be addressed by using option-a during network integration and switching to option-c as soon as F1-C has been established. In case IP addresses are configured via OAM, the IAB-node still has to report its IPv4 addresses and IPv6 prefix to the CU via RRC so that CU. 
In case RRC is used, such bootstrapping problem does not exist. This approach further nicely aligns with IP address assignment by the CU, which is also done via RRC. It can further be used by the IAB-node to disclose OAM-configured IP addresses to the CU before F1-C is established. 
Proposal 6: RRC to be used by the IAB-node to inform the CU about the specific IAB-addresses it wants to use for NUA F1-C, UA F1-C and non-F1 traffic.
The IAB-node may further include QoS or priority information when reporting an IP address for non-F1 traffic. In this manner, the CU can configure specific BH RLC channels, routing paths, UL- and DL-mappings for this non-F1 traffic. 
Proposal 7: The IAB-node to include QoS or priority information when reporting an IP address for non-F1 traffic.

3	Conclusion
This paper discusses remaining issues of the DL mapping configurations at the IAB-donor. The following observations and proposals have been made:
Proposal 1: DL mapping configuration should include the egress BH link.
Proposal 2: In compliance with RAN2 agreements, the DL mapping configuration should use the next-hop BAP address when referring to the egress link.
Proposal 3: A new NUA F1AP message should be used for the DL mapping, where the egress link is specified via the next-hop BAP address and the egress RLC channel via the BH RLC channel ID.
Proposal 4: RAN3 to discuss the options for DL mapping configuration with multiple IPv4 addresses and IPv6 prefix. 
Proposal 5: The IAB-node should report to the CU the specific IAB-address it wants to use for each of NUA F1-C, UA F1-C and non-F1 traffic.
Proposal 6: RRC to be used by the IAB-node to inform the CU about the specific IAB-addresses it wants to use for NUA F1-C, UA F1-C and non-F1 traffic.
Proposal 7: The IAB-node to include QoS or priority information when reporting an IP address for non-F1 traffic.
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