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1. Introduction
MRO was discussed during RAN3#107b-e and a set of BL CRs were endorsed. In this paper we propose some further refinement for MRO for Intra-System and Inter-System Connection Failure. 
RAN2 agreed to report LTE RLF report in NR and some agreements were achieved. In this paper we propose some further enhancement for MRO for LTE RLF report reported in NR.
[bookmark: OLE_LINK2]2. Discussion
In RAN2#109-e meeting, it was agreed to support LTE RLF reporting to NR.
Besides, it is assumed that the NR node receiving the LTE RLF report may not need to decode it. To assist the receiving NR node to forward the LTE RLF report, it was agreed that: 
Agreements:
1	Postpone the issue of NR RLF reporting to LTE to R17.
2	The UE shall include the failedPCellId using the NR RRC format and include the RLF report as an LTE RRC encoded OCTET STRING to the NR node. Details can be addressed in running CR.
The detailed design can refer to the SON/MDT running CR [1], 
	eutra-RLF-Report-r16					SEQUENCE {
		failedPCellId-EUTRA						CGI-InfoEUTRALogging,
		measResult-RLF-Report-EUTRA-r16					OCTET STRING
	}

	failedPCellId-EUTRA
This field is used to indicate the PCell in which RLF is detected or the target PCell of the failed handover in an E-UTRA RLF report.

	measResult-RLF-Report-EUTRA
Includes the E-UTRA RLF-Report-r9 IE as specified in TS 36.331 [10].


That is, for RLF case, the failed cell ID info is used to indicate the cell where RLF is detected, and the gNB can successfully forward the received LTE RLF report to the correct eNB. However, for HOF case, it is used to indicate the target cell. Correspondingly, the gNB will forward the LTE RLF report to the target eNB.  
The description of MRO in TS36.423 indicates that HANDOVER REPORT procedure is only applied for RLF occurred after a successful handover. 
“An eNB initiates the procedure by sending an HANDOVER REPORT message to another eNB. By sending the message eNB1 indicates to eNB2 that a mobility-related problem was detected.
If the Handover Report Type IE is set to "HO too early" or "HO to wrong cell", then the eNB1 indicates to eNB2 that, following a successful handover from a cell of eNB2 to a cell of eNB1, a radio link failure occurred and the UE attempted RRC Re-establishment either at the original cell of eNB2 (Handover Too Early), or at another cell (Handover to Wrong Cell).”
Taking the above analysis into consideration, we can give a small summary that for HOF case the LTE RLF report should be directly forwarded to the source eNB. This will avoid unnecessary routing from the target eNB to the source eNB.
Observation: For LTE RLF report reported in NR, the gNB will wrongly forward it to the target eNB in case of HOF.
Proposal 1: For LTE reporting in NR, UE should provide the PCell in which RLF is detected or the source PCell of the failed handover.
According to the agreement in RAN2, failedPCellId-EUTRA contains the TAC. This is crucial since this is used for routing. It would therefore be beneficial to point this out to RAN2. 
Based on the above analysis, we’d like to provide the potential LS to RAN2 in the Annex 2.
Proposal 2: An LS to RAN2 is provided in Annex 2.
Upon reception the LTE RLF report, the NR node should forward it to the target eNB. To support the delivery of LTE RLF report, it is desirable to include the LTE RLF report in the UPLINK RAN CONFIGURATION TRANSFER message. There has been the routing information from the NG-RAN to E-UTRA in the IE Inter-system SON configuration Transfer. It is expected to reuse the routing information and to introduce a new choice Failure Indication Information to include the LTE RLF report in the IE inter-system SON Information Report.
[bookmark: _Toc25914616][bookmark: _Toc25914992][bookmark: _Toc31368105][bookmark: _Toc31368120]Proposal 3: Introduce Failure indication containing at least the LTE RLF report as a choice for Inter-system SON Information Report.
In addition, there are remaining FFSs on the intra-system or inter-system connection failure related messages. 
In RAN2#109-e meeting, it was agreed to postpone the NR RLF reporting to LTE to R17 a. So the related FFS should be deleted.
Proposal 4: Remove the Editor’s note on the NR RLF reporting to LTE.
It was agreed that the LTE RLF Report can be reported to the NR node and transferred to the LTE node. The detailed design to report NR or LTE RLF report in NR can refer to the SON/MDT running CR [1],
[bookmark: _Hlk23316213]RLF-Report-r16 ::=					CHOICE {
	nr-RLF-Report-r16 						SEQUENCE {
	……
	},
	eutra-RLF-Report-r16					SEQUENCE {
		failedPCellId-EUTRA						CGI-InfoEUTRALogging,
		measResult-RLF-Report-EUTRA-r16					OCTET STRING
	}
}

	measResult-RLF-Report-EUTRA
Includes the E-UTRA RLF-Report-r9 IE as specified in TS 36.331 [10].



Therefore, for the NR UE RLF Report Container included in the UE RLF Report Container, it should refer to the IE nr-RLF-Report-r16 reported in the NR. 
For the LTE UE RLF Report Container included in the UE RLF Report Container, it should refer to the LTE UE RLF Report Container reported in the NR. That is the IE measResult-RLF-Report-EUTRA-r16, which includes the E-UTRA RLF-Report-r9 IE as specified in TS 36.331.
Proposal 5: The NR UE RLF Report Container refers to the IE nr-RLF-Report-r16 contained in the UE Information Response message defined in NR.
Proposal 6b: The LTE UE RLF Report Container refers to the IE RLF-Report-r9 contained in the UE Information Response message defined in LTE.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
Based on the discussion in this paper, we propose the following:
Observation: For LTE RLF report reported in NR, the gNB will wrongly forward it to the target eNB in case of HOF.
Proposal 1: For LTE reporting in NR, UE should provide the PCell in which RLF is detected or the source PCell of the failed handover.
Proposal 2: An LS to RAN2 is provided in Annex 2.
Proposal 3: Introduce Failure indication containing at least the LTE RLF report as a choice for Inter-system SON Information Report.
Proposal 4: Remove the Editor’s note on the NR RLF reporting to LTE.
Proposal 5: The NR UE RLF Report Container refers to the IE nr-RLF-Report-r16 contained in the UE Information Response message defined in NR.
Proposal 6: The LTE UE RLF Report Container refers to the IE RLF-Report-r9 contained in the UE Information Response message defined in LTE.
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Annex 1 – TP
[bookmark: _Toc14165662]Start of the first change
[bookmark: _Toc14165667]8.8.2	Downlink RAN Configuration Transfer
[bookmark: _Toc14165668]8.8.2.1	General
The purpose of the Downlink RAN Configuration Transfer procedure is to transfer RAN configuration information from the AMF to the NG-RAN node. This procedure uses non-UE associated signalling.
[bookmark: _Toc14165669]8.8.2.2	Successful Operation


Figure 8.8.2.2-1: Downlink RAN configuration transfer
The procedure is initiated with an DOWNLINK RAN CONFIGURATION TRANSFER message sent from the AMF to the NG-RAN node.
If the NG-RAN node receives, in the SON Configuration Transfer IE or in the EN-DC SON Configuration Transfer IE, the SON Information IE containing the SON Information Request IE, it may transfer back the requested information either towards the NG-RAN node indicated in the Source RAN Node ID IE of the SON Configuration Transfer IE or towards an eNB indicated in the Source eNB-ID IE of the EN-DC SON Configuration Transfer IE by initiating the Uplink RAN Configuration Transfer procedure.
[bookmark: _Hlk489552232]If the NG-RAN node receives, in the SON Configuration Transfer IE, the Xn TNL Configuration Info IE containing the Xn Extended Transport Layer Addresses IE, it may use it as part of its ACL functionality configuration actions, if such ACL functionality is deployed.
If the NG-RAN node receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Reply IE including the Xn TNL Configuration Info IE as an answer to a former request, it may use it to initiate the Xn TNL establishment.
In case the IP-Sec Transport Layer Address IE is present and the GTP Transport Layer Addresses IE within the Xn Extended Transport Layer Addresses IE is not empty, GTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel endpoint given in the IP-Sec Transport Layer Address IE.
In case the IP-Sec Transport Layer Address IE is not present, GTP traffic is terminated at the endpoints given by the list of addresses in the Xn GTP Transport Layer Addresses IE within the Xn Extended Transport Layer Addresses IE.
In case the Xn GTP Transport Layer Addresses IE is empty and the IP-Sec Transport Layer Address IE is present, SCTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel endpoint given in the IP-Sec Transport Layer Address IE, within the Xn Extended Transport Layer Addresses IE.
In case the Xn SCTP Transport Layer Addresses IE is present and the IP-Sec Transport Layer Address IE is also present, the concerned SCTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel endpoint given in this IP-Sec Transport Layer Address IE, within the Xn Extended Transport Layer Addresses IE.
If the NG-RAN node is configured to use one IPsec tunnel for all NG and Xn traffic (IPsec star topology) then the traffic to the peer NG-RAN node shall be routed through this IPsec tunnel and the IP-Sec Transport Layer Address IE shall be ignored.
If the NG-RAN node receives the SON Information IE containing the SON Information Report IE it may use it as specified in TS 38.300 [8].
If the NG-RAN node receives the Inter-system SON Information IE containing the Inter-System SON Information Report IE it may use it as specified in TS 38.300 [8].

If the NG-RAN node is configured to use one IPsec tunnel for all NG and Xn traffic (IPsec star topology) then the traffic to the peer NG-RAN node shall be routed through this IPsec tunnel and the IP-Sec Transport Layer Address IE shall be ignored.
Start of next change
9.3.3.Y2	Inter-system SON Information Report
This IE contains the configuration information to be transferred.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE SON Information Report 
	M
	
	
	

	>HO Report Information
	
	
	
	

	>> Inter-system HO Report
	M
	
	9.3.3.Y5
	

	>Failure Indication Information
	
	
	
	

	>>Inter-system Failure Indication
	M
	
	9.3.3.Y3a
	



9.3.3.Y3	Failure Indication 
This IE contains the failure indication to be transferred.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE RLF Report Container
	O
	
	9.3.3.Z1
	


9.3.3.Y3a	Inter-system Failure Indication 
This IE contains the failure indication to be transferred.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE RLF Report Container
	O
	
	9.3.3.Z1
	Only contains the LTE RLF report in this version of the specification.




9.3.3.Y5	Inter-system HO Report 
This IE contains the inter-system HO report to be transferred.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Handover Report Type
	M
	
	
	

	>Too early Inter-system HO 
	
	
	
	

	>>Source cell ID
	M
	
	E-UTRA CGI
9.3.1.9
	CGI of the source cell for the HO. 

	>>Failure cell ID
	M
	
	NG-RAN CGI 9.3.1.73
	CGI of the target cell for the HO.

	>>UE RLF Report Container
	O
	
	9.3.3.Z1
	

	>Inter-system Unnecessary HO
	
	
	
	

	>>Source cell CGI
	M
	
	NG-RAN CGI 9.3.1.73
	Source NR cell in NG-RAN

	>>Target cell CGI
	M
	
	E-UTRA CGI
9.3.1.9
	Target cell in E-UTRAN

	>>Early IRAT HO
	M
	
	ENUMERATED (true, false, ...)
	Is set to “true” if the measurement period expired due to an inter-RAT handover towards NR executed within the configured measurement duration and otherwise set to “false”

	>>Candidate Cell List
	
	1
	
	

	>>> Candidate Cell List Item
	
	1 .. <maxnoofCandidateCells>
	
	

	>>>>CHOICE Candidate Cell Type
	M
	
	
	

	>>>>> Candidate CGI
	
	
	
	

	>>>>>>Candidate Cell ID
	M
	
	NR CGI
9.3.1.7
	This IE contains an NR CGI.

	>>>>>Candidate PCI
	
	
	
	

	>>>>>>Candidate PCI
	M
	
	INTEGER (0..1007, …)
	This IE includes the NR Physical Cell Identifier of detected cells not included in the Candidate Cell List IE and for which an NR CGI could not be derived.

	>>>>>>Candidate NR ARFCN
	M
	
	INTEGER (0.. maxNARFCN)
	RF Reference Frequency as defined in TS 38.104 [r2], section 5.4.2.1. The frequency provided in this IE identifies the absolute frequency position of the reference resource block (Common RB 0) of the carrier. Its lowest subcarrier is also known as Point A.



	Range bound
	Explanation

	maxnoofCandidateCells
	Maximum no. of candidate cells.

	maxNARFCN
	Maximum value of NR carrier frequency, defined in TS 38.331 [18]



9.3.3.Z1	UE RLF Report Container
This IE contains the RLF Report to be transferred.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE RLF type
	M
	
	
	

	>NR
	
	
	
	

	>>NR UE RLF Report Container
	M
	
	OCTET STRING
	nr-RLF -Report-r16 IE contained in the UEInformationResponse message defined in TS 38.331 [18].

	>LTE
	
	
	
	

	>>LTE UE RLF Report Container
	M
	
	OCTET STRING
	 RLF-Report-r9 IE contained in the UEInformationResponse message defined in TS 36.331 [21].



Start of next change

TooearlyIntersystemHO::= SEQUENCE {
	sourcecellID			EUTRA-CGI,
	failurecellID			NGRAN-CGI,
	uERLFReportContainer	UERLFReportContainer		OPTIONAL,
	iE-Extensions			ProtocolExtensionContainer { { TooearlyIntersystemHO-ExtIEs} }			OPTIONAL
}
TooearlyIntersystemHO-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {
	...
}
<-- unchenged text omtitted -->
IntersystemSONInformationReport::= CHOICE {
	hOReportInformation				InterSystemHOReport,
	failureIndicationInformation	InterSystemFailureIndication,
	choice-Extensions		ProtocolIE-SingleContainer { { IntersystemSONInformationReport-ExtIEs} }
}
IntersystemSONInformationReport-ExtIEs NGAP-PROTOCOL-IES ::= {
	...
}

InterSystemFailureIndication ::= SEQUENCE {
	InterSystemFailureIndication		UERLFReportContainer,
	iE-Extensions			ProtocolExtensionContainer { { InterSystemFailureIndication -ExtIEs} }			OPTIONAL
}
InterSystemFailureIndication-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {
	...
}
End of the last change
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1. Overall Description:
RAN3 considered the agreement from RAN2 to support LTE RLF report reported in NR for Mobility Robustness Optimization.
[bookmark: _GoBack]The failedPCellId-EUTRA is included in the RLF report and defined as follows: This field is used to indicate the PCell in which RLF is detected or the target PCell of the failed handover in an E-UTRA RLF report. The MRO mechanism however forwards the information to the source cell of the failed handover in order to perform root cause analysis. 
Therefore RAN3 would like to request RAN2 to:
1) Provide the CGI of the source cell of a failed handover. 
2) The TAC for this cell is also needed. Correspondingly, this will be forwarded across NG and S1.

RAN3 would like to ask RAN2 to capture the above RAN3 agreements.

2. Actions:

To RAN2:
ACTION: RAN3 respectfully asks RAN2 to take the above into account and to update their corresponding specifications. 

3. Date of Next TSG-RAN2 Meetings:
TSG-RAN3 Meeting #108	    	        1st- 12th     Jun 2020	     
TSG-RAN3 Meeting #109         	   24th-28th     Aug 2020               
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