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1 Introduction
In the present paper we provide some thoughts on how to resolve the W1 port number allocation issue.
2 Discussion
2.1 Options proposed so far

The issue of new port number allocation for the W1 interface has been discussed at length, and we do not intend to repeat previous arguments in this paper. In summary, it appears unlikely that IANA will allocate a new port number for the W1 interface. Furthermore, as RAN3 is likely to introduce new interfaces in the future (e.g. the equivalent of E1 for E-UTRAN), if the problem is not resolved now it will come back later.
Observation 1: sooner or later, RAN3 will have to make a decision on the port allocation issue.
To recap, the following options have been proposed so far:

	
	Option
	Notes

	1
	Proceed with the request to IANA
	1. Not clear if the request will be granted

2. Not clear when the final answer will be received

3. Not clear what to do in the future for new interfaces

	2
	Adopt DNS-based port discovery procedure
	1. Future proof

2. There is a cost in terms of deployment and implementation

	3
	Re-use an existing (presumably un-used) port in the User Port range (1024-49151)
	1. Easy solution

2. Violates IANA guidelines and IETF specs

	4
	“Self-allocate” a port in the Dynamic Port range (49152-65535)
	1. Easy solution

2. Violates IANA guidelines and IETF specs 

	5
	OAM
	3. Some extra burden on OAM


Some additional clarifications related to the options listed above:

2.1.1 DNS-based port discovery (option 2)

Some companies raised the issue with the DNS-based port discovery approach, that would require deployment of an additional network node in RAN. While that is generally true, the impact can be mitigated e.g. if CU assumes the role of DNS proxy (between RAN and DNS in the core network). 

2.1.2 Reusing a port in the User Port range (option 3)

IETF RFC 6335 [2] defines three port ranges:

   o  the System Ports, also known as the Well Known Ports, from 0-1023

      (assigned by IANA)

   o  the User Ports, also known as the Registered Ports, from 1024-

      49151 (assigned by IANA)

   o  the Dynamic Ports, also known as the Private or Ephemeral Ports,

      from 49152-65535 (never assigned)

Regarding the User Ports, it musty be noted that many of the ports assigned appear to be unused. Nevertheless, formally re-using one of these ports would violate IETF specifications as the ports are assigned to a specific application. 

2.1.3 “Self-allocating” a port in the Dynamic Port range (option 4)

Regarding the Dynamic Ports, while any application is free to use, IETF RFC 6335 [2] states:

      On the other hand, application software MUST NOT

      assume that a specific port number in the Dynamic Ports range will

      always be available for communication at all times, and a port

      number in that range hence MUST NOT be used as a service

      identifier.

2.1.4 OAM (option 5)

One issue with the OAM solution is that in some deployments DUs and CUs may not share the same OAM system (however, in reality, it is difficult to imagine that there would be no coordination at all between these systems).

Perhaps an email discussion to collect views on the options is warranted. 

Proposal 1: to have an email discussion to select one of the options listed above to resolve the port allocation issue.
2.2 New proposal

As we mentioned above, all the proposals currently on the table are suboptimal. We would therefore like to propose a new potential solution. 

Here we point out that the situation with RAN3 protocols and their port numbers is slightly different, compared to the generic usage of TCP/UDP port numbers in the Internet and even in corporate intranets. While it is extremely convenient to have a well-known port number assigned to a particular RAN protocol, its usage is somewhat different compared to most other cases. That is because, unlike pretty much all other cases, RAN protocols are implemented on a dedicated node (or dedicated VMs) and share the network node (or the VM) with very limited number of other network services. Furthermore, RAN is a closed network, and it should not expect connections from outside world (in fact, if such connections are possible, that would constitute a security issue).
This is somewhat analogous to the situation with private internets and IP address ranges (192.168.0.0/16 and 10.0.0.0/8) RFC 1918 [2] – while these IP addresses do uniquely identify a host in a given network, many [private] networks can share these IP ranges. Perhaps a similar solution can be envisioned for IP addresses, that is – IANA could allocate a range of “private” IP ports, which would be uniquely self-assigned to particular applications in particular private intranet (e.g. RAN), but otherwise could be shared with other private intranets and their specific applications. 
Observation 2: the usage of TCP/UDP port numbers in RAN is somewhat analogous to the usage of intranet IP addresses (in 192.168.0.0/16 and 10.0.0.0/8 ranges).
Perhaps RAN3 can request IANA to consider allocating a range of port numbers, to be used on intranets, in a way similar how IP addresses are allocated for private intranets (RFC 1918).

Proposal 2: RAN3 to request IANA to consider allocating a range of port numbers, to be used on intranets, in a way similar how IP addresses are allocated for private intranets (RFC 1918).

3 Conclusion

In the present contribution we make the following observations:

Observation 1: sooner or later, RAN3 will have to make a decision on the port allocation issue.

Observation 2: the usage of TCP/UDP port numbers in RAN is somewhat analogous to the usage of intranet IP addresses (in 192.168.0.0/16 and 10.0.0.0/8 ranges).

Based on the discussion in the present contribution and the observations above we propose: 

Proposal 1: to have an email discussion to select one of the options listed above to resolve the port allocation issue.

Proposal 2: RAN3 to request IANA to consider allocating a range of port numbers, to be used on intranets, in a way similar how IP addresses are allocated for private intranets (RFC 1918).
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