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1. Introduction
The intention of this paper is to collect company views to further support the NPN over F1.
CB: # 79_Email079-NPN_F1
-  Over F1, additions to the agreements achieved at RAN3#105 for non-UE associated signaling are not necessary; add the selected NID at UE context setup; add a list of allowed CAG IDs at UE context setup? (Nok), (ZTE)
- additional details (ZTE), (CT)
- Impacts in F1 should include augmented (CAG/NID) Served Cell Information (DU to CU), indication of no support for given SNPN (CU to DU) and SNPN addition to UAC Assistance Information; Impacts to E1 should include: adding serving SNPN to bearer context and enabling the gNB-CU-UP to declare a list of supported SNPNs; No changes required for dual connectivity support apart from those already covered by the baseline CR? (QC)
- use CHOICE? Other details? (HW, CT)
- Upgrade the Served Cell Information IE in F1AP along Xn decisions; Close the open item on HRN concluding that there is no F1AP impact stemming from the HRN; F1 open item on “cell reserved for xx use” is also part of the discussion on self-configuration aspects. As this is dependent on RAN2 progress on the SIB1 design, it is proposed to keep this item open; no NPN related impact on F1-C UE dedicated signaling; UAC related aspects for SNPN need to wait for RAN2 results? (E///)
- if agreeable, revise/merge as needed
(HW)
Summary of offline disc R3-201173
Note that last RAN3#105 meeting made the following agreements for stand-alone NPN (SNPN) and public network integrated NPN (PNI-NPN) respectively. 
SNPN
Over F1, exchange list of supported (PLMN ID, NID)s between DU and CU: DU configured [PLMN ID, NID] to CU, CU matching [PLMN ID, NID] received from 5GC and sending result to DU.
PNI-NPN
All CAG information configured in DU;
Over F1, need to signal cell supported list of CAG IDs from DU to CU

[bookmark: OLE_LINK2][bookmark: OLE_LINK1]2. Discussion
2.1 General issues
2.1.1 NPN structure in served cell information
Last RAN3#106 meeting agreed the following working assumption, which was captured into the Xn/NG BL CR. 
· WA: introduce a CHOICE structure for CAG and SNPN (where applicable); further details to be refined
Then as proposed in [5,7,9], the same CHOICE structure can be used for F1 interface as well. Further for RAN sharing case, the NPN Support Information should be added in the Extended Served PLMNs List IE. 
Question: Do company agree that the CHOICE structure should applied to F1AP, and the NPN support Information should be added in the Extended Served PLMNs List IE for RAN sharing scenario?
Company views for above issue:
	Company
	Yes/No
	Comments

	Huawei
	Yes
	The Choice structure can be aligned with all possible interfaces. 
And the NPN support Information should be added in the Extended Served PLMNs List IE. 

	Nokia
	Yes
	The CHOICE structure can be aligned across interfaces. 

	ZTE
	Yes
	It is befit to introduce such NPN choice structure for all possible interfaces , and the NPN support Information should also be added in the Extended Served PLMNs List IE .

	Qualcomm
	Maybe
	We should be careful as the reason for having a choice is quite different in different interfaces and procedures, so it is not a principle to be used without checking.
We assume this is in the context of setup / config update (cell configuration). In general this should mirror Xn (and RRC), right now we understand that a logical cell cannot simultaneously support SNPNs and PNI-NPNs, so in that sense a choice seems ok. 

	Ericsson
	Yes
	



There are two options to include the NPN Support Information in the Served Cell Information for F1AP specification, where the Annex provides the detailed examples. 
· Option A: at the same level as existing PLMN Identity IE, similar to NGAP BL CR, as proposed in [5, 7]
· Option B: Same as the structure in XnAP BL CR, as the proposed in [9]
Question: Which option is preferred to add the NPN support information under the Served Cell Information?
Company views for the above question:
	Company
	Option A or Option B
	Comments

	Huawei
	A
	Option A doesn’t need to add additional PLMN IDs in the NPN support information, thus with low signalling overhead. And there is no ASN.1 extension issue while for which the XnAP specification has. 

	Nokia
	B
	Although Option B incurs some level of redundant information, it has benefit of simplifying network sharing operation. 

	ZTE
	A
	It’s reasonable that the NPN Support Information is at the same level as the Slice Support Information. In addition, it’s unnecessary to define the PLMN Identity as it has been existing in the option A, which reduces the singalling overhead.

	Ericsson
	B
	We thought this is straight forward, given other interfaces, SIB1 etc, but it seems that the CR in [9] needs to be updated along the slicing related comments.

	Ericsson (cont’d)
	?
	I guess we need to have a more general discussion on slice configuration for NPNs.
· For PNI-NPNs, 
· we assume that the slice configuration is “inherited” from the per TAI configuration, so there is nothing specific to be done. 
· Wrt F1 (equivalent consequences for Xn, NG and E1) this means, that both approaches, A and B (as in the summary paper) work
· For SNPNs
· One could assume that in principle it should be possible to configure different slices per SNPN operator which is identified PLMN ID+NID combination
· Current RRC broadcast signalling (latest RRC BL CR) foresees the possibility to signal a common PLMN ID and a list of NIDs. Our understanding is that each combination of this common PLMN ID with on of the NIDs constitute an SNPN ID on its own.
· In 720 (option A in the summary paper) however, it is only possible to indicate slice information per the SNPN IDs that are associated with the same Cell ID.
· We could assume, that the structure in e.g. the Served PLMNs IE should deviate from the structure in NR RRC, so that a per SNPN ID slice configuration is possible but ...
· Slices are defined on a per TAI bases, and we have no indication that the TAI was re-defined for SNPNs to also contain a NID nor do we see in 23.501 any description that even w/o re-defining TAIs for SNPNs a per SNPN/TAI slice configuration is assumed
· Even if for us, in RAN3 it appears, that a per SNPN/TAI slice configuration makes sense, we suggest to first consult SA2 on that.
· For F1AP, this means, that we cannot decide at this meeting in which direction to go.
· But there are also aspects on the other interfaces to follow up on this discussion
A draft LS is being prepared in R3-201286



2.1.2 Human-readable network name
There are several proposals to include the human-readable network name (HRNN) configured at the DU, should be signalled to the CU.
Note that last RAN2#107 meeting agreed that: 
If HRNN are broadcast then the HRNN should a be broadcasted in a separate SIB (i.e. different from SIB1).
Also in the premeeting email discussion, RAN2 makes the pending agreements to define SIB10 in [R2-2001675].
· HRNN should be associated with the network IDs implicitly by broadcasting the same amount of HRNN elements as the number of CAGs and NIDs in SIB1 and these elements can also be absent. 
· The following ASN.1 can be taken as a baseline.
-- ASN1START
-- TAG-SIB10-STARTu 
SIB10 ::=                 SEQUENCE {
   humanReadableNameList   HumanReadableNameList   OPTIONAL,   -- Need R  
   lateNonCriticalExtension  OCTET STRING                            OPTIONAL,
    ...
}
HumanReadableNameList ::=     SEQUENCE (SIZE (1..maxNPN)) OF HumanReadableName
HumanReadableName ::=        SEQUENCE {
   humanReadableName        OCTET STRING(SIZE(1..maxHRNNLen)) OPTIONAL  -- Need R  
}

-- TAG-SIB10-STOP
-- ASN1STOP

Question: Should the Human Readable Name (possibly in SIB10 to be defined in RAN2) be indicated from the CU to the DU?
Company views for the above question:
	Company
	Yes/No
	Comments

	Huawei
	Yes
	Since the HRNN is not included in SIB1 but in Other SIB (e.g. SIB10), and configured in the gNB-DU, it should be provided to the gNB-CU to encoding.


	Nokia
	No
	Not from CU to DU. 
The Human Readable Name and its new corresponding SIB to be defined in RAN2 should be owned/configured/encoded in gNB-DU as it is directly related to SIB1 and access control. Likewise, the information in the new SIB should align to that existing in SIB1. Thus, regardless of the “new” SIB defined as Other-SI, it should be taken care in gNB-DU.
Regarding how to treat this new SIB in case of on-demand SI via Msg3. This new SIB, as well as other SIBs owned by the gNB-DU (MIB, SIB1) can be provided from gNB-DU to gNB-CU via use of existing mechanism to deliver gNB DU System Information IE and introducing its contents (if configured) within that IE. 

	ZTE
	YES
	It is benefit to configure  the human-readable network of per NID/CAG ID into other SI. However the other SIB is configured by the gNB-CU, it is reasonable that the gNB-DU needs inform the human-readable network name of NIDs/CAGs to the gNB-CU.

	Ericsson
	No
	Same understanding as Nokia, this is DU owned. We anyhow need wait for this topic to progress outside RAN3.



2.1.3 Cause values
There are proposals to introduce multiple cause values, e.g., SNPN(s) not supported, PNI-NPN(s) not supported, “CAG Subscription Expiry”, and “CAG access only etc. 
Question: Do the exact causes need to be introduced over F1 interface?
Company views for the above question:
	Company
	Yes/No
	Comments

	Huawei
	Yes
	The exact values can indicate the exact failure reason for the proper handling at the receiver side. We understand this discussion and summary should be aligned with all potential interfaces. 

	Nokia
	No 
	Overall no need. 
Regarding new cause values intended to be used in non-ue associated procedures (such as F1 interface setup). In R3-200720 it is proposed to fail an F1 interface setup with cause values “SNPN(s) not supported” or “PNI-NPN(s) not supported” respectively. However, a misalignment between nodes within the gNB should not be the trigger to fail an F1 interface setup.
· gNB-DU can have multiple cells, in case of PNI-NPN, also multiple values per cell
· gNB-DU may (but is not mandated) to inform all the Served Cell Information immediately at F1 SETUP REQUEST. A gNB-DU can inform it afterwards via configuration update procedure. Thus, it should not be assumed that ALL configured cells at a gNB-DU are always available when the F1 interface request is received. Hence, the gNB-CU should not fail the interface setup on this basis either.
· Furthermore, matching of supporting NPN information also has implication with what is available at the gNB-CU-UPs within a gNB. 
· Given that gNB-CU(-CP) will be aware of the supported NPN information within the cells and gNB-CU-UPs, it is up to it to determine whether to activate a given cell over F1AP or not to do so. Nevertheless, the interface itself should not be failed on basis of a mismatch during F1 setup procedure.
· Furthermore, the mismatch in cell configuration and support at gNB-CU may not be a full mismatch across intra-gNB nodes. E.g., if CellA supports CAG-1, CAG-2, CAG-3, gNB-CU-CP supports CAG-3, and none of the gNB-CU-UPs supports other than CAG-2, CAG-3, it is evident that while CAG-1 and CAG-2 should not be used (as they are not supported across intra-gNB nodes), CAG-3 could still be used.
Therefore, we see two alternatives to handle the mismatch.
· Alt.1: No additional changes, gNB-CU(-CP) is aware of support of NPN in cells and gNB-CU-UPs and can determine whether to activate a cell or not. However, this has the disadvantage that gNB-DU is not made aware of the reason for not activating any given cell despite gNB-DU having already informed about it.
· Alt.2: Introduce a list of “Configured NPN Support” to indicate the supported identifiers, gNB-CU-CP should also ensure that identifiers which are not supported in any gNB-CU-UPs within the gNB are listed as configured. That is, only identifiers that are available across nodes should be listed. The list of “Configured NPN Support” should be possible to be provided in F1 SETUP RESPONSE, GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE, and GNB-CU CONFIGURATION UPDATE messages respectively. Based on this information, based on implementation, a gNB-DU can determine whether to modify its own Served Cell Information in order to align with the rest of the support at the gNB.
Regarding cause values targeting ue-associated procedures.
· "NID not served by the CU", should not be necessary, given that the expected behaviour is same as with the existing “PLMN not served by the CU”. Thus, no change is necessary.
· Cause values such as “Release due to only CAG cells is allowed”, “NID invalid”, “CAG invalid”. These all related to similar condition for the release and if introduced could be generalized and simplified into single cause. 
· “CAG Subscription Expiry”, should not be necessary, as such release could be considered part of the existing “Normal release”. Thus, no change I snecessary.

	ZTE
	Yes
	The cause values should be aligned across interfaces. 
For cause values in none UE associated message, some of the gNB-CU received NIDs and CAG IDs information of the cell configured in the gNB-DU via F1 SETUP REQUEST message or GNB-DU CONFIGURATION UPDATE message may not be recognized by the gNB-CU, mainly in the corner case of inconsistent or incorrect OAM configuration, the gNB-CU shall response with a F1 SETUP FAILURE with a cause value, i.e., NID not supported, CAG not supported.
For cause values in  UE associated message, if the CAG only UE is accessing the network via a non-CAG cell, the AMF shall reject the NAS request with a cause value “CAG access only”. And if the CAG ID received from the NG-RAN is not part of the UE's Allowed CAG list, the AMF shall reject the NAS request with a cause value “CAG ID invalid”.  Similarly, for SNPN, a cause value “NID invalid” should be introduced. Hence , it is necessary to add new F1 cause value i.e., “NID invalid”, “CAG ID invalid”, and “CAG access only”for the rejection of the UE access and the release of the UE context.
In addition, NPN subscription e.g. CAG assigned a certain period of time may be expired. After the UE connection is established, if the  UE becomes a non-member of the currently serving CAG, the AMF shall release the NAS signalling connection for the UE by triggering the AN release procedure. So, in this case, the cause value “CAG Subscription Expiry” shall be added for UE context release procedure.

	Ericsson
	???
	First we do the basic features, then we look at details like cause values, please.




2.2 SNPN Issues
2.2.1 Adding NID in UE context setup from CU to DU
There are several proposals to add the NID in the UE CONTEXT SETUP REQUEST message, following the same logic of the Serving PLMN IE from the CU to the DU.  
Question: Should the serving NID be indicated in the UE Context Setup message?
Company views for the above question:
	Company
	Yes/No
	Comments

	Huawei
	Yes
	This is helpful since different SNIDs may require different scheduling mechanism, following the same principle as the Serving PLMN IE. 

	Nokia
	Yes
	Seen as helpful to apply a different scheduling mechanism for different serving NIDs.

	ZTE
	Yes
	The NID needs to be provided to gNB-DU to identify the serving SNPN of the UE during the UE context setup procedure for some scheduling strategy at DU.

	Ericsson
	No
	“helpful” is not sufficient as argument to add NPN information in UE context signalling



2.2.2 Adding NID in UAC assistance information from CU to DU
There are also some proposals to include the NID in the UAC assistance information over F1. Note that in the premeeing email discussion, RAN2 makes a pending agreement in [R2-2001675]. 
· The UAC parameters of the SNPN should be configured per SNPN ID by reusing the uac-BarringInfo.

Question: Should the NID be indicated in the UAC assistance information?
Company views for the above question:
	Company
	Yes/No
	Comments

	Huawei
	Yes
	The SNPN specific unified access control should be supported, if RAN2 finally makes this agreement. 

	Nokia
	No
	Given that this is pending RAN2 agreement, introduction of changes in F1AP for this purpose should be placed on hold at this point.

	ZTE
	No
	FFS, pending to RAN2.

	Ericsson
	No
	Wait for discussions out RAN2 to converge



2.3 PNI-NPN Issues
2.3.1 Available CAG information in interface messages from CU to DU
There are some proposals to include the Available CAG information in interface messages from CU to DU following the same logic of SNPN e.g. due to the OAM configuration, or other specific situations. 
Question: Should the Available CAG information be indicated from the CU to the DU?
Company views for the above question:
	Company
	Yes/No
	Comments

	Huawei
	Yes
	This follows the same principle as SNPN, where the available SNPN information is provided for the OAM configuration, or other specific reasons. 

	Nokia
	Yes
	In principle yes. An alternative is to provide these via introduction of a list of “Configured NPN Support” to indicate the supported identifiers back to gNB-DU. The gNB-CU-CP should also ensure that identifiers which are not supported in any gNB-CU-UPs within the gNB are listed as configured. That is, only identifiers that are available across nodes should be listed. The list of “Configured NPN Support” should be possible to be provided in F1 SETUP RESPONSE, GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE, and GNB-CU CONFIGURATION UPDATE messages respectively.

	ZTE 
	Yes
	For network deployment point of view, in most cases, only partial NIDs/CAG IDs supported by the gNB-DU will be used, therefore the gNB-CU needs to inform the activated(used) NIDs/CAGs to the gNB-DU, then the gNB-DU shall only broadcast the activated(used) SNPNs/CAGs.

	Qualcomm
	No
	This is quite different from SNPN, where there may not be CN support. CAGs would be configured on a per-cell basis, and it is difficult to see what exactly determines that a CAG is not supported by a CU – given that it is supposed to be integrated in the public network, and used only for access.

	Ericsson
	No
	I thought we discussed this already ;-) But yes, it is the DU configuration that is passed down the CU



2.3.2 CAG information in UE context setup from CU to DU
There are also some proposals to include the selected/serving CAG ID, or the list of allowed CAG IDs in the UE Context Setup message. 
Question: Should the CAG information be indicated in the UE Context Setup from the CU to the DU?
Company views for the above question:
	Company
	Yes/No
	Comments

	Huawei
	No
	As specified by SA2 specification, the CAG ID is used only for access control, but not for e.g., RRM policy. This can be further studied in next release. 

	Nokia
	Yes
	Provision of a list of allowed CAG IDs can still serve gNB-DU in order to refine its scheduling decisions for certain CAG IDs, and hence considered beneficial.

	ZTE
	Yes
	The different selected(serving) CAG may require different RRM strategies or different KPI measurement at the gNB-DU, therefore, the gNB-CU shall provide the selected(serving) CAG ID to the gNB-DU during the UE context setup procedure.

	Qualcomm
	No
	This use case does not exist.

	Ericsson
	No
	We don’t see the use of it



2.4 others Issues
Companies are welcome to provide other issues, if any.
	Company
	Issues

	Ericsson
	As outlined in section 2.1.1, we should consult SA2 and other groups on slice availability in NPNs in general. There are no such statements provided in 23.501.
A draft LS is being prepared in R3-201286

	
	

	
	

	
	





[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
[bookmark: _Toc423020280]Taking the above comments into account, we could try to have a table summarizing the general situation so far as follows:
	　
	General issues
	For SNPN Issues
	For PNI-NPN Issues

	Issue 
	NPN structure in served cell information
	Human-readable network name be indicated from the CU to the DU
	Cause values
	Adding NID in UE context setup from CU to DU
	Adding NID in UAC assistance information from CU to DU
	Available CAG information in interface messages from CU to DU
	CAG information be indicated in the UE Context Setup from the CU to the DU

	
	Choice
	Concrete Tabular content (A or B)
	
	
	
	
	
	

	Company View
	Yes for all company
	2 for A, 1 for B
1 is FFS (related with other  group, and different between SNPN and PNI-NPN)
	2 for Yes, 2 for No
	2 for Yes, 2 for No
	3 for Yes, 1 for No
	1 for Yes, 3 for No.
	2 for Yes, 3 for No
	2 for Yes, 3 for No

	Suggested Way forward
	Go for CHOICE structure on F1AP, with NPN support Information be added in the Extended Served PLMNs List
	Leave it for now, discussion should be continued
	Leave it for now, discussion should be continued
	Not pursuit for now, discussion could be continued
	Suggested to add NID, with FFS in the TP for further check
	Not pursuit for now, discussion could be continued
	Leave it for now, discussion should be continued
	Leave it for now, discussion should be continued



It seems that no so many convergence for most of the issue, it is suggested to just go for agreement on the two items which are highlighted in yellow.
1. To use Choice structure (between SNPN and PNI-NPN) with NPN information in Served Cell Information IE
2. To add NID in the UE context setup message from CU to DU, with FFS
For network slicing a draft LS is provided in R3-201286.
For other issues, including consulting other group for the slice support in NPN, discussions would be continued.
For stage 2, it seems there should be no controversial issues here, so it is suggested to have some initial contents for 38.470 and 38.401, based on [2] and [10].
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5. Annex
Option A as described in [7]: 
[bookmark: _Toc29893032][bookmark: _Toc20955914]9.3.1.10	Served Cell Information
This IE contains cell configuration information of a cell in the gNB-DU.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	NR CGI
	M
	
	9.3.1.12
	
	-
	

	NR PCI
	M
	
	INTEGER (0..1007)
	Physical Cell ID
	-
	

	5GS TAC
	O
	
	9.3.1.29
	5GS Tracking Area Code
	-
	

	Configured EPS TAC
	O
	
	9.3.1.29a
	
	-
	

	Served PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs
	-
	

	>PLMN Identity
	M
	
	9.3.1.14
	
	-
	

	>NPN Support Information
	O
	
	9.3.1.x5
	Supported NPNs per PLMN.
	-
	

	>TAI Slice Support List
	O
	
	Slice Support List
9.3.1.37
	Supported S-NSSAIs per TA. 
	YES
	ignore

	CHOICE NR-Mode-Info 
	M
	
	
	
	-
	

	>FDD
	
	
	
	
	-
	

	>>FDD Info
	
	1
	
	
	-
	

	>>>UL FreqInfo
	M
	
	NR Frequency Info
9.3.1.17
	
	-
	

	>>>DL FreqInfo
	M
	
	NR Frequency Info
9.3.1.17
	
	-
	

	>>>UL Transmission Bandwidth
	M
	
	Transmission Bandwidth
9.3.1.15
	
	-
	

	>>>DL Transmission Bandwidth
	M
	
	Transmission Bandwidth
9.3.1.15
	
	-
	

	>TDD
	
	
	
	
	-
	

	>>TDD Info
	
	1
	
	
	-
	

	>>> NR FreqInfo
	M
	
	NR Frequency Info
9.3.1.17
	
	-
	

	>>> Transmission Bandwidth
	M
	
	Transmission Bandwidth
9.3.1.15
	
	-
	

	>>>Intended TDD DL-UL Configuration
	O
	
	9.3.1.89
	
	-
	

	Measurement Timing Configuration
	M
	
	OCTET STRING
	Contains the MeasurementTimingConfiguration inter-node message defined in TS 38.331 [8].
	-
	

	RANAC
	O
	
	RAN Area Code
9.3.1.57
	
	YES
	ignore

	Extended Served PLMNs List
	
	0..1
	
	This is included if more than 6 Served PLMNs is to be signalled.
	YES
	ignore

	>Extended Served PLMNs Item
	
	1 ..<maxnoofExtendedBPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.1.14
	
	-
	

	>>NPN Support Information
	O
	
	9.3.1.x5
	Supported NPNs per PLMN.
	-
	

	>>TAI Slice Support List
	O
	
	Slice Support List
9.3.1.37
	Supported S-NSSAIs per TA. 
	-
	

	Cell Direction
	O
	
	9.3.1.78
	
	YES
	ignore

	Cell Type 
	O
	
	9.3.1.87
	
	YES
	ignore

	Broadcast PLMN Identity Info List
	
	0..<maxnoofBPLMNsNR-1>
	
	This IE corresponds to the PLMN-IdentityInfoList IE in SIB1 as specified in TS 38.331 [8]. The PLMN Identities and associated information contained in this IE is provided in the same order as broadcast in SIB1.
	YES
	ignore

	>PLMN Identity List
	M
	
	Available PLMN List
9.3.1.65
	
	-
	

	>Extended PLMN Identity List
	O
	
	Extended Available PLMN List
9.3.1.76
	
	-
	

	>5GS-TAC
	O
	
	OCTET STRING (3)
	
	-
	

	>NR Cell Identity
	M
	
	BIT STRING (36)
	
	-
	

	>RANAC
	O
	
	RAN Area Code
9.3.1.57
	
	-
	

	Aggressor gNB Set ID
	O
	
	9.3.1.93
	This IE indicates the associated aggressor gNB Set ID of the cell
	YES
	ignore

	Victim gNB Set ID
	O
	
	9.3.1.93
	This IE indicates the associated Victim gNB Set ID of the cell
	YES
	ignore



Option B as described in [9]: 
9.3.1.10	Served Cell Information
This IE contains cell configuration information of a cell in the gNB-DU.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	NR CGI
	M
	
	9.3.1.12
	
	-
	

	NR PCI
	M
	
	INTEGER (0..1007)
	Physical Cell ID
	-
	

	5GS TAC
	O
	
	9.3.1.29
	5GS Tracking Area Code
	-
	

	Configured EPS TAC
	O
	
	9.3.1.29a
	
	-
	

	Served PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs
	-
	

	>PLMN Identity
	M
	
	9.3.1.14
	
	-
	

	>TAI Slice Support List
	O
	
	Slice Support List
9.3.1.37
	Supported S-NSSAIs per TA. 
	YES
	ignore

	CHOICE NR-Mode-Info 
	M
	
	
	
	-
	

	>FDD
	
	
	
	
	-
	

	>>FDD Info
	
	1
	
	
	-
	

	>>>UL FreqInfo
	M
	
	NR Frequency Info
9.3.1.17
	
	-
	

	>>>DL FreqInfo
	M
	
	NR Frequency Info
9.3.1.17
	
	-
	

	>>>UL Transmission Bandwidth
	M
	
	Transmission Bandwidth
9.3.1.15
	
	-
	

	>>>DL Transmission Bandwidth
	M
	
	Transmission Bandwidth
9.3.1.15
	
	-
	

	>TDD
	
	
	
	
	-
	

	>>TDD Info
	
	1
	
	
	-
	

	>>> NR FreqInfo
	M
	
	NR Frequency Info
9.3.1.17
	
	-
	

	>>> Transmission Bandwidth
	M
	
	Transmission Bandwidth
9.3.1.15
	
	-
	

	>>>Intended TDD DL-UL Configuration
	O
	
	9.3.1.89
	
	-
	

	Measurement Timing Configuration
	M
	
	OCTET STRING
	Contains the MeasurementTimingConfiguration inter-node message defined in TS 38.331 [8].
	-
	

	RANAC
	O
	
	RAN Area Code
9.3.1.57
	
	YES
	ignore

	Extended Served PLMNs List
	
	0..1
	
	This is included if more than 6 Served PLMNs is to be signalled.
	YES
	ignore

	>Extended Served PLMNs Item
	
	1 ..<maxnoofExtendedBPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.1.14
	
	-
	

	>>TAI Slice Support List
	O
	
	Slice Support List
9.3.1.37
	Supported S-NSSAIs per TA. 
	-
	

	Cell Direction
	O
	
	9.3.1.78
	
	YES
	ignore

	Cell Type 
	O
	
	9.3.1.87
	
	YES
	ignore

	Broadcast PLMN Identity Info List
	
	0..<maxnoofBPLMNsNR-1>
	
	This IE corresponds to the PLMN-IdentityInfoList IE in SIB1 as specified in TS 38.331 [8]. The PLMN Identities and associated information contained in this IE is provided in the same order as broadcast in SIB1.
	YES
	ignore

	>PLMN Identity List
	M
	
	Available PLMN List
9.3.1.65
	
	-
	

	>Extended PLMN Identity List
	O
	
	Extended Available PLMN List
9.3.1.76
	
	-
	

	>5GS-TAC
	O
	
	OCTET STRING (3)
	
	-
	

	>NR Cell Identity
	M
	
	BIT STRING (36)
	
	-
	

	>RANAC
	O
	
	RAN Area Code
9.3.1.57
	
	-
	

	>NPN Broadcast Information
	O
	
	9.3.1.x6
	
	YES
	reject

	Aggressor gNB Set ID
	O
	
	9.3.1.93
	This IE indicates the associated aggressor gNB Set ID of the cell
	YES
	ignore

	Victim gNB Set ID
	O
	
	9.3.1.93
	This IE indicates the associated Victim gNB Set ID of the cell
	YES
	ignore

	NPN Broadcast Information
	O
	
	9.3.1.x6
	
	YES
	reject
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