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1   Introduction
This is the summary of the following email discussion:

9.3.8 Others – DC Operation correction
	R3-200149
	Correction of DC Operation Mode (Nokia, Nokia Shanghai Bell, Orange)
	discussion

discuss how to inform AMF when an NG-RAN node operates in NSA mode only

sol1: OAM

sol2: indication in NG setup req

sol3: trial/error: “NG-RAN node is restricted to operate in NSA mode only” (e.g. cause value)

proposed CRs cover sol2

noted

SS: SA-only and NSA-only are possible?

Nok: yes, in which case no need for NG interface

HW: sol1 should not be ruled out

CATT: should not just “reject” UE

Nok: good question, hence the need for a solution; pure sol1 does not work, because it defeats the purpose of ANR 

CB: # 104_DCoperationCorrection

-  clarify scenario

- sol1 seems to negate ANR?

- is sol3 acceptable? Seems Trial/error only once per NG-RAN node?

- revise CRs if needed

(Nok)

Summary of offline disc R3-201245


2   Description 

Nokia explained that the issue is a follow-up on the discussion of last RAN3#106 where RAN3 concluded that NG-RAN nodes which work in SN-only mode shall still connect to AMF. The issue addressed at this RAN3#107 meeting is consequently how can AMF handle such nodes if it is not aware that they are SN-only?

During the online discussion, one company said we cannot exclude O&M solution 1.

Nokia explained that O&M puts the burden on operator’s back and is anyway not a good solution: this is because relying on O&M only means that the operator has to configure in advance which NG-RAN nodes will connect to an AMF in future working in SN-only mode. Therefore, the operator needs to feed the AMF(s) in advance with the NG-RAN nodes IDs or IP addresses of these NG-RAN nodes which will connect. This defeats the purpose of SON/ANR where NG self-configuration (NG setup) is based on bottom-up approach where the NG-RAN node is configured with the IP addresses of the AMF to connect to, and not the other way round. 

Another company suggested to use solution 3 with specific cause value. It was clarified that in this solution 3 the AMF would learn in a kind of try and failure mode. This was not excluded.
The position of companies was captured below:

Question 1: which solution do you prefer between solution 1 (O&M), solution 2 (NG setup) solution 3 (try and failure)? 

	Company
	answer
	Detailed answer

	Nokia 
	Solution 2
	Seems the cleanest solution. This respects the basic SON dynamic setup principle and allows automatic updates when configurations change. This also offers better longer-term solution and is less prone to errors. 

	Samsung
	Not sure 
	trying to understand the scenario. Let’s assume there is “NSA only” node. This node is connected to CN via NG, and also broadcast same SIB in Uu as the “SA only” node, this node can not forbid idle UE to camp on. Then it becomes “both SA and NSA” node? Not sure about NSA only concept in NR.


	ZTE
	Not sure
	Maybe solution1 is also fine, we need some time to think about it.

	
	
	

	
	
	


3   Conclusion and proposal

Proposal: . 
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