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1
Introduction

During last RAN3 meetings, the handover preparation for DAPS HO (previously known as make-before-break HO) was discussed. The following points are still to be concluded:

· Fallback mechanism

· Per-DRB DAPS handover

The per-DRB DAPS handover was agreed by RAN2, after RAN3 asked for its feasibily.

A fallback mechanism in case the target node does not accept DAPS HO was proposed in [1]. The following Editor’s note was added to the BL CRs:

Editor’s note: FFS if the source node may signal a proposed fallback mechanism in the request and if the target node may explicitely signal the chosen fallback mechanism in the response.
This contribution is discussing these 2 points, and in addition looks at the backward compatibility issue in case the target node does not support DAPS HO (e.g. a rel-15 node).
2
Discussion

2.1 Fallback mechanism

If no fallback mechanism is agreed, the default behaviour in case the target node rejects the DAPS HO request is described below:

· Target node sends a HANDOVER PREPARATION FAILURE message in response to the HANDOVER REQUEST message

· The source node does not know that the handover was rejected because of the DAPS HO request

· The source node will start a new Handover Preparation procedure for a new (i.e. different) cell

This may result in additional delay for the UE to be handed over (i.e. at least multiplied by 2), which is not desirable for UEs which need 0ms data interruption (e.g. URLLC UEs). In addition, the source node will probably start the new handover procedure to another cell, which will not be the best candidate for the UE (i.e. it will be the second-best choice, which may not exist).

Observation 1: There is no fallback mechanism defined for DAPS HO. It may delay the HO execution and lead to suboptimal HO or worst (i.e. HO failure)

During the previous discussion 2 questions were raised:

1. What would be the reason(s) for the target node to reject a DAPS handover while being able to accept a legacy handover?

2. If there is one or more reasons answering to the above question, does the source node need to know that the target node accept or not the DAPS handover?

It was clarified that these 2 questions need to be answered before RAN3 can conclude on the need of fallback mechanism.

Regarding the 1st question, one of the reasons is that the UE capabilities are not compatible with (source configuration + target configuration). During RAN2 discussion, the following agreements were made:

Agreements for both NR and LTE
1
If capability coordination is used, source and target cell configurations ensure UE capabilities are not exceeded (like now).
2
If UE capabilities are exceeded, UE behaviour is unspecified. 

3
FFS if we specify behaviour for specific capabilities (e.g. UL tx power) or fallback to legacy handover (given that UE doesn’t know whether network uses capability coordination). Will diucss these based on company contributions.

4
DAPS HO supports having RRC message(s) containing configuration from source cell and target cell. FFS whether this is done with 1 or 2 RRC messages.

Looking at agreement 1, it might not be possible for the target to find a suitable configuration for the UE in combination with the source configuration, when both legs are active at the same time (i.e. bands combination, source SCells, number of MIMO layers, modulation order, UL TX power, etc...). But if the UE does not have to support 2 configurations simultaneously (i.e. source + target), the target node will be able to find a suitable configuration, as in legacy handover. In that case it can be beneficial for a target node to reject the DAPS HO but to be able to support a legacy handover.

Regarding the 2nd question, the answer is yes, the source node needs to know if it must perform a legacy HO or a DAPS HO, for (at least) the following reasons:

· In case of DAPS HO, data forwarding is performed in a different way (e.g. PDCP SN assigned by the source and transferred via GTP-U extension header, while the source sends the same DL packets to the UE)

· Multiple SN STATUS TRANSFER are needed in case of DAPS HO

For all these reasons, it is beneficial to enhance the DAPS Information IE and the HANDOVER REQUEST ACKNOWLEDGE message with information on the DAPS HO and the possible fallback mechanisms, the fallback mechanisms being:

· Legacy HO
· Rel-14 MBB (for LTE)
The source node should be able to signal the desired fallback mechanism to the target node. The target node should then be able to accept or reject the DAPS HO request. In case of rejection, the target node may propose a fallback mechanism to the source node in the HANDOVER REQUEST ACKNOWLEDGE message. If the proposed fallback mechanism is different from the desired fallback mechanism signalled by the source node, the source node can accept the proposed fallback mechanism or reject it by cancelling the handover (i.e. with a HANDOVER CANCEL message).

Proposal 1: Source node to signal the desired fallback method to the target node in the HANDOVER REQUEST message

Proposal 2: Target node to signal if the DAPS HO was accepted or the proposed fallback mechanism in the HANDOVER REQUEST ACKNOWLEDGE message
This fallback mechanism would also solve the backward compatibility issue. Let’s take an example where the target node does not support DAPS HO, and where the source node sends a HANDOVER REQUEST including the DAPS indicator (there is no capability exchange over X2/Xn).The IE criticality being “ignore”, the receiving node will continue with the handover preparation, but without the DAPS properties (e.g. not inserting the DAPS signalling in the RRC message, not expecting multiple SN STATUS TRANSFER, etc...), which could lead to an handover failure (e.g. 2nd SN STATUS TRANSFER is rejected). There are 2 solutions to solve this issue:

1. Change criticality to reject

2. Add a DAPS response IE in the HANDOVER REQUEST ACKNOWLEDGE when DAPS HO is accepted

The solution 1 might be the simplest one, but it has the significant drawback that the receiving node will reject the HANDOVER REQUEST message, and delay the handover. Therefore, it is proposed to select solution 2, which is what the fallback mechanism discussed above is introducing.
Observation 2: The fallback mechanism will also solve the backward compatibility issue, when target node does not support DAPS HO
2.2 per-DRB DAPS indicator
During RAN2#108, the following agreements were made:

Agreements

1 Confirm working assumption on per-DRB DAPS.

2
DRB not configured for DAPS is handled same way as in legacy HO.

FFS how to handle the fallback to source cell when target cell fails.

There are 2 solutions to signal the per-DRB DAPS HO:
1. In RRC signalling

2. In X2/Xn signalling

RRC signalling over X2/Xn is enclosed in a transparent container. At least for the Handover Command contained in the HANDOVER REQUEST ACKNOWLEDGE, it should not be mandatory for the source node to decode it. The goal of this message is to be transferred to UE.

But it was discussed in the previous section that the source node needs to know if the target node accepted the DAPS HO or not. It means that if solution 1 above is selected, the acceptation of the DAPS HO shall also be introduced in the transparent container from target to source. Which will break the rule that source node shall not be compelled to decode the Handover Command. Therefore, it is proposed to select option 2 above and add the DAPS indicator in the DRB structure of the X2/Xn HANDOVER REQUEST message.

Proposal 3: add the DAPS indicator in the DRB structure of the X2/Xn HANDOVER REQUEST message
For LTE, the 1-to-1 mapping between E-RABs and DRBs gives only one possible location in the signalling i.e. in the E-RABs To Be Setup Item IE.
Proposal 4: add the DAPS indicator in the E-RABs To Be Setup Item IE for X2
For NR, there are 3 possibilities:

1. At PDU Session level (i.e. in the PDU Session Resources To Be Setup Item IE)
2. At QoS Flow level (i.e. in the QoS Flows To Be Setup Item IE)
3. In the data-forwarding signalling, at DRB level (i.e. in the DRBs to QoS Flow Mapping Item IE included in the Data Forwarding and Offloading Info from source NG-RAN node IE)
Regarding solution 1, more than 1 DRB can be matched to a PDU Session, which means that if at least 1 DRB is a DAPS DRB, the target node will have to apply DAPS mechanisms to all the DRBs supporting this PDU Session. Regarding solution 2, more than 1 QoS Flow can be matched to 1 DRB, which means that if at least 1 QoS Flow is a DAPS QoS Flow, the target node will have to apply DAPS mechanisms to all the QoS Flows supported by this DRB. Regarding solution 3, the DRBs to QoS Flow Mapping Item IE is optional, but shall be included, and followed by the target node, in case of lossless handover (see stage-2), which is the case of DAPS HO. Solution 3 uses per-DRB signalling, which is aligned with the RAN2 agreement. Therefore, it is proposed to add the DAPS indicator in the Data Forwarding and Offloading Info from source NG-RAN node IE.
Proposal 5: add the DAPS indicator in the Data Forwarding and Offloading Info from source NG-RAN node IE for Xn
3
Conclusion

In this contribution the DAPS HO (previously known as make-before-break HO, RUDI or non-split bearer solution) has been studied, and the following observations and proposals have been discussed:

Observation 1: There is no fallback mechanism defined for DAPS HO. It may delay the HO execution and lead to suboptimal HO or worst (i.e. HO failure)
Proposal 1: Source node to signal the desired fallback method to the target node in the HANDOVER REQUEST message

Proposal 2: Target node to signal if the DAPS HO was accepted or the proposed fallback mechanism in the HANDOVER REQUEST ACKNOWLEDGE message
Observation 2: The fallback mechanism will also solve the backward compatibility issue, when target node does not support DAPS HO

Proposal 3: add the DAPS indicator in the DRB structure of the X2/Xn HANDOVER REQUEST message
Proposal 4: add the DAPS indicator in the E-RABs To Be Setup Item IE for X2
Proposal 5: add the DAPS indicator in the Data Forwarding and Offloading Info from source NG-RAN node IE for Xn

As a result, the following proposal is made:

Proposal 3: Agree the corresponding TPs for TS 36.423 and TS 38.423
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