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1
Introduction

There is still an open item on how to perform access control for PNI-NPN. RAN3 has received LSs from SA2 [1] with respective changes to stage 2 in [2] and [3], RAN2 [4] and SA3 [5]. An answer from CT1 is still pending.

Although it has been discussed at other places already, the agenda for RAN3#107 contains the open question whether the Initial UE Message would need to contain a selected CAG ID.

A final topic is whether, in case access control fails at the AMF, a new cause value is needed.
2
Discussion

2.1
Providing CAG ID from the UE to the network at connection establishment

As can be seen from the LSs  [1], [4] and [5], there is the common understanding, that the CAG ID does not need to be provided by the UE to the network at RRC connection establishment, neither via AS nor, if applicable, via NAS.

The common understanding in RAN3 corresponds to the view provided by SA2, RAN2 and SA3.

Observation 1:
There is a common understanding among involved groups that the CAG ID does not need to be provided by the UE to the network at connection establishment. Although the final decision is still pending CT1 answer, it can be assumed that this will be the final decision.
Proposal 2:
Close the open issue on Access Control at Initial UE message for PNI-NPN and remove any related FFSs from the BL CRs.
2.2
Providing a “selected” CAG ID within the Initial UE Message

There has been debates in RAN3 on that already in previous meetings, resulting in an LS to SA2, which was responded in [6].

The question was whether during mobility a “current” CAG ID needs to be maintained. SA2 answered, that the CAG Identifiers are used for access control only, there is therefore no need to maintain the CAG ID that was used for the initial access.
Proposal 3:
Close any open issues related to “selected CAG ID”, concluding that there such concept is not needed for PNI-NPNs.

2.3
On introducing a new cause value in case access control in the AMF fails

If access control fails, based on information provided on the supported CAG-IDs or SNPN-IDs in the cell where the UE performs access, the AMF would reject the access attempt by indicating the appropriate reason within a NAS message. This is specified in 23.501 §5.30.2.5 (SNPN) and §5.30.3.4 (PNI-NPN). In case of Intiial Access, there is no UE Context yet existing in the NG-RAN, therefore the RRC connection is released by time-out and not via explicit release on NG. No respective cause value is necessary.

Proposal 4:
There is no NGAP cause value necessary in case access control in the AMF fails.

3
Conclusion and Proposals
We have discussed the open issues in the agenda item for Access Control at Initial UE Message and observe and propose the following:
Observation 1:
There is a common understanding among involved groups that the CAG ID does not need to be provided by the UE to the network at connection establishment. Although the final decision is still pending CT1 answer, it can be assumed that this will be the final decision.

Proposal 2:
Close the open issue on Access Control at Initial UE message for PNI-NPN and remove any related FFSs from the BL CRs.

Proposal 3:
Close any open issues related to “selected CAG ID”, concluding that there such concept is not needed for PNI-NPNs.

Proposal 4:
There is no NGAP cause value necessary in case access control in the AMF fails.
It is also proposed to agree on the TP against the latest version of the NPN NGAP BL CR as shown in the Annex.
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Annex: [TP for NPN BL CR 38.413]
NOTE:
The changes are shown against the latest NPN BL CR 38.413 and highlighted
>>>> NEXT CHANGE <<<<
8.6.1
Initial UE Message

8.6.1.1
General

The Initial UE Message procedure is used when the NG-RAN node has received from the radio interface the first uplink NAS message transmitted on an RRC connection to be forwarded to an AMF. 

8.6.1.2
Successful Operation
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Figure 8.6.1.2-1: Initial UE message

The NG-RAN node initiates the procedure by sending an INITIAL UE MESSAGE message to the AMF. The NG-RAN node shall allocate a unique RAN UE NGAP ID to be used for the UE and the NG-RAN node shall include this identity in the INITIAL UE MESSAGE message. 

The NAS-PDU IE contains a UE – AMF message that is transferred without interpretation in the NG-RAN node.

In case of network sharing, the selected PLMN is indicated by the PLMN Identity IE within the TAI IE included in the INITIAL UE MESSAGE message.

When the NG-RAN node has received from the radio interface the 5G-S-TMSI IE, it shall include it in the INITIAL UE MESSAGE message.
If the AMF Set ID IE is included in the INITIAL UE MESSAGE message this indicates that the message is a rerouted message and the AMF shall, if supported, use the IE as described in TS 23.502 [10].

If the UE Context Request IE is included in the INITIAL UE MESSAGE message the AMF shall trigger an Initial Context Setup procedure towards the NG-RAN node.

If the Allowed NSSAI IE is included in the INITIAL UE MESSAGE message the AMF shall use the IE as defined in TS 23.502 [10].

If the Source to Target AMF Information Reroute IE is included in the INITIAL UE MESSAGE message the AMF shall use the IE as defined in TS 23.502 [10].
If the NPN Access Information IE included in the INITIAL UE MESSAGE message, the AMF shall, if supported, consider that the included PNI-NPN related information is associated to cell via which the UE has sent the first NAS message and use the contained information as specified in TS 23.501 [9].

8.6.1.3
Abnormal Conditions

If the 5G-S-TMSI is not received by the AMF in the INITIAL UE MESSAGE message whereas expected, the AMF shall consider the procedure as failed.
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