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1   Introduction
In RAN3#106, RAN3 discussed whether to include the UE-selected CAG ID or the cell-supported CAG ID list in the Initial UE message. Eventually, RAN3 concluded the following [1]: 
WA: include cell-supported CAG ID list in the Initial UE Message over NG

In this contribution, we first review the outcome of the SA2 discussion on “sending CAG ID in NAS layer” and propose to turn the above RAN3 WA into a full agreement. Then, we discuss other issues on access control in NPN based on outcomes of RAN2#107 email discussions in [8] and [9]. 

TPs to BL CRs for TS 38.300 and TS 38.413 are provided in R3-200356 [11] and R3-200357 [12], respectively.
2   Discussion
2.1 on sending CAG ID to the network:

In RAN3#106, RAN3 discussed whether to send the UE selected CAG ID to the AMF in Initial UE message [1]:

PNI-NPN

need to add selected CAG ID to the Initial UE message? 

RAN3 reached a WA that the NG-RAN sends to the AMF the cell-supported CAG ID list instead of the UE selected CAG ID. This avoids the need to secure the UE selected CAG ID using NAS signaling [1]:

WA: include cell-supported CAG ID list in the Initial UE Message over NG

In SA2#136AH, SA2 discussed the Open Issue#1: Whether CAG ID is need in AS or NAS signaling or in neither of the two, based on the point of view in other groups, indicated in the LSs from RAN3 [2], RAN2 [3] and SA3 [4]: 
	[...] it is feasible from RAN3 point of view to perform initial access control without the UE providing any selected CAG ID to the network.
[…] From RAN WG2 point of view there is no requirement for CAG ID to be included in RRC signalling at RRC connection establishment […]

[…]. SA WG3 observe that RAN WG3's conclusion to perform initial access control without the UE providing any selected CAG ID to the network is beneficial from a security perspective as it allows SA WG3 to not pursue designing new security solutions for protecting CAG-ID. [...].


Eventually, SA2 agreed that there is no need to send the selected CAG ID to the network (neither in AS nor NAS signaling): 
	SA2 conditionally agreed (pending confirmation from CT1) the attached CRs clarifying that the UE does not send the CAG ID to the network, and the NG-RAN provides the list of supported CAG IDs to the AMF. The AMF uses the list of CAG IDs from the NG-RAN and the Allowed CAG list from the UE subscription (part of Mobility Restrictions) as to perform access control. 


Observation 1: according to LS from SA2, the AMF can verify whether the UE is allowed access to CAG cell by comparing the received cell-supported CAG ID list and the Allowed CAG list from the UE subscription.
Proposal 1: it is proposed that the UE selected CAG ID is not sent to the AMF neither included in the Initial UE message nor in NAS signaling.
Proposal 2: it is proposed that RAN3 change the RAN3#106 WA into a full agreement. That is, “include cell-supported CAG ID list in the Initial UE Message over NG”
2.2 On SNPN-only cell type
In RAN2#107 email discussion, RAN2 discussed the different cells types determined based on NPN access provided by the cell [8]:
	Type of cell based on provided NPN access 
	Description 

	PLMN-only cell
	Cell providing access only to PLMNs

	SNPN-only cell
	Cell providing access only to SNPNs

	CAG-only cell
	Cell providing access only to CAGs

	SNPN+PLMN cell
	Cell providing access to at least one SNPN and at least one PLMN, and to no CAGs

	CAG+PLMN cell
	Cell providing access to at least one CAG and at least one PLMN, and to no PLMNs

	SNPN+CAG cell
	Cell providing access to at least one SNPN and at least one CAG, and to no PLMNs

	SNPN+CAG+PLMN cell
	Cell providing access to at least one SNPN, at least one CAG and at least one PLMN

	SNPN cell
	Cell providing access to at least one SNPN

	CAG cell
	Cell providing access to at least one CAG


However, RAN3 agreements only introduced the CAG-only cell access but not yet the SNPN-only cell access, as listed below:
PNI-NPN

2. Indicate in the mobility restriction list the CAG-only indication per plmn (i.e. allowance of CAG UE to access non-CAG cells)

Proposal 3: it is proposed that RAN3 agree to 

· introduce the SNPN-only cell access type to RAN3 specifications.
· Indicate in the mobility restriction list the SNPN-only indication 

2.3 Total number of Network IDs per cell
RAN2 sent the reply LS on NID structure and length in R3-200085 [13], that indicates the following: 

RAN2 thanks CT4 for the LS on "NID structure and length". Regarding the agreed NID length of 52 bits, RAN2 would prefer if the NID length can be reduced to limit the amount of information that is broadcasted in SIB1. RAN2 has agreed to broadcast up to 12 NIDs in SIB1.
Hence, we propose the following: 

Proposal 4: it is proposed that RAN3 agree that the Maximum no. of CAGs supported by a cell is 12.
Proposal 5: it is proposed that RAN3 agree that the Maximum no. of NIDs supported by a cell is 12.

Proposal 6: it is proposed that RAN3 changes the “IE type and reference” of NID from “OCTET STRING (SIZE(7))” to “BIT STRING (SIZE(52))” in order to be in line with RAN2 specifications.
3   Conclusions:

The following are the observation and proposals in this document: 

Observation 1: according to LS from SA2, the AMF can verify whether the UE is allowed access to CAG cell by comparing the received cell-supported CAG ID list and the Allowed CAG list from the UE subscription.
Proposal 1: it is proposed that the UE selected CAG ID is not sent to the AMF neither included in the Initial UE message nor in NAS signaling.

Proposal 2: it is proposed that RAN3 change the RAN3#106 WA into a full agreement. That is, “include cell-supported CAG ID list in the Initial UE Message over NG”

Proposal 3: it is proposed that RAN3 agree to 

· introduce the SNPN-only cell access type to RAN3 specifications.
· Indicate in the mobility restriction list the SNPN-only indication

Proposal 4: it is proposed that RAN3 agree that the Maximum no. of CAGs supported by a cell is 12.

Proposal 5: it is proposed that RAN3 agree that the Maximum no. of NIDs supported by a cell is 12.

Proposal 6: it is proposed that RAN3 changes the “IE type and reference” of NID from “OCTET STRING (SIZE(7))” to “BIT STRING (SIZE(52))” in order to be in line with RAN2 specifications.

Proposal 7: RAN3 is kindly asked to agree the TPs to BL CRs 38.300 and 38.413 in R3-200357 [11] and R3-200358 [12], respectively.
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