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1. Introduction

This document discusses and summarizes the impacts of RACS in the NG-RAN and E-UTRAN specifications.
2. Discussion of impacts
2.1 General
At a high level, the following requirements for RACS can be distilled from stage 2 specification:

· Per-UE signalling of UE Radio Capability ID (to go with the UE context, including mobility procedures)

· Support for local RAN dictionary caching (RAN initiated query towards CN)

· Support for mutual detection of support for RACS (between CN and RAN, and between RAN nodes)

The following sections consider the resulting stage 3 impacts.

2.2 NGAP

In principle, the main procedural impacts derive directly from the above, and can be listed as below:
	NGAP message / procedure
	Comment

	Radio Capability Request
	This would be a new class 1 procedure, request / response. Request carries a UE Radio Capability ID, and response (if successful) carries a radio capability container. There should be an unsuccessful response message.

	INITIAL CONTEXT SETUP REQUEST
	New optional IE (UE Radio Capability ID)

	HANDOVER REQUEST
	New optional IE (UE Radio Capability ID)

	PATH SWITCH REQUEST ACKNOWLEDGMENT
	New optional IE (UE Radio Capability ID)

Note: enables handling of non-RACS supporting RAN nodes (i.e. loss of the ID information from mobility)

	UE CONTEXT MODIFICATION REQUEST
	New optional IE (UE Radio Capability ID)

Note: this is needed to update the RAN after NAS Configuration Update

	DOWNLINK NAS TRANSPORT
	New optional IE (UE Radio Capability ID)

Note: This could be useful in e.g. aiding redirection decisions, and generally in flows where no context is setup. 

	UE RADIO CAPABILITY CHECK REQUEST
	New optional IE (UE Radio Capability ID)

Note: AMF may just send the UE Radio Capability ID to a supporting node. 

	CONNECTION ESTABLISHMENT INDICATION
	New optional IE (UE Radio Capability ID)

Note: This message may be used for certain flows where there is no immediate DL NAS message, and it applies to eMTC


Proposal 1: Agree to add UE Radio Capability ID as optional IE in the messages above (highest level) and also add a procedure for enabling the RAN node to obtain the capability container (from the ID).

Mutual detection of support: 

According to TS 23.501, this should happen at interface setup. However, perhaps this is not strictly necessary as a supporting RAN node learns of CN support based on explicit signalling of UE Radio Capability ID and should in general be able to adapt to such signalling (i.e. whether UE Radio Capability ID or the capability container is included).
The reverse situation is however important because the AMF should not signal based on RACS to a non-supporting RAN node. A simple way to do this is to set the criticality to “reject” for UE Radio Capability ID in all the above (DL) messages.

Proposal 2: Set criticality to “reject” in all instances of UE Radio Capability ID in NGAP AMF ( NG-RAN node messages.

N2 Handover Support:

TS 23.502 specifies that the source-to-target transparent container carries the UE Radio Capability ID instead of the radio capabilities. This seems to assume homogeneous support at least within one PLMN, as it is stated that the action for inter-PLMN depends on local configuration. 
If non-homogenous support was to be considered, there seem to be at least three options:

A. Rely on configuration

B. 
Enable source to learn target support

C. 
Enable target AMF to send the capabilities in the HANDOVER REQUEST (since it knows target support)

D. Use the RAN/AMF Configuration Transfer procedures to find out remote node support
Option A is as usual the default. 
Option B relies on feedback on the first such handover: the target has no capability information and can only reject the handover preparation. But it is not clear how the source learns that the legacy target does not support RACS. Two options seem possible: the first would use signalling via the AMF (so the target AMF can reject and provide a cause value); in the second, the source could send both the capabilities and the UE Radio Capability ID in the first handover attempt towards this node, and the target should e.g. echo the UE Radio Capability ID in the target-to-source transparent container. Based on the presence of this echo, the source can set the configuration of the target for future handovers.
Option C seems also feasible but has further impacts on the core network.
Option D is also feasible; for example we could define a new type of SON Information Request, e.g. RACS Support, and a new type of reply. One small problem here is that the source could not distinguish between non-support for RACS and non-support for Configuration Transfer, since there is no negative reply.

When comparing the four options, an interesting point is that the approach in B could be used for inter-system handovers, and the cost is that the first handover to such a target is not efficient. So it seems this could be considered as a supplement to configuration.

Proposal 3: For discovery of target support in N2 handover, consider the approach where the UE Radio Capability ID is inserted in both the source-to-target and target-to source transparent containers; echo of the ID implies feature support.

Note that in principle this can be done either inside or outside the respective RRC containers.
Observation 1: The approach of P3 can be readily adopted in inter-system handover.
2.3 XnAP
In principle the UE Radio Capability ID needs to be passed to a peer RAN node during e.g.

· Handover Preparation

· SN Addition (possibly Modification)
· UE Context Retrieval

As discussed in the last meeting, this could be done within RRC containers, in which case there is no impact on XnAP at all.
There are good arguments in favour of both options; on one side, it seems to make sense to pass the information at the same level as legacy, but on the other side it is also fair to state that this is handled at AP level in NGAP.

Observation 2: Both options for insertion of UE Radio Capability ID information in XnAP are feasible.

It seems that the topic of mutual detection of support is also linked to this and should be considered jointly with above:

· If UE Radio Capability ID is sent at AP level, mutual detection is easily solved by criticality setting (although it would be possible also to have criticality of “ignore” and an echo mechanism, avoiding handover failure.

· If UE Radio Capability ID is sent inside RRC containers, simple detection of support seems not possible. Then, we either need a handshake at Xn Setup, or an echo in the response message, similarly to what was described for NGAP. Note that this does not work for UE Context Retrieval, but we assume (given that X2 exists) that this would not be the first mobility action between nodes.

The option of using AP signalling with a criticality of “reject” seems to be the simplest as it fulfils the two requirements simultaneously and does not impact RAN2. However, all options can work. 

Observation 3: Whichever option for insertion of UE Radio Capability ID information in XnAP is selected, it seems that there are means to detect RACS support in the peer node; however the option of using AP signalling with a criticality of “reject” seems to be the simplest.
2.4 S1AP and X2AP

In general, the required changes in E-UTRAN protocols should be a mirror image of the ones for NG-RAN, taken into account any obvious differences. 
Observation 4: The required changes in E-UTRAN protocols should be a mirror image of the ones for NG-RAN.

2.5 F1AP

UE Radio Capability ID signalling is needed in UE CONTEXT SETUP REQUEST and also in UE CONTEXT MODIFICATION REQUEST.
In principle the signalling should follow XnAP principles. However in F1AP there are flows where the radio capabilities need to be sent as a separate IE in the CU to DU RRC Information IE. Therefore it seems that the solution of signalling UE Radio Capability ID in RRC-defined IEs will not work in all cases. If this is confirmed, then it would make sense to do this instead at AP level in the above messages, where again a criticality of “reject” could be used to detect support, if needed.
Observation 5: A general solution for F1AP signalling of RACS (including detection of support) seems to require AP-level signalling.

2.6 Inter-system connected mobility

Inter-system mobility uses a combination of N2/S1 signalling with transparent containers being used between RAN nodes according to the target system’s specifications.

In this case, the option in Proposal 3 seems also applicable if used in both NGAP and S1AP.

Observation 6: Inter-system mobility support (including detection of support in the target node) can proceed as per P3 without impact on the CN, provided the same concept is supported in S1AP and NGAP.

3. Format of containers and inter-RAT/system aspects
3.1 Problem scenarios

It has been noted in SA2 that the format of the UE-CapabilityRAT-ContainerList is different in NR and E-UTRA RRC as 
· The specific RAT containers are linked to different enumerated values

· There are additional containers in the E-UTRA format

Further the format over NGAP is currently the NR format (TS 38.331), while the format over S1AP is currently the E-UTRA format (TS 36.331).
This creates some problem scenarios, for example, the case when a UE Radio Capability ID is assigned through EPS and later, this ID is provided to a NG-RAN node at the time of inter-system handover. It is not at all obvious that either the UCMF or the local database will provide the translation to a container in a non-ambiguous format for the handover target. 
An additional problem is that the two formats are also not equivalent i.e. one is the superset of the other, yet the ID assignment may be made when only the subset is known to the UCMF.

3.2 Possible solutions

There seem to be two main solution types, depending on the role of the UCMF:

1. RRC-aware UCMF
In this solution, the UCMF understands the relationship between 38.331 and 36.331 formats and is able to convert between them. It is also aware of which system provides requests (for assignment and for providing the capability container on request).

Therefore, when the UCMF assigns an ID it needs to associate this with the system that provided it. Then, on request, it provides the format according to the requesting system (EPS/5GS).
This solution may also be used to cover the superset issue in that the UCMF may force the upload of the E-UTRAN format by not providing capabilities when requested by an MME.

2. RAN conversion
In this solution, the format over NGAP/S1AP could be based on TS 36.331 (as this is a superset).  Hence every node makes this transformation before sending it to CN, and the same format could be used in local databases. Each RAN node is able to interpret this and may therefore create containers in any format for interoperating with legacy nodes.

The main issue with this solution is the need for all NG-RAN nodes to make this change (use TS 36.331 format) in uploading capabilities once the UCMF is deployed, and also when receiving capabilities from the core.
3. Format indicator in container
This can be seen as an aid to the previous two options, although it could also operate on its own. A “format indicator” is included in the RRC UE-CapabilityRAT-ContainerList IE e.g. by adding a new dummy RAT-Type – or by using some other method to be defined. RACS supporting RAN nodes can interpret this information and adapt as needed; for example in the case described above, the target gNB would recognize the TS 36.331 format and adapt accordingly. The UCMF would not need to be involved.
In combination with option 1, this would mean that the UCMF could be made aware of the format without needing to know the system that had sent it. In combination with option 2, this would obviate the need for changing the upload format; however the nodes would still need to interpret the received container list in a new way
3.3 Discussion

All three options seem workable, and basically assign impact to different nodes. On the whole, UCMF option (option 1) seems the most flexible, whether or not combined with a format indicator, since it can maintain full backward compatibility with existing RAN specifications (both RAN2 and RAN3). However it requires the UCMF to manipulate the container list.
Proposal 4: For the inter-RAT/system formatting issue, in order to reduce impacts to RAN specifications, it is suggested that the UCMF is able to convert between TS 36.331 and TS 38.331 formats.
3. Summary and conclusions
From the discussion above, the following observations and proposals were made:
Proposal 1: Agree to add UE Radio Capability ID as optional IE in the messages above (highest level) and also add a procedure for enabling the RAN node to obtain the capability container (from the ID).
Proposal 2: Set criticality to “reject” in all instances of UE Radio Capability ID in NGAP AMF ( NG-RAN node messages.

Proposal 3: For discovery of target support in N2 handover, consider the approach where the UE Radio Capability ID is inserted in both the source-to-target and target-to source transparent containers; echo of the ID implies feature support.

Observation 1: The approach of P3 can be readily adopted in inter-system handover.
Observation 2: Both options for insertion of UE Radio Capability ID information in XnAP are feasible.

Observation 3: Whichever option for insertion of UE Radio Capability ID information in XnAP is selected, it seems that there are means to detect RACS support in the peer node; however the option of using AP signalling with a criticality of “reject” seems to be the simplest.

Observation 4: The required changes in E-UTRAN protocols should be a mirror image of the ones for NG-RAN.
Observation 5: A general solution for F1AP signalling of RACS (including detection of support) seems to require AP-level signalling.
Observation 6: Inter-system mobility support (including detection of support in the target node) can proceed as per P3 without impact on the CN, provided the same concept is supported in S1AP and NGAP.

Proposal 4: For the inter-RAT/system formatting issue, in order to reduce impacts to RAN specifications, it is suggested that the UCMF is able to convert between TS 36.331 and TS 38.331 formats.
