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1	Introduction
[bookmark: _Toc474247438][bookmark: _GoBack]At RAN3 #106 meeting, a source-initiated CHO replacement procedure was agreed, which can be used to modify already prepared CHO. The procedure assumes that the source may re-initiate HO preparation, including the necessary identification of already prepared CHO. This new request implicitly cancels the prepared CHO and triggers admission control at the target for the new request.
At the same time, RAN2 decided that it is the responsibility of the network to make sure the UE has a valid CHO Configuration, but the way it is guaranteed is up to RAN3:
Agreements 
1 RAN2 to confirm agreement on source configuration change are: 
- Network ensures the UE stored CHO configuration is valid after source configuration change;  
- This may or may not require the network to provide the UE with a new CHO configuration along with the new source configuration;
In this paper, we discuss how the source and the target nodes can optimise the CHO preparation to fulfil the requirement agreed in RAN2.
2	Discussion
The first point to note is that some reconfigurations do not concern the target and the source may safely execute them without re-initiating CHO preparation. This applies in particular to any radio-layer-related changes (e.g. CSI-RS resource configuration or measurement gaps, which are specific to the source cell configuration). However, when the service is affected, including mapping of the bearers on the DRBs in case of NR, it will always affect the target, also from the perspective of communication towards the core network.
Observation 1: Modifications of the service that affect allocated resources have to be re-admitted at the target side always.
In order to guarantee that the UE always has a valid cho-config without any race condition, the source cell has to cancel the CHO before initiating re-admission at the target side via HO Request. After receiving HO Request Ack from the target, and after reconfiguring the UE, the CHO has to be configured again. It is obvious that this procedure is signalling intensive and increases the risk of failures (since the UE is without cho-config for a while). So the more often we can avoid this tedious procedure, the better it is.
Observation 2: When re-admission by target side is needed, it is signalling intensive and risky to guarantee valid UE configuration.
A grey zone concerns configuration of the UE that do not concern the service itself and may be kept at the target after the HO, but does not have to. Examples of such configurations are SCell configuration or measurement gap config, but there may be more – the problem belongs to RAN2.
Obviously, in the current setup, the source does not know whether or not the target keeps such setting and consequently must re-initiate the CHO preparation – if it does not, the UE may end up in undefined state if the old HO command was issued with the intention that certain setting is to be kept. On the other hand, such re-initialisation is very costly as described above. Example:
With CHO, in order to configure the measurement gaps, the source would have to:
· Send the first reconfiguration to the UE to configure gaps and inter-freq/inter-RAT measurements. The CHO measurement would have to be deconfigured at this moment.
· Send a new CHO handover preparation to each prepared cell to inform about the gap configuration.
· Send another reconfiguration, or in the worst case, one for each prepared cell, to provide the new CHO measurement containing the updated handover commands.
Between the first and last message the CHO would no longer be possible, because it would be deconfigured.
Note, that this exhaustive procedure would be completely unnecessary when the target would not keep the measurement gaps anyway but unfortunately unavoidable if the source is not aware.
Observation 3: There are configs in the UE context that are not related to the service and may or may not be kept at the target. However, the source does not know the plan.
Obviously, the solution to the problem is that the source knows the policy of the target – what it decided to keep and what is reset. All this information may be deduced from the HO Command, so the source may, if implemented so, check the HO command to see what exactly is kept at the target. This method is normally not recommended in the standard though.
Proposal 1: RAN3 should enable standardised method to inform the source about parts of the UE configuration that are kept or released at the target, so that the source knows which reconfigurations may be executed without re-initiating the CHO preparation.
The biggest problem is the list of the configurations that may or may not be kept at the target. As discussed above, examples are the measurement gap configuration or SCell setup – but there are likely more. Only RAN2 is able to define the list, but there may be not enough time to collect it before the WI is closed.
Therefore, the solution must be quite flexible, so details could be clarified also later (and so that new configurations can be added in future). The simplest option seems to be a bitmap, where each bit corresponds to a configurable option and tells the source if the target keeps the config (e.g. ‘1’) or releases it at the UE (‘0’). RAN3 may proactively include the two aforementioned features and send an LS to RAN2 to collect the complete list for Rel.16. Once collected, other positions of the list could be defined without affecting the ASN.1.
Proposal 2: RAN3 to add a bitmap (e.g. 16 bits) where each bit corresponds to a configurable option that may or may not be kept at the target for the UE. Details of the usage of the bitmap may be clarified once RAN2 is consulted.
3	Conclusions
In this paper, we analyse the problem of the CHO re-initialisation and when it is necessary:
Observation 1: Modifications of the service that affect allocated resources have to be re-admitted at the target side always.
Observation 2: When re-admission by target side is needed, it is signalling intensive and risky to guarantee valid UE configuration.
Observation 3: There are configs in the UE context that are not related to the service and may or may not be kept at the target. However, the source does not know the plan.
Following them, we propose a solution based on informing the source node about configurations that may be changed without informing the target:
Proposal 1: RAN3 should enable standardised method to inform the source about parts of the UE configuration that are kept or released at the target, so that the source knows which reconfigurations may be executed without re-initiating the CHO preparation.
Proposal 2: RAN3 to add a bitmap (e.g. 16 bits) where each bit corresponds to a configurable option that may or may not be kept at the target for the UE. Details of the usage of the bitmap may be clarified once RAN2 is consulted.
The proposals are implemented in the CRs for XnAP [1] and X2AP [2]. A proposal for the LS to RAN2 is included in the Appendix below.
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Appendix – draft LS to RAN2
Following question is proposed to be sent to RAN2:

RAN3 has defined a mechanism, where the source may re-initialise a CHO towards a target node and if the target identifies the request as corresponding to a prepared CHO, it will implicitly cancel the prepared CHO and attempt prepare resources according to the new request. This avoids explicit cancellation, when not needed, but still may trigger a complete admission process.
In the following discussion, RAN3 noted that some RRC configuration of the UE may be reset by the target when preparing a CHO. Such configuration may then be modified at the source without the need to re-initialise the CHO, but the source must be informed about the configuration that has been reset. In order to enable the target to let the source know about it, RAN3 defined a 16-bit string to be sent to the source, where each bit corresponds to a given RRC configuration. RAN3 tentatively assumed that 2 such configurations that may be reset at the target are the measurement gap configuration and SCell configuration.
RAN3 kindly asks RAN2 to confirm the assumption concerning the two configurations and to inform if there are other configurations that may be reset at the target when preparing a CHO configuration for the UE.

