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1. Introduction
Due to the limitation of the Quota, in this contribution, we discuss three leftover issue “Further check of the overload action part” of NGAP BL CR#0157, and provide corresponding Text Proposals.
2. Discussion
2.1 (BL CR#0157 “Introduction of CP UP NB-IoT Others” for TS 38.413) Overload Action 
In RAN3#105bis meeting, one TP was agreed to update the NB-IoT related overload action in NGAP BL CR, in the latest version of baseline CR [1], one Editor’s Note was added, to further check the overload action part. 
The reason to add the Editor’s Notes to further check the overload action is, there seems different number of overload actions in NGAP and SA2 specification, it is needed to further check if any misalignment between NGAP and SA2 spec.
The Overload actions in the updated NGAP BL CR are:
	
	Overload Actions in the NAGP BL CR#0157
	code points

	(1)
	"reject RRC connection establishments for non-emergency mobile originated data transfer" (i.e., reject traffic corresponding to RRC cause "mo-data", "mo-SMS", "mo-VideoCall"  and "mo-VoiceCall" in TS 38.331 [18] or "mo-data" and "mo-VoiceCall" in TS 36.331 [21])
	Reject RRC connection establishments for non-emergency MO DT

	(2)
	"reject RRC connection establishments for signalling" (i.e., reject traffic corresponding to RRC cause "mo-data", "mo-SMS", "mo-signalling", "mo-VideoCall" and "mo-VoiceCall" in TS 38.331 [18] or "mo-data", "mo-signalling" and "mo-VoiceCall" in TS 36.331 [21])
	Reject RRC connection establishments for Signalling

	(3)
	"only permit RRC connection establishments for emergency sessions and mobile terminated services" (i.e., only permit traffic corresponding to RRC cause "emergency" and "mt-Access" in TS 38.331 [18] or in TS 36.331 [21])
	Permit Emergency Sessions and mobile terminated services only

	(4)
	"only permit RRC connection establishments for high priority sessions and mobile terminated services" (i.e., only permit traffic corresponding to RRC cause "highPriorityAccess", "mps-PriorityAccess", "mcs-PriorityAccess" and "mt-Access" in TS 38.331 [18] or "highPriorityAccess", mo-ExceptionData and "mt-Access" in TS 36.331 [21])
	Permit High Priority Sessions and mobile terminated services only



The following table shows the overload action defined in TS23.501:
	Overload Actions in TS23.501 v16.2.0 (2019.09)

	a)
	Restrict 5G-AN signalling connection requests that are not for emergency, not for exception reporting and not for high priority mobile originated services;

	b)
	Restrict 5G-AN signalling connection requests for uplink NAS signalling transmission to that AMF;

	c)
	Restrict 5G-AN signalling connection requests where the Requested NSSAI at AS layer only includes the indicated S-NSSAI(s) in the NGAP OVERLOAD START message. This applies also to RRC-Inactive Connection Resume procedure where the Allowed NSSAI in the stored UE context in the RAN only includes S-NSSAIs included in the NGAP OVERLOAD START.

	d)
	only permit 5G-AN signalling connection requests for emergency sessions and mobile terminated services for that AMF;

	e)
	only permit 5G-AN signalling connection requests for high priority sessions, exception reporting and mobile terminated services for that AMF;



We can find that the NGAP overload action (1), (2), (3) and (4) can be mapped to SA2 spec a), b), d) and e). The overload action c) in SA2 spec, it is related to network slicing, when the indicated S-NSSAI(s) are indicated in the NGAP OVERLOAD START message with in the Overload Start NSSAI List IE. There is no restriction to re-use this approach for NB-IoT.
Conclusion: there is no misalignment between NGAP overload actions and the ones defined in SA2 specification.
Proposal1: remove the Editor’s Note about Overload Action.
· Text Proposal to the NGAP BL CR#0156
----Start of the Change----
[bookmark: _Toc5694497]9.3.1.105	Overload Action
This IE indicates which signalling traffic is subject to rejection by the NG-RAN node in an AMF overload situation as defined in TS 23.501 [9].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Overload Action
	M
	
	ENUMERATED
(Reject RRC connection establishments for non-emergency MO DT, Reject RRC connection establishments for Signalling, Permit Emergency Sessions and mobile terminated services only, Permit High Priority Sessions and mobile terminated services only, …)
	



Editor’s Note: Further check may be needed
----End of the Change----
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