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1   Introduction
Tdoc R3-195914 is proposing to revert the criticality of the Bearer Type IE from “reject” to “ignore” from release 13 onwards.

Idea is to align with release 16 solution which has been proposed last time to introduce Ethernet header compression. The following was captured last time in chairman’s notes about this release 16 solution:
Change to criticality might be revisited pending further check

This paper explains why this is not a good idea in our view and what are possible alternative solutions which are seamless to introduce ethernet header compression.

2   Description and Proposal
The Bearer Type IE has been added in release 13 for the added non-IP types with the following coding:

9.2.1.116
Bearer Type

This IE is used to support Non-IP data as specified in TS 23.401 [11].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Bearer Type
	M
	
	ENUMERATED
(non IP, …)
	


9.1.3.1
E-RAB SETUP REQUEST

This message is sent by the MME and is used to request the eNB to assign resources on Uu and S1 for one or several E-RABs.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	E-RAB to be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB To Be Setup Item IEs
	
	1 ..  <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Bearer Type
	O
	
	9.2.1.116
	
	YES
	reject


And the following associated procedural text:

If the Bearer Type IE is included in the E-RAB SETUP REQUEST message and is set to “non IP”, then the eNB shall not perform header compression for the concerned E-RAB.

It is clear from this procedural text that by default the eNB performs IP header compression. If the EPC would request a non-IP bearer setup and the eNB would not understand the Bearer Type IE, the eNB would try applying IP header compression to a non-IP flow which would result in failure and inefficiency and should be avoided. Therefore, the criticality “reject” ensures that the eNB has well been upgraded to “disable” its IP header compression function for non-IP flow.
Observation 1: setting of Bearer Type IE criticality to “reject” was intentional and is good. 
One should therefore ask the question whether there is a real need to come back to this criticality, especially for releases earlier than release 16.

The original motivation came from the new requirement in release 16 to introduce ethernet compression – however still pending RAN2 work. The new IE is pending RAN2 progress, and the RAN2 work is based on the NR IIoT WID which states the following:
· Specify Ethernet header compression based on structure-aware algorithm [RAN2].
· Ethernet header compression solution for LTE to be specified once the design principle for NR is agreed. The impacted LTE specifications to be added latest at RAN#85.

But other alternative solutions exist which avoids touching to legacy function. A TP is provided in the next section to show how the CR could look like.

Basically, a new IE needs to be introduced, as RAN3 usually does, which IE will request Ethernet header compression and have criticality “ignore”.

Assuming criticality “reject” kept for existing Bearer Type IE and adding new IE for “Ethernet compression” with criticality “ignore” then when ethernet traffic is involved the EPC will set the Bearer Type IE to “non-IP” and set the new IE to “ethernet”. Then 

· If the eNB doesn’t support ethernet compression, the eNB will accept the E-RAB as it is i.e. w/o compressing IP and w/o compressing ethernet (i.e. full header),

· If the eNB support header compression, the eNB will accept the E-RAB running ethernet compression.

Observation 2: there are other less disruptive alternative solutions to introduce the ethernet header compression, if needed in release 16.

Proposal: endorse alternative CR based on the presented TP below.
3   TP for 36.413 CR for introducing ethernet header compression in release 16 (if concluded by RAN2)
----Start of the First Change----

8.2.1
E-RAB Setup

8.2.1.1
General

The purpose of the E-RAB Setup procedure is to assign resources on Uu and S1 for one or several E-RABs and to setup corresponding Data Radio Bearers for a given UE. The procedure uses UE-associated signalling.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: E-RAB Setup procedure. Successful operation.

The MME initiates the procedure by sending an E-RAB SETUP REQUEST message to the eNB. 

-
The E-RAB SETUP REQUEST message shall contain the information required by the eNB to build the E-RAB configuration consisting of at least one E-RAB and for each E-RAB to setup include an E-RAB to be Setup Item IE. 

Upon reception of the E-RAB SETUP REQUEST message, and if resources are available for the requested configuration, the eNB shall execute the requested E-RAB configuration. For each E-RAB and based on the E-RAB level QoS parameters IE the eNB shall establish a Data Radio Bearer and allocate the required resources on Uu. The eNB shall pass the NAS-PDU IE and the value contained in the E-RAB ID IE received for the E-RAB for each established Data Radio Bearer to the UE. The eNB does not send the NAS PDUs associated to the failed Data radio bearers to the UE. The eNB shall allocate the required resources on S1 for the E-RABs requested to be established.

If the Correlation ID IE is included in the E-RAB SETUP REQUEST message towards the eNB with L-GW function for LIPA operation, then the eNB shall use this information for LIPA operation for the concerned E-RAB.

If the SIPTO Correlation ID IE is included in the E-RAB SETUP REQUEST message towards the eNB with L-GW function for SIPTO@LN operation, then the eNB shall use this information for SIPTO@LN operation for the concerned E-RAB. 

If the Bearer Type IE is included in the E-RAB SETUP REQUEST message and is set to “non IP”, then the eNB shall not perform header compression for the concerned E-RAB.
If the Non IP Type IE is included in the E-RAB SETUP REQUEST message and is set to “Ethernet”, then the eNB shall, if supported, take this into account to perform header compression appropriately for the concerned E-RAB.

The E-RAB SETUP REQUEST message may contain 

-
the UE Aggregate Maximum Bit Rate IE. 

If the UE Aggregate Maximum Bit Rate IE is included in the E-RAB SETUP REQUEST the eNB shall
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;
-
use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.
If the UE Aggregate Maximum Bit Rate IE is not contained in the E-RAB SETUP REQUEST message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context. 

The eNB shall establish or modify the resources according to the values of the Allocation and Retention Priority IE (priority level and pre-emption indicators) and the resource situation as follows:

-
The eNB shall consider the priority level of the requested E-RAB, when deciding on the resource allocation.

-
The priority levels and the pre-emption indicators may (individually or in combination) be used to determine whether the E-RAB setup has to be performed unconditionally and immediately. If the requested E-RAB is marked as “may trigger pre-emption” and the resource situation requires so, the eNB may trigger the pre-emption procedure which may then cause the forced release of a lower priority E-RAB which is marked as “pre-emptable”. Whilst the process and the extent of the pre-emption procedure are operator-dependent, the pre-emption indicators shall be treated as follows:

1.
The values of the last received Pre-emption Vulnerability IE and Priority Level IE shall prevail.

2.
If the Pre-emption Capability IE is set to “may trigger pre-emption”, then this allocation request may trigger the pre-emption procedure.

3.
If the Pre-emption Capability IE is set to “shall not trigger pre-emption”, then this allocation request shall not trigger the pre-emption procedure.

4.
If the Pre-emption Vulnerability IE is set to “pre-emptable”, then this E-RAB shall be included in the pre-emption process.

5.
If the Pre-emption Vulnerability IE is set to “not pre-emptable”, then this E-RAB shall not be included in the pre-emption process.

6.
If the Priority Level IE is set to “no priority” the given values for the Pre-emption Capability IE and Pre-emption Vulnerability IE shall not be considered. Instead the values “shall not trigger pre-emption” and “not pre-emptable” shall prevail.

-
The E-UTRAN pre-emption process shall keep the following rules:

1.
E-UTRAN shall only pre‑empt E-RABs with lower priority, in ascending order of priority.

2.
The pre-emption may be done for E-RABs belonging to the same UE or to other UEs.

----Start of the Next Change----

9.1.3.1
E-RAB SETUP REQUEST

This message is sent by the MME and is used to request the eNB to assign resources on Uu and S1 for one or several E-RABs.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	reject

	E-RAB to be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB To Be Setup Item IEs
	
	1 ..  <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Transport Layer Address 
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	EPC TEID.
	-
	

	>>NAS-PDU
	M
	
	9.2.3.5
	
	-
	

	>>Correlation ID
	O
	
	9.2.1.80
	
	YES
	ignore

	>>SIPTO Correlation ID
	O
	
	Correlation ID

9.2.1.80
	
	YES
	ignore

	>>Bearer Type
	O
	
	9.2.1.116
	
	YES
	reject

	>>Non IP Type
	O
	
	9.2.1.x
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


----Start of the Next Change----

9.2.1.116
Bearer Type

This IE is used to support Non-IP data as specified in TS 23.401 [11].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Bearer Type
	M
	
	ENUMERATED
(non IP, …)
	


9.2.1.x
Non IP Type

This IE is used to indicate which non IP data is expected.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Non IP Type
	M
	
	ENUMERATED
(Ethernet, …)
	



- 2 -

