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1
Introduction

At the last meeting a couple of open issues were identified w.r.t. NPN related mobility handling topics:

4 Mobility

4.1 S-NPN

At mobility, we assume that source NG-RAN node knows the (PLMN ID, NID)s supported by the candidate target cells
At mobility, target RAN node needs to be informed of (serving PLMN, NID)

At mobility, target RAN node shall fail the handover if the serving (PLMN, NID) does not match any of the target cell supported list of (PLMN ID, NID)s

NG handover: Which node informs the target RAN node of the serving (PLMN ID, NID)?  Is it source AMF which informs target AMF which informs target NG-RAN? Or is it directly source NG-RAN via transparent container?

Xn handover: ask SA2 if AMF really needs to check the serving (PLMN ID, NID) in Path Switch Request?

4.2 PNI NPN

At mobility, we assume that source NG-RAN node knows the list of CAG IDs supported by the candidate target cells

At mobility, target RAN shall fail the handover if UE allowed CAG list does not match any of target cell supported list of CAG IDs (assuming target cell is a CAG cell)

CAG based mobility control? Slice based mobility control? Or both?

Does Source RAN node select and signal the target CAG ID?

Should source RAN ideally try to keep to UE on the same CAG ID?

What does Target NG-RAN node do if selected target CAG id is not matching any of the target cell’s supported CAG IDs?

Does AMF need to be aware of the concept of serving CAG ID?

NG handover: Is the AMF supposed to check during NG handover that the UE’s allowed CAG ID list matches the target RAN node supported CAG IDs? 

Xn handover: should AMF be aware of the UE’s serving CAG ID in real time? E.g. sent in Path Switch Request for charging reason? 

This document continues this discussion.
2
Discussion

2.1
SNPN and Mobility
NG based HO:

We have discussed in the Agenda Item for NG Configuration aspects, we propose to extend the global identifiers for cells and NG-RAN nodes with the NID. This implies that the Target IE in NGAP, which includes the Global RAN Node ID, would include the NID as well. So, if the AMF needs this information at HO Preparation it would be explicitly available in the Handover Required message.

The Target Cell ID IE is also included in the Source NG-RAN node to Target NG-RAN node Transparent Container IE, which would include the NID as well. So both, the AMF, via the Handover Required message and the Target NG-RAN node, via the Source NG-RAN node to Target NG-RAN node Transparent container, would be informed about the serving PLMN ID and NID.

Further, as discussed in the Mobility Restriction List agenda item for NGAP, as the MRL has to contain the Core Network Type Restriction for Serving PLMN IE, the Target Node would be informed Serving PLMN ID and NID via the MRL.

Observation 1:
For NG-based HO, the target NG-RAN node would be informed about the serving PLMN ID and NID as part of the Target Cell-ID in the Source To Target Transparent Container and within the MRL (which in Rel-16 needs to be included due to CN Restrictions for EPC), which would close the open issue on NG-HO.

Proposal 1:
For NG-based HO, we propose to re-confirm agreements from discussions on NG configuration topics, where global cell and node identifications shall include the NID within an SNPN.

Xn based HO:

The same approach should be selected for the Xn based HO, i.e. the Target Cell Global ID IE in the Handover Request message should contain the NID IE, if the NID is included in the global cell identifier IEs.

If the global cell identifier IEs include the NID, then the User Location Information IE in the Path Switch Request message will contain the NID as well. Whether the SA2 intends to check the content of this IE against the UEs subscription or the currently serving SNPN would be probably up to AMF implementation.

Observation 2:
For Xn-based HO, the target NG-RAN node would be informed about the serving PLMN ID and NID as part of the Target Cell Global ID IE.

Observation 3:
The AMF would be informed about the serving PLMN ID and NID via the User Location Information, leaving it up to the AMF to process this information.

Proposal 2:
For Xn-based HO, we propose to apply agreements for NG-based HO and, where global cell and node identifications shall include the NID within an SNPN.

Resume from RRC_INACTIVE and RRC Re-establishment:
Assuming an NG-RAN supporting a single SNPN only, if the new serving NG-RAN node is able to retrieve the UE context from the old serving NG-RAN node, indicating the new serving cell’s identifier in the Retrieve UE Context Request message, the old serving NG-RAN node should be aware of whether the UE accessed the proper cell.

If we assume that the new serving cell is shared by more than one NID (of the same PLMN ID), and the New Cell Identifier IE in the Retrieve UE Context Request message includes a wrong NID, the old serving NG-RAN node, by knowledge of the new serving cell’s properties should be able to evaluate whether the UE accessed the proper cell. If the old serving node does not know the properties of the new serving cell, it can be only the new serving node that evaluates the UE’s access rights based on information (assumed to be) provided in the RRCResumeComplete / RRCReestablishmentComplete message.
Observation 4:
For RRC Resume / RRC Re-establishment in an SNPN, the new serving NG-RAN node is able to perform access control for the UE.

2.2
PNI-NPN and Mobility

Xn and NG based HO:

Mobility for PNI-NPN is always based on content in the Mobility Restriction List and knowledge of the target cell’s properties w.r.t. PNI-NPN. The source NG-RAN node would not select a target cell which does not match the UE’s subscriptions, the target NG-RAN node would finally check that match with the information available to it.

We assume that once the UE performed initial access and the Mobility Restriction List is available at the NG-RAN, the UE would not select a CAG, but it is rather the NG-RAN that controls mobility based on the target cell’s properties and the MRL, the 5GC can only influence the NG-RANs decisions by updating the MRL.

Observation 5:
Xn and NG-based HO in PNI-NPNs, the UE’s mobility is controlled by the NG-RAN taking the content of the MRL and the target cell’s properties into account. This includes rejecting the HO resource allocation in case there is no match between the UEs subscription and the target cell’s properties. The 5GC is not involved in this process w.r.t  checking the UE’s CAG subscriptions.
Resume from RRC_INACTIVE and RRC Re-establishment:
As Xn connectivity does not always imply the old serving node to hold neighbour cell information from the new serving cell, it is only the new serving NG-RAN node that is finally able to assess whether the UE accessed the proper cell, even if the UE context could be retrieved successfully.
Observation 6:
For RRC Resume / RRC Re-establishment in an SNPN, the new serving NG-RAN node is able to perform access control for the UE.

Support of Non-Public Network as a network slice of a PLMN:
Realising PNI-NPN as a network slice of a PLMN is described in the informative annex D.2 of TS 23.501. This approach was developed in SA2 and, as the description is part of an informative annex, it seems that this variant is a pure deployment/configuration option.

So, it is possible, to realise PNI-NPNs by means of network slices, however, such approach would not be able to prevent UEs with no subscription for the PNI-NPN from accessing cells. Further, as support of slice should be homogenous with a UEs registration area, it seems that this approach cannot support all scenarios and features of the CAG ID approach, e.g. support of Tracking Areas containing CAG and non-CAG cells, optimised UE registration areas, large enough to prevent repetitive area update signalling etc.

We would propose to close this topic and acknowledge the work performed by SA2 and captured in TS 23.501.
Proposal 3:
Close the open item on slice based mobility control for PNI-NPNs, acknowledging work performed in SA2 (see informative Annex D in TS 23.501).

3
Conclusion and Proposals
The following can be concluded for SNPN:
Observation 1:
For NG-based HO, the target NG-RAN node would be informed about the serving PLMN ID and NID as part of the Target Cell-ID in the Source To Target Transparent Container and within the MRL (which in Rel-16 needs to be included due to CN Restrictions for EPC), which would close the open issue on NG-HO.

Proposal 1:
For NG-based HO, we propose to re-confirm agreements from discussions on NG configuration topics, where global cell and node identifications shall include the NID within an SNPN.

Observation 2:
For Xn-based HO, the target NG-RAN node would be informed about the serving PLMN ID and NID as part of the Target Cell Global ID IE.

Observation 3:
The AMF would be informed about the serving PLMN ID and NID via the User Location Information, leaving it up to the AMF to process this information.

Proposal 2:
For Xn-based HO, we propose to apply agreements for NG-based HO and, where global cell and node identifications shall include the NID within an SNPN, this is shown in Annex A and in the overall XnAP CR in [2].

Observation 4:
For RRC Resume / RRC Re-establishment in an SNPN, the new serving NG-RAN node is able to perform access control for the UE.

The following can be concluded for PNI-NPN:
Observation 5:
Xn and NG-based HO in PNI-NPNs, the UE’s mobility is controlled by the NG-RAN taking the content of the MRL and the target cell’s properties into account. This includes rejecting the HO resource allocation in case there is no match between the UEs subscription and the target cell’s properties. The 5GC is not involved in this process w.r.t  checking the UE’s CAG subscriptions.

Observation 6:
For RRC Resume / RRC Re-establishment in an SNPN, the new serving NG-RAN node is able to perform access control for the UE.

Proposal 3:
Close the open item on slice based mobility control for PNI-NPNs, acknowledging work performed in SA2 (see informative Annex D in TS 23.501).
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Annex A:
TP for XnAP to introduce the NID in global node and cell identifiers
<<<<<<<<<<<<<<<<<<<< First Change >>>>>>>>>>>>>>>>>>>>

9.2.2.1
Global gNB ID

This IE is used to globally identify a gNB (see TS 38.300 [9]).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PLMN Identity
	M
	
	9.2.2.4
	
	–
	

	CHOICE gNB ID
	M
	
	
	
	–
	

	>gNB ID
	
	
	
	
	–
	

	>>gNB ID
	M
	
	BIT STRING (SIZE(22..32))
	Equal to the leftmost bits of the NR Cell Identity IE contained in the NR CGI IE of each cell served by the gNB.
	–
	

	NID
	O
	
	9.2.2.x1
	
	YES
	reject


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>

9.2.2.7
NR CGI

This IE is used to globally identify an NR cell (see TS 38.300 [9]).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PLMN Identity
	M
	
	9.2.2.4
	
	–
	

	NR Cell Identity
	M
	
	BIT STRING (SIZE(36))
	The leftmost bits of the NR Cell Identity IE correspond to the gNB ID (defined in subclause 9.2.2.1).
	–
	

	NID
	O
	
	9.2.2.x1
	
	YES
	reject


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>

9.2.2.27
Global NG-RAN Cell Identity

This IE contains either an NR or an E-UTRA Cell Identity.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PLMN Identity
	M
	
	9.2.2.4
	
	–
	

	NG-RAN Cell Identity
	M
	
	9.2.2.9
	
	–
	

	NID
	M
	
	9.2.2.x1
	
	YES
	reject


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>

9.2.2.x1
NID
This IE contains the Network Identifier of an SNPN, as specified in TS 23.501 [7].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NID
	M
	
	Editor’s Note: To be defined.
	


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>

9.2.3.83
AMF Region Information

This IE indicates the Global AMF Region IDs of the AMF Regions to which the NG-RAN node belongs.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	AMF Region Information
	
	1
	
	
	
	

	>Global AMF Region Information Item
	
	1..<maxnoofAMFRegions>
	
	
	
	

	>>PLMN Identity
	M
	
	9.2.2.4
	
	
	

	>>AMF Region Identifier
	
	1
	
	
	
	

	>>>AMF Region ID
	M
	
	BIT STRING (SIZE (8))
	
	
	

	>>NID
	M
	
	9.2.2.x1
	
	YES
	reject


	Range bound
	Explanation

	maxnoofAMFRegions
	Maximum no. of AMF Regions an NG-RAN node can be connected to. Value is 16.


<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>
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