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1. Introduction

RAN has agreed a new Work Item on Private Network Support for NG-RAN [1]. This follows work in SA which is now being followed up in RAN and CT. Broadly, this covers two types of NPN, standalone (SNPN) and public network integrated (PNI-NPN). 
In RAN3#105, there was a preliminary discussion of RAN3 impacts, some agreements were reached, and some open issues identified [2]. This document considers the aspects related to the need (or otherwise) for configuration exchange over NG.
2. Discussion of NG Configuration Exchange
SNPN:

The need for configuration exchange for SNPN was agreed in principle. At a high level, this should work similarly to PLMN exchange today i.e. the NG-RAN node and the AMF exchange their SNPN support, such that the cells broadcast the common set.
Observation 1: At a high level, the SNPN configuration exchange in NGAP should work similarly to that for PLMN in legacy.

PNI-NPN:

In [2] this was kept as an open issue captured in the following:

a/ need to send list of CAG IDs from NG-RAN to 5GC? 

(Is it for paging optimization?  Can a TA comprise a mix of cag cells or non cag cells? Is it for Ng-based-handover? Is it due to size of allowed CAG list which would require AMF need to filter?) 

b/ need to send list of CAG IDs from 5GC to NG-RAN?
We should note that one of the questions sent to SA2 in a recent LS touches on this issue. However we can still start to address it. 

In summary, it is not at all clear that CAG IDs need to be exchanged between NG-RAN and AMFs. 
Consider first the possible use cases for sending the IDs to the AMF (case A):
Filtering of CAG list at AMF: here the possible reason would be to reduce the size of the Mobility Restrictions List. This seems rather a weak optimization. Further, it could be dangerous as it would require the AMF to understand neighbour relationships in the RAN including CAG IDs, and also including inter-AMF mobility aspects.

Paging optimization: paging optimization should be primarily in the RAN, meaning that the UE’s CAG ID list could be provided in the paging message, so that the NG-RAN node can decide which cells should send a paging message to the UE. Similarly, it is also useful to let the RAN know whether the UE can access non-CAG cells.

Having the RAN CAG support uploaded to the AMF would have the benefit of filtering some of the NGAP paging messages. This in itself does not affect the air interface resource and does not seem like essential functionality that would justify storing the additional information in the AMF. Moreover, in scenarios where the NG-RAN node supports both PLMN and NPI-NPN cells, no signalling saving will be obtained.
NG-based handover: although this is also pending on SA2 feedback, there does not seem to be any need for AMF intervention in this case, since CAG mobility should operate based on mobility restrictions i.e. the source should select the target node and no AMF verification is necessary. 

Initial access control: even assuming that the selected CAG is not visible to the RAN (which is dependent on the discussion on privacy), still it is the case that uploading the static CAG configuration to the AMF is not useful unless this is provided on a per-cell basis. However creating a per-cell database in the AMF is a completely new requirement. Hence the initial access control (if performed by the AMF) could more easily work if the CAG configuration of the access cell is provided to the AMF in the INITIAL UE MESSAGE.

Observation 2: None of the use cases for passing RAN CAG configuration to the AMF seem to be irresistible, although some aspects are pending SA2 feedback.
Considering now the possible use cases for sending the IDs to the RAN (case B), this seems to contradict the overall design since AMFs do not have specific CAG support, and in particular there is no CAG-based NNSF functionality.

Observation 3: There is no CAG configuration in an AMF, and therefore nothing needs to be passed to the RAN.
3. Conclusions
The following are proposed based on the discussion in this document:
Observation 1: At a high level, the SNPN configuration exchange in NGAP should work similarly to that for PLMN in legacy.

Observation 2: None of the use cases for passing RAN CAG configuration to the AMF seem to be irresistible, although some aspects are pending SA2 feedback.

Observation 3: There is no CAG configuration in an AMF, and therefore nothing needs to be passed to the RAN.
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