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1. Introduction
Last RAN3#105 meeting discussed and agreed general aspects to support the SNPN (standalone non-public network) and (Public network integrated NPN) based on the offline discussion in [1].  
Regarding the CAG information transfer over NG, a LS to SA2 was agreed with the following questions. 
· Q2: should we consider the case that the size of the UE allowed CAG ID could be so large that the AMF may need to filter it based on the CAG IDs supported in the (registration) area where UE is located?
· Q3: should we consider the case that the AMF may reject the NG based handover request based on the CAG IDs supported by the target NG-RAN node?
In this document we further discuss these two questions trying to address the following issues noted in [2]. Note the final conclusion can be made by SA2. 
need to send list of CAG IDs from NG-RAN to 5GC? 
(Is it for paging optimization?  Can a TA comprise a mix of cag cells or non cag cells? Is it for Ng-based-handover? Is it due to size of allowed CAG list which would require AMF need to filter?)
need to send list of CAG IDs from 5GC to NG-RAN?

[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
Currently for SNPN it was agreed that the list of supported (PLMN, NID)s can be sent between the NG-RAN and the AMF. 
· At Exchange over NG setup, signal via configuration update the list of supported (PLMN ID, NID)s between NG-RAN node and AMF
Then it seems straightforward to transfer the supported list of CAG IDs so as to allow the PNI-NPN and SNPN to have a similar signalling structure.
For PNI-NPN, the following provides analyses for the following two cases for NG interface setup/update respectively. 
2.1 CAG IDs from the NG-RAN to the 5GC. 
With the CAG IDs supported by the NG-RAN, one possible way is that the AMF can determine the scope of allowed CAG lists delivered to the NG-RAN/UE. That is, the AMF may filter the UE allowed CAG lists, and just transfers subset of CAG lists to the NG-RAN and the UE respectively, which has low signalling overhead.  For example, during the connected mobility, the AMF can only send useful allowed CAG lists to the NG-RAN/UE based on the UE current location; while for idle mode mobility, during the registration update procedure, only the part of allowed CAG lists supported by the registration area(s) can be sent to the UE.  This is pretty similar to the case that the AMF can decide the UE allowed NSSAI based on the TAC slice support provided by the NG-RAN. But on the other hand, the signalling overhead over NG/Xn may not a big issue. 
Another use case is whether the AMF can reject the NG based Handover Required message based on the CAG IDs supported by the target NG-RAN node. Currently RAN2 is discussing the case the UE can report the CGI and its supported CAG lists of its neighbour cells to the source node under the network configuration. Then, the source NG-RAN takes the role to check the target NG-RAN, but not the AMF. However under some circumstances, the AMF should be involved to check and validate the NG-based handover procedure, e.g.
· the outdated neighbour list information stored at the source node; 
· the system update/change by the OAM. 
[bookmark: _GoBack]Further, SA2 is studying whether to send the CAG ID via NAS in case of initial access for security protection. Then based on the CAG IDs supported by the NG-RAN, the AMF can take an initial verification. But note that this verification is only possible in terms of NG-RAN node level. 
But RAN3 can proceed the interface signalling design after receiving final SA2 LS response. 
The supported CAG IDs should be transferred from the NG-RAN to the AMF in NG Setup Request and RAN Configuration update. This can be finally decided by the SA2. 
2.2 CAG IDs from the 5GC to the NG-RAN.
Each CAG cell shall broadcast one or more CAG IDs per PLMN for access control. Then with the supported CAG IDs from the NG-RAN, the AMF can provide its supported CAG IDs in the response message. Based on this information, the NG-RAN can broadcast only CAG IDs supported both the NG-RAN and the AMFs. 
Note that the CAG IDs from the 5GC can not be used for the AMF selection, which is different from the SNPN case.  

The supported CAG IDs should be transferred from the AMF to the NG-RAN in NG Setup Request and RAN Configuration update.
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Based on the discussion in this paper, we propose to exchange supported CAG IDs over NG setup and configuration procedure. The detailed proposals are:
1. [bookmark: _Toc423020280]The supported CAG IDs should be transferred from the NG-RAN to the AMF in NG Setup Request and RAN Configuration update. This can be finally decided by the SA2. 
The supported CAG IDs should be transferred from the AMF to the NG-RAN in NG Setup Request and RAN Configuration update.
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