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Introduction
During RAN3#105 meeting, BAP bearer mapping was discussed and the following agreements were reached [1]:

	On the DL, the IAB-donor DU is configurable with information that allows deriving the BAP routing ID from IP header information for F1-U, F1-C and non-F1 traffic. 

On the DL, the IAB-donor DU is configurable with mappings that allow to derive BH RLC channel from IP header information for F1-U, F1-C and non-F1 traffic.

On the DL, the IAB-donor is configurable with information that allows deriving the BAP address from the destination IP address.

The IAB-donor DU is configurable with a mapping between IPv6 Flow Label, DS information and Destination IP address to the BH RLC channel, where any of these three IP header fields are optional in the mapping. 

The configuration of the DL F1-U GTP-U tunnel information on the CU-UP is extended to optionally include IPv6 Flow Label and/or DS information.

It is FFS to what extent the configuration of the DL X2-U and Xn-U GTP-U tunnel information on the MN is extended to optionally include IPv6 Flow Label and/or DS information.


On the other hand, the routing configuration has been discussed in RAN2. Routing configuration contains a list of routing entry. Each routing entry includes the BAP routing ID and egress link ID. The BAP routing ID consists of BAP address and BAP path ID. It is agreed in RAN2#107 meeting that the BAP address of the IAB node is used to differentiate the traffic to be delivered to upper layers from the traffic to be delivered to egress RLC layer (FFS for the Donor node). In addition, IAB node DU or donor DU needs to be configured with bearer mapping and routing path selection information. The routing path selection information could help the donor DU to get the BAP routing ID to be added in BAP header based on upper layer information. 

In this contribution, we mainly discuss the remaining issues and give our consideration on IAB BAP configuration design.
Discussion
BAP configuration type and triggering conditions
Generally speaking, the BAP configuration mainly focuses on the following four types:

BAP address configuration
As agreed in RAN2#107 meeting [2], the BAP address of the IAB node is used to differentiate the traffic to be delivered to upper layers from the traffic to be delivered to egress RLC layer. As discussed in RAN3#105 meeting [3], RAN3 assumes that RAN receives an IAB-indication from the IAB-node MT in RRC message 5 (RRC SETUP COMPLETE). Based on this indication, the RAN selects an AMF/MME supporting IAB. In our opinion, donor CU could configure the BAP address to IAB node MT via RRC signalling after it receives the IAB-indication.

With regard to donor DU, we think it should also be configured with a BAP address. We have agreed to support multi-connectivity or route redundancy for back-up purposes. It is also possible that redundant routes are used concurrently, e.g., to achieve load balancing, reliability, etc. As shown in Figure 1, the UL data packets of IAB node MT might be routed via different paths to the same donor DU (Figure 1a) or different donor DUs (Figure 1b). For both cases, the BAP header should be added to the UL packet for routing purpose. The BAP header carries the BAP routing ID, which further consists of BAP address and optional BAP path ID. Unless we do not support multiple UL routing paths or multiple donor DU, the BAP routing ID should be carried by UL data packets and correspondingly BAP address for donor DU should be configured.  The BAP address of donor DU can be configured during the F1-C setup procedure. Or it can be configured when the first child IAB node MT connects to the donor DU. 
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Figure 1 Route redundancy (Cited from TR 38.874)
Routing configuration
Routing configuration contains a list of routing entry. Each routing entry includes the the BAP routing ID and egress link ID. Suppose the first child IAB node MT connects to the donor DU and completes the RRC connection setup as a normal UE, the donor DU should be configured with routing, bearer mapping and routing path selection info before routing the data packet of OAM traffic via IP layer or F1-C setup signalling to child IAB node. To be specific, the routing configuration could be sent by the donor CU to donor DU via F1AP message after it receives the IAB-indication in RRC SETUP COMPLETE message from the child IAB node MT.

After the child IAB node completes the F1-C setup procedure, the child IAB-node DU provides service to UEs or to other integrated IAB-nodes. When the child IAB node starts to provide service to downstream IAB node, the donor CU might further configure the child IAB node DU with the routing configuration. Meanwhile, the upstream IAB node of child IAB node should also be reconfigured with the routing information to support more DL routing paths.  
Bearer mapping configuration
The bearer mapping configuration may include a list of bearer mapping entries for each egress BH RLC channel. Each bearer mapping entry may include the ingress BH RLC channel ID for intermediate IAB node. For donor DU, it is configurable with a mapping between IPv6 Flow Label, DS information and Destination IP address to the egress BH RLC channel, where any of these three IP header fields are optional in the mapping as agreed in RAN3#105 meeting.
Routing path selection configuration 
In order to realize the load balanced routing selection, it is necessary for the donor CU to configure the donor DU with routing selection information. As agreed in RAN3#105 meeting, the IAB-donor DU is configurable with information that allows deriving the BAP routing ID from IP header information for F1-U, F1-C and non-F1 traffic. And the IAB-donor is configurable with information that allows deriving the BAP address from the destination IP address. To be specific, the IP layer information may be in the form of destination IP address, IPv6 flow label or DS information. 
Proposal 1: The BAP address of  donor DU can be configured during the F1-C setup procedure or when the first child IAB node MT connects to the donor DU. 
Proposal 2: Donor CU might configure donor DU and IAB node DU with routing information, which includes the BAP routing ID and egress link ID. 

Proposal 3: For the IAB node DU, it is configurable with the bearer mapping between ingress BH RLC channel and egress BH RLC channel.

Proposal 4: For donor DU, it is configurable with information that allows deriving the BAP routing ID from destination IP address, IPv6 flow label or DS information. 
BAP configuration failure handling

Considering that there are so many different types of BAP configuration, the configuration failure may happen. For example, when IAB node DU receives a DL BAP PDU containing an BAP routing ID which is not configured in routing table, it is hard to find the egress link and egress BH RLC channel for this BAP PDU. In this case, BAP entity may consider to discard the received BAP PDU.  
In addition, the IAB node DU or donor DU may detect the following exceptional case:

IAB node DU or donor DU receives the packet which contains the destination IP address not configured in routing selection;

IAB node DU or donor DU could not determine the egress BH RLC channel for the received data packet based on the bearer mapping configuration;
For a given ingress BH RLC channel, it could be mapped to more than one egress BH RLC channels on one egress link based on bearer mapping configuration.
For the first exception case, the IAB node DU or donor DU may determine the RLF happens and notify the donor CU of the RLF. For the remaining exception case, the IAB node DU or donor DU may send the failure report to donor CU. Based on the failure report, donor CU may reconfigure the BAP information. 

Proposal 3: It is suggested to consider the following BAP configuration failure scenarios:  

- IAB node DU or donor DU receives the packet which contains the BAP routing ID not configured;
- IAB node DU or donor DU receives the packet which contains the destination IP address not configured;

- IAB node DU or donor DU could not determine the egress BH RLC channel for the received data packet based on the bearer mapping configuration;

-An ingress BH RLC channel could be mapped to more than one egress BH RLC channels on one egress link based on bearer mapping configuration.
Conclusion
In this contribution, we mainly discuss the remaining issues and design consideration for IAB BAP configuration. And we have the following proposals:
Proposal 1: The BAP address of  donor DU can be configured during the F1-C setup procedure or when the first child IAB node MT connects to the donor DU. 
Proposal 2: Donor CU might configure donor DU and IAB node DU with routing information, which includes the BAP routing ID and egress link ID. 

Proposal 3: For the IAB node DU, it is configurable with the bearer mapping between ingress BH RLC channel and egress BH RLC channel.

Proposal 4: For donor DU, it is configurable with information that allows deriving the BAP routing ID from destination IP address, IPv6 flow label or DS information. 
Proposal 3: It is suggested to consider the following BAP configuration failure scenarios:  

- IAB node DU or donor DU receives the packet which contains the BAP routing ID not configured;
- IAB node DU or donor DU receives the packet which contains the destination IP address not configured;

- IAB node DU or donor DU could not determine the egress BH RLC channel for the received data packet based on the bearer mapping configuration;

-An ingress BH RLC channel could be mapped to more than one egress BH RLC channels on one egress link based on bearer mapping configuration.
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