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Introduction

In the latest RAN3 meeting , the impact of NPN on F1 was discussed, and there were some left issues as below:
PNI-NPN

Need to signal HRN to CU?

Need to signal cell reserved for xx use from DU to CU?

Need of any signaling from CU to DU?

UE dedicated impact?

SNPN

UE dedicated impact? E.g. need to add selected (PLMN, NID) in F1 UE context setup ?
In this contribution, we discuss these left issues and provide the corresponding CR for TS38.473.
Discussion
None UE associated Message
In the latest RAN3 meeting , it was agreed that  “Over F1, we exchange list of supported (PLMN ID, NID)s between DU and CU: DU-configured [PLMN ID, NID] to CU”and “Over F1, need to signal cell supported list of CAG IDs from DU to CU”.

According to current TS38.473, the gNB-DU shall include the information about the cells configured in the gNB-DU within the Served Cell Information IE. Therefore, from the above agreement,the supported NIDs and CAG IDs information of the cell configured in the gNB-DU can be introduced into Served Cell Information IE in F1 SETUP REQUEST message and GNB-DU CONFIGURATION UPDATE message.

Proposal 1:  The gNB-DU shall include the supported NIDs and CAG IDs of the cell configured at the gNB-DU into Served Cell Information IE in the F1 SETUP REQUEST message and the GNB-DU CONFIGURATION UPDATE message.

NG-RAN nodes which provide access to SNPNs and CAG cells optional broadcast the the human-readable network name per NID/CAG ID for manual network selection. Although the CAG and NID information is broadcast in SIB1, it is also not necessary to broadcast a large number of  human-readable network name of NIDs/CAGs in SIB1. In the legacy LTE, the eNB do not broadcast the human-readable network name of CSG cells in SIB1, but broadcast HNB name in SIB9. To support manual CSG selection, the UE reads the HNB name from system information on SIB9 if a cell with a CSG ID is found.
So, It is benefit to configure  the human-readable network of per NID/CAG ID into other SI. However the other SIB is configured by the gNB-CU, it is reasonable that the gNB-DU needs inform the human-readable network name of NIDs/CAGs to the gNB-CU or gNB-CU gets such names by OAM .

However, we need to make clear whether the same CAG ID/NID is allowed to have the same human-readable name in a PLMN or not. If the same human-readable name of same CAG ID/NID is guaranteed, there will be a large number of duplicated CAG human-readable names transmitted over the F1 interface. In order to avoid such unnecessary transmission, the human-readable name of each CAG cell can be configured to the CU by OAM. On the contrary, if the same NID/CAG ID may have different human-readable network names, for example, different NPN  human-readable names for the same NID/CAG ID carry different business information or different geographic location information. Therefore, the human-readable network name of each CAG/SNPN cell shall be configured by the gNB-DU, and the gNB-DU shall inform the human-readable network name of NIDs/CAGs to the gNB-CU via signalling or OAM.

Proposal 2:  The same NID/CAG ID may have different human-readable network names, for example, different names carry different business information or different geographic location information. Therefore, the human-readable network name of each CAG/SNPN cell shall be configured by the gNB-DU, and the gNB-DU shall inform such name of each NIDs/CAGs to the gNB-CU via signalling or OAM. 
According to current SA2 specification, the gNB is either associated with a PLMN or an SNPN, considering network sharing case, the gNB-DU may support multiple SNPNs, then the gNB-CU should inform gNB-DU the selected activated SNPN. The CAG ID supported in one cell of  gNB-DU is up to 12, but from a network operator deployment point of view, in most cases, only partial CAG IDs configured at gNB-DU side will be used or activated. So the gNB-CU should inform the selected activated NID/CAGs to the gNB-DU via F1 SETUP RESPONSE message, or GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE, or  GNB-CU CONFIGURATION UPDATE message. Furthermore,  The gNB-DU shall only broadcast the activated SNPNs/CAGs.
Proposal 3:  The gNB-CU shall include the activated SNPNs/CAGs in the  F1 SETUP RESPONSE message,  GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE,and  GNB-CU CONFIGURATION UPDATE message. The gNB-DU shall only broadcast the activated SNPNs/CAGs.
Some of the gNB-CU received NIDs and CAG IDs information of the cell configured in the gNB-DU via F1 SETUP REQUEST message or GNB-DU CONFIGURATION UPDATE message may not be recognized by the gNB-CU, mainly in the corner case of inconsistent or incorrect OAM configuration, the gNB-CU shall response with a F1 SETUP FAILURE with a cause value, i.e., NID not supported, CAG not supported.
Proposal 4:  Add new F1 cause value i.e., “NID not supported”, “CAG not supported” for the corner case of inconsistent or incorrect OAM configuration between gNB-CU and gNB-DU.
2.2 UE associated Message
For the state transition of the UE from CM-IDLE to CM-CONNECTED, it is described in TS25.501 as “
During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the UE shall provide the selected CAG Identifier to NG-RAN and the NG-RAN shall provide the CAG Identifier to the AMF, The AMF shall verify whether UE access is allowed by Mobility Restrictions...”.
For mobility in RRC_CONNECTED, the gNB-CU selects the proper gNB-DU for a UE according to Mobility Restriction List received from the 5GC, the Mobility Restriction List is not communicated over F1. But form the above description in TS25.501, the UE will select one or more serving CAG identifiers within the mobility restrictions, and these selected serving identifiers will be informed to the NG-RAN node and then to AMF for verification. Although the SA2 standards do not describe the business categories and type of services that the different NID/CAG represents. However, it is assumed that different type of services for different NID/CAG should be applied based on the operator's operational strategy and charging strategy. The different NID/CAG may mean different RRM strategies. So the gNB-CU shall inform gNB-DU the selected serving CAG ids during the UE context setup procedure, and the gNB-DU shall take it into account for different RRM strategies. It's similar for SNPN, the gNB-CU shall  inform the selected severing NID to the gNB-DU. 

Proposal 5:  The gNB-CU shall include the serving NID/CAG IDs  in the   UE CONTEXT SETUP REQUEST message, the gNB-DU shall take it into account for different RRM strategies.

For Xn/NG mobility case, the serving NIDs/CAG IDs also should be exchange from source node to the target node.

Proposal 6:  For Xn/NG mobility case, the serving NID/CAG IDs also need be exchanged from the source node to the target node via XNAP and NGAP message.

After the AMF receive the UE selected serving CAG/NID, In the TS23.501, “If the CAG Identifier  Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE removes that CAG Identifier, if it exists, from its Allowed CAG list, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure;” and “If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE updates its local configuration, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure.”

Proposal 7:  add new F1 cause value i.e., “NID invalid”, “CAG ID invalid”, and “CAG access only” for the rejection of the UE access and the release of the UE context.
Proposal 8: The corresponding CRs for F1AP are provided in [1].
 Conclusions
Proposal 1:  The gNB-DU shall include the supported NIDs and CAG IDs of the cell configured at the gNB-DU into Served Cell Information IE in the F1 SETUP REQUEST message and the GNB-DU CONFIGURATION UPDATE message.

Proposal 2:  The same NID/CAG ID may have different human-readable network names, for example, different names carry different business information or different geographic location information. Therefore, the human-readable network name of each CAG/SNPN cell shall be configured by the gNB-DU, and the gNB-DU shall inform such name of each NIDs/CAGs to the gNB-CU via signalling or OAM. 
Proposal 3:  The gNB-CU shall include the activated SNPNs/CAGs in the  F1 SETUP RESPONSE message,  GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE,and  GNB-CU CONFIGURATION UPDATE message. The gNB-DU shall only broadcast the activated SNPNs/CAGs.
Proposal 4:  Add new F1 cause value i.e., “NID not supported”, “CAG not supported” for the corner case of inconsistent or incorrect OAM configuration between gNB-CU and gNB-DU.
Proposal 5:  The gNB-CU shall include the serving NID/CAG IDs  in the   UE CONTEXT SETUP REQUEST message, the gNB-DU shall take it into account for different RRM strategies.

Proposal 6:  For Xn/NG mobility case, the serving NID/CAG IDs also need be exchanged from the source node to the target node via XNAP and NGAP message.

Proposal 7:  add new F1 cause value i.e., “NID invalid”, “CAG ID invalid”, and “CAG access only” for the rejection of the UE access and the release of the UE context.
Proposal 8: The corresponding CRs for F1AP are provided in [1].
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