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1   Introduction
SA2 has finalized the stage 2 of the feature SRVCC from NG-RAN to UTRAN. 
At last RAN3#105, RAN3 agreed baseline CRs with many FFS.

This paper intends to solve the FFS and proposes corresponding TP for BL CR TS38.413.

2   Description
The feature SRVCC from NG-RAN to UTRAN can be summarized as follows:
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Figure 4.2.x-1: Overall high level concepts for 5G-SRVCC from NG-RAN to UTRAN

SRVCC Operation in Context Modification Request
Currently the SRVCC Operation possible indicates that both UE and AMF support SRVCC.

It is not currently foreseen that one can revert from “possible” to “not possible”.

Therefore, there is no need to add the SRVCC Operation possible into the UE Context Modification Request.
It is proposed to remove the editor’s note and the full section referring to this addition.
Proposal1: remove the editor’s note and the section in the Modification Request procedure and the message.
SRVCC Operation in DL NAS Transport

If the SRVCC Operation could change from “possible “ to “not possible” that would be during a registration update. Then it would make sense to update the NG-RAN at the same time.
However, similar to UE Context Modification Request, this has not been agreed.
Proposal 2: not include SRVCC Operation in DL NAS Transport message.
SRVCC Operation in PATH SWITCH REQUEST ACKNOWLEDGE
It has been agreed to add the SRVCC Operation in the Path Switch Request Acknowledge message. However, the corresponding procedural text is missing.

Proposal 3: add the procedural text for the Path Switch Request Acknowledge.

Encoding of SRVCC Operation Possible
The SRVCC Operation Possible is encoded differently in tabular and asn1:

9.2.1.xx
SRVCC Operation Possible

This element indicates that both UE and AMF are SRVCC-capable. NG-RAN behaviour on receipt of this IE is specified in TS 23.216 [xx].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SRVCC operation possible
	M
	
	ENUMERATED (Possible, …) 
	The value “Possible” indicates that UE and AMF are SRVCC capable.


And in asn1:

SRVCCOperationPossible ::= ENUMERATED {


possible, notPossible,

...

}

Proposal 4: align tabular to asn1 for the encoding of the SRVCC Operation Possible.

Encoding of Target ID

The target ID has been enhanced as follows:
9.3.1.25
Target ID

This IE identifies the target for the handover.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Target ID
	M
	
	
	

	>NG-RAN
	
	
	
	

	>>Global RAN Node ID
	M
	
	9.3.1.5
	

	>>Selected TAI
	M
	
	TAI

9.3.3.11
	

	>E-UTRAN
	
	
	
	

	>>Global eNB ID
	M
	
	Global ng-eNB ID

9.3.1.8
	

	>>Selected EPS TAI
	M
	
	EPS TAI

9.3.3.17
	

	>Target RNC-ID
	
	
	
	

	>>LAI
	M
	
	9.3.3.xx
	

	>>RNC-ID
	M
	
	9.3.1.xx
	If the Extended RNC-ID IE is included in the Target ID IE, the RNC-ID IE shall be ignored.

	>>Extended RNC-ID
	O
	
	9.3.1.yy
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095.


There is no need to introduce the RAC because PS domain is not involved.
However, the RAC has been added in the asn1 part.

Proposal 5: remove the RAC in the asn1 encoding of target ID.
SRVCC Operation in Xn handover

Given that the SRVCC Operation is sent in the Path Switch Request Acknowledge, addition of the SRVCC Operation in the UE Context of the Xn Handover Request message seems redundant. Actually, this redundancy makes sense if this information is needed during the admission control phase at Xn handover.

However, there is no use case that this information is used when admitting the UE context at Xn handover. Rather, it is assumed that SRVCC cannot be triggered before the UE would complete the Xn handover. We conclude from the above that sending the SRVCC Operation in the Path Switch Request is good enough and the right timing.

Proposal 6: not add the SRVCC Operation IE in the UE Context of Xn Handover Request.
Working Assumption: include 5G RAT information in the source RNC to target RNC transparent container, encoding FFS 

It is first proposed to update the working assumption into an agreement.

Then the encoding of the source 5G information is currently FFS and needs to be decided:

	SRVCC Source
	O
	
	ENUMERATED (v5G, …)
	Indicates the SRVCC source RAN.

The Encoding is FFS
	YES
	ignore


Then we propose the encoding to be the source 5G NG-RAN CGI as defined in TS 38.413:

9.3.1.73
NG-RAN CGI
This IE is used to globally identify a cell in NG-RAN.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NG-RAN CGI
	M
	
	
	

	>NR
	
	
	
	

	>>NR CGI
	M
	
	9.3.1.7
	

	>E-UTRA
	
	
	
	

	>>E-UTRA CGI
	M
	
	9.3.1.9
	


Proposal 7: agree to encode the 5G source information in NG-RAN CGI in TS 36.413. see our CR in [5].
3   Conclusion

This paper has reviewed the remaining open points for the 5G SRVCC feature and we make the following proposals:
Proposal 1: agree the TP below for TS 38.413.
Proposal 2: agree the TP in [5] for TS 36.413.
Finally, with these conclusions the work can be deemed completed and we propose to inform SA2, CT4.

Proposal 3: agree the LS out in [6] on completion of SRVCC work.
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8.4.4
Path Switch Request

8.4.4.1
General

The purpose of the Path Switch Request procedure is to request the switch of the downlink termination point of the NG-U transport bearer towards a new termination point.

8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The NG-RAN node initiates the procedure by sending the PATH SWITCH REQUEST message to the AMF. Upon reception of the PATH SWITCH REQUEST message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transparently transfer the Path Switch Request Transfer IE to the SMF associated with the concerned PDU session.

After all necessary updates including the UP path switch have been successfully completed in the 5GC for at least one of the PDU session resources included in the PATH SWITCH REQUEST, the AMF shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the NG-RAN node and the procedure ends.

The list of accepted QoS flows shall be included in the PATH SWITCH REQUEST message within the Path Switch Request Transfer IE. The SMF shall handle this information as specified in TS 23.502 [10].

For each PDU session for which the Additional DL QoS Flow per TNL Information IE is included in the Path Switch Request Transfer IE of the PATH SWITCH REQUEST message, the SMF may use each included UP transport layer information as the downlink termination point for the included associated QoS flows for this PDU session split in different tunnels.
The list of PDU sessions which failed to be setup, if any, shall be included in the PATH SWITCH REQUEST message within the Path Switch Request Setup Failed Transfer IE. The AMF shall handle this information as specified in TS 23.502 [10].

For each PDU session for which the User Plane Security Information IE is included in the Path Switch Request Transfer IE of the PATH SWITCH REQUEST message, the SMF shall behave as specified in TS 33.501 [13] and may send back the Security Indication IE within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message.

For each PDU session for which the DL NG-U TNL Information Reused IE set to "true" is included in the Path Switch Request Transfer IE of the PATH SWITCH REQUEST message, the SMF shall, if supported, consider that the DL TNL information contained in the DL NG-U UP TNL Information IE has been reused.
If the Security Indication IE is included within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall behave as specified in TS 33.501 [13].

If the UL NG-U UP TNL Information IE is included within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall store this information and use it as the uplink termination point for the user plane data for this PDU session.

If the Additional NG-U UP TNL Information IE is included within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall store this information and use the included UL NG-U UP TNL Information IE(s) as the uplink termination point(s) of the user plane data for this PDU session split in different tunnel.
If the Core Network Assistance Information for RRC INACTIVE IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store this information in the UE context and use it for e.g. the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8].

If the CN Assisted RAN Parameters Tuning IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node may use it as described in TS 23.501 [9].
If the RRC Inactive Transition Report Request IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store this information in the UE context.
If the New Security Context Indicator IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall use the information as specified in TS 33.501 [13].

Upon reception of the PATH SWITCH REQUEST ACKNOWLEDGE message the NG-RAN node shall store the received Security Context IE in the UE context and the NG-RAN node shall use it as specified in TS 33.501 [13].

If the UE Security Capabilities IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall handle it accordingly (TS 33.501 [13]).

If the Redirection for Voice EPS Fallback IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store it and use it in a subsequent decision of EPS fallback for voice as specified in TS 23.502 [10].
If the PDU Session Resource Released List IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall release the corresponding QoS flows and regard the PDU session(s) indicated in the PDU Session Resource Released List IE as being released. The appropriate cause value for each PDU session released is included in the Path Switch Request Unsuccessful Transfer IE contained in the PATH SWITCH REQUEST ACKNOWLEDGE message.

If the SRVCC Operation Possible IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN shall store content of the received SRVCC Operation Possible IE in the UE context and, if supported, use it as defined in TS 23.216 [xx].
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Next change
9.2.1.xx
SRVCC Operation Possible

This element indicates that both UE and AMF are SRVCC-capable. NG-RAN behaviour on receipt of this IE is specified in TS 23.216 [xx].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SRVCC operation possible
	M
	
	ENUMERATED (Possible, not possible, …) 
	The value “Possible” indicates that UE and AMF are SRVCC capable.


Next change
LastVisitedCellInformation ::= CHOICE {


nGRANCell

LastVisitedNGRANCellInformation,


eUTRANCell

LastVisitedEUTRANCellInformation,


uTRANCell

LastVisitedUTRANCellInformation,


gERANCell

LastVisitedGERANCellInformation,


choice-Extensions

ProtocolIE-SingleContainer { {LastVisitedCellInformation-ExtIEs} }

}

<No change part is omitted>

RNC-ID ::= INTEGER (0..4095)
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