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1   Introduction
At last RAN3#105 discussions started on NPN.

The summary of offline discussions is available in [3].

It has been decided to organize the discussions around key topics. 
The following addresses the mobility topic.

2   Description

The summary of offline discussions on mobility aspects already lead to some key agreements at RAN3#105 respectively for PNI-NPN and for Standalone-NPN.
PNI -NPN
The following agreements were reached at RAN3#105:
1. At mobility, we assume that source NG-RAN node knows the list of CAG IDs supported by the candidate target cells
2. At mobility, target RAN shall fail the handover if UE allowed CAG list does not match any of target cell supported list of CAG IDs (assuming target cell is a CAG cell)
Then there are a couple of open points on which we would like to provide the following answers:
CAG based mobility control? Slice based mobility control? Or both?

Nokia> slice-based mobility is obviously not enough. We need the CAG based mobility principles on top.
Does Source RAN node select and signal the target CAG ID ?

Nokia> yes, source RAN node is able to select the target CAG ID because it was agreed at RAN3#105 that it is assumed that source NG-RAN node knows the list of CAG IDs supported by candidate targets. It should preferably select the current/same CAG ID if supported by the target cell. The selected CAG ID can be added in the target ID to help for inter-AMF handover.
Should source RAN ideally try to keep the UE on the same CAG ID?

Nokia> Yes. As answered by SA2.

Proposal 1: add the selected CAG ID in Xn handover Request/NG Handover Required (Target ID).

What does Target NG-RAN node do if selected target CAG id is not matching any of the target cell’s CAG IDs?

Nokia> this is a misconfiguration error case. Very unlikely if an Xn handover because source and target have directly exchanged configuration over Xn setup. Possible if no Xn interface and NG handover took place (and a concurrent CAG ID update took place). Then the target NG-RAN node should fail the handover and can signal back the updated list of CAG IDs supported by the target cell in Handover Request Acknowledge message. 

Proposal 2: add specific failure cause in Xn handover Failure/NG Handover Failure and list of CAG IDs supported by target cell.

Does AMF need to be aware of the concept of serving CAG ID?

Nokia> Yes. For charging or LI reasons.

NG Handover: Is the AMF supposed to check during NG handover that the UE’s allowed CAG ID list matches the target RAN node supported CAG IDs?

Nokia> we don’t think that this is needed. The principle in PNI-NPN is that the NG-RAN has received the UE allowed CAG IDs and can do the checks. In NG handovers the target NG-RAN makes the checks.
Xn handover: should AMF be aware of the UE’s serving CAG ID in real time? E.g. sent in Path Switch Request for charging reasons?

Nokia> Yes. For charging or LI reasons.
Proposal 3: add the selected CAG ID in NG Path switch request/NG Handover Request Acknowledge messages to make AMF aware of final new serving CAG ID.
Standalone -NPN
There were agreements at RAN3#105:
1. At mobility, we assume that source NG-RAN node knows the (PLMN ID, NID)s supported by the candidate target cells
2. At mobility, target RAN node needs to be informed of (serving PLMN, NID)

3. At mobility, target RAN node shall fail the handover if the serving (PLMN, NID) does not match any of the target cell supported list of (PLMN ID, NID)s

Then there are a couple of open points on which we would like to provide the following answers:

NG Handover: Which node informs the target RAN node of the serving (PLMN ID, NID)?  Is it source AMF which informs target AMF which informs target NG-RAN node? Or is it directly source NG-RAN via transparent container?

Nokia> same spirit as the overall feature, the selected PLMN ID is currently signaled in target ID of Handver Required message from source RAN to AMF; selected PLMN can be updated to selected (PLMN ID, NID).
Xn handover: ask SA2 if AMF really needs to check the serving (PLMN ID, NID) in Path Switch Request?

Nokia> as answered by SA2, full (PLMN ID, NID) should be signaled.

Proposal 4: add the selected (PLMN ID, NID) in Target ID of Handover Required message and in Path Switch Request message.

3   Conclusion

This paper has analysed the open issues related to mobility aspects to be specified and propose to take the following new agreements on top of RAN3#105 agreements:

Proposal 1: add the selected CAG ID in Xn handover Request/NG Handover Required (Target ID).

Proposal 2: add specific failure cause in Xn handover Failure/NG Handover Failure and list of CAG IDs supported by target cell.

Proposal 3: add the selected CAG ID in NG Path switch request/NG Handover Request Acknowledge messages to make AMF aware of final new serving CAG ID.

Proposal 4: add the selected (PLMN ID, NID) in Target ID of Handover Required message and in Path Switch Request message.
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16.x
Stand-Alone NPN

16.x.1
General
16.x.2
Mobility
16.x.2.1
Mobility Principles

1. Editor’s note: describe the general principles of mobility for Stand-Alone NPN. This should cover, intra-frequency, inter-frequency and inter-RAT [RAN2].
16.x.2.2
Idle Mode
2. Editor’s note: describe inbound and outbound mobility in IDLE [RAN2].

16.x.2.3
Inactive Mode

3. Editor’s note: describe inbound and outbound mobility in INACTIVE [RAN2].

16.x.2.4
Connected Mode

4. Editor’s note: describe inbound and outbound mobility in CONNECTED [RAN2]. Impacts to Xn/NG procedures including data forwarding [RAN3].

The identity of Stand-alone NPN (S-NPN ID) is defined as the pair (PLMN ID, NID).

The NG-RAN node has received the mobility restrictions of a given UE from the AMF at the time of UE context creation. As part of these mobility restrictions it has received the serving S-NPN ID for this UE. 

The NG-RAN node is also aware of the list of S-NPN ID(s) supported by the candidate target cells. It may have received such information using self-configuration mechanisms as described in section 15.3.x.

At the time of handover, the source NG-RAN node determines the target cell by selecting among the candidate target cells one cell for which the list of supported S-NPN ID(s) matches the serving S-NPN ID and it includes the serving S-NPN ID information in the handover message towards the target NG-RAN node. 

The target NG-RAN performs admission control using the received serving S-NPN ID. In case it cannot accept the handover for the received serving S-NPN ID the target NG-RAN node fails the handover including the appropriate cause value.

16.y
Public Network Integrated NPN
16.y.1
General
16.y.2
Mobility

16.y.2.1
Mobility Principles

5. Editor’s note: describe the general principles of mobility for Public Network Integrated NPN. This should cover, intra-frequency, inter-frequency and inter-RAT [RAN2].

16.y.2.2
Idle Mode

6. Editor’s note: describe inbound and outbound mobility in IDLE [RAN2].

16.y.2.3
Inactive Mode

7. Editor’s note: describe inbound and outbound mobility in INACTIVE [RAN2].

16.y.2.4
Connected Mode

8. Editor’s note: describe inbound and outbound mobility in CONNECTED [RAN2]. Impacts to Xn/NG procedures including data forwarding [RAN3].

The NG-RAN node has received the mobility restrictions of a given UE from the AMF at the time of UE context creation. As part of these mobility restrictions it has received the UE Allowed list of CAG IDs. 

The NG-RAN node is also aware of the list of CAG IDs supported by the candidate target cells. It may have received such information using self-configuration mechanisms as described in section 15.3.x.

At the time of handover, the source NG-RAN node determines the target CAG ID based on the received UE Allowed CAG ID List and the CAG IDs supported by the target cell and provides this information to the target NG-RAN node. In case of NG handover, the source NG-RAN node also informs the source AMF of the selected CAG ID in the Target ID. 

The target NG-RAN performs admission control using the received selected CAG ID as the preferred CAG ID. In case it cannot accept the handover for the received selected CAG ID it may accept the handover selecting another CAG ID as long as it belongs to the received UE Allowed CAG ID List. Upon successful handover the target NG-RAN node indicates to the AMF the finally selected CAG ID. In case none of the UE Allowed CAG IDs would match the CAG IDs supported by the target cell the target NG-RAN node fails the handover including the appropriate cause value.

If the UE allowed CAG ID list indicates that the UE is allowed to handover to non-CAG cells, the source NG-RAN node may trigger the handover towards a cell not supported any CAG ID. 
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