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1   Introduction
At last RAN3#105 discussions started on NPN.

The summary of offline discussions is available in [3].

It has been decided to organize the discussions around key topics. 

One of the key questions concerning the organization is whether common for PNI-NPN and S-NPN or separate baseline CRs should be done for the various interfaces NG, Xn, F1 and E1.

This paper addresses this aspect.

2   Description

The summary of offlines have shown many points of convergence item per item between PNI-NPN and S-NPN.
For example:

Access control 

S-NPN

1. Add selected NID into the Initial UE Message

PNI-NPN
2. Add Selected CAG ID into the Initial UE Message

Here, of course NID is not CAG ID; but both are NPN ID. We can introduce a generic NPN ID and have commonality.
Mobility Restriction

S-NPN

1. Indicate serving (PLMN ID, NID) in the mobility restriction list

PNI-NPN

1. Indicate in the mobility restriction list the UE supported list of CAG IDs per plmn

Mobility at source RAN
S-NPN
1. At mobility, we assume that source NG-RAN node knows the (PLMN ID, NID)s supported by the candidate target cells
2. At mobility, target RAN node needs to be informed of (serving PLMN, NID)

PNI-NPN
1. At mobility, we assume that source NG-RAN node knows the list of CAG IDs supported by the candidate target cells

2. We have assumed that source NG-RAN node indicates the selected CAG ID

In this case the blue part is not yet agreed but to be agreed. We can also note that the serving PLMN in S-NPN is also the selected NPN for the target since same S-NPN must be used.
Therefore, in reality, convergence is achieved here.
Mobility at target RAN node
S-NPN
1. At mobility, target RAN node shall fail the handover if the serving (PLMN, NID) does not match any of the target cell supported list of (PLMN ID, NID)s

PNI NPN
2. At mobility, target RAN shall fail the handover if UE allowed CAG list does not match any of target cell supported list of CAG IDs (assuming target cell is a CAG cell)
Configuration

S-NPN

1. Need to exchange the list of supported (PLMN ID, NID)s per cell over Xn setup, Xn configuration update, in the two directions. 

PNI NPN
2. Need to exchange list of cell supported CAG IDs at Xn setup, and configuration update.

F1
S-NPN

1. Over F1, exchange list of supported (PLMN ID, NID)s between DU and CU: DU configured [PLMN ID, NID] to CU. 

PNI NPN
1. all CAG information configured in DU

2. Over F1, need to signal cell supported list of CAG IDs from DU to CU

Here again, configuration in DU, and signaling from DU to CU is similar replacing (PLMN ID, NID)s by (CAG ID)s.

This analysis shows that even if PNI NPN and S-NPN are different types of non public networks, due to the many commonalities it is possible from a coding point of view to harmonize the CRs and have a common CR for each interface.
Proposal: Following the investigations done at last RAN3, decide to have common CRs for each interface for PNI NPN and S-NPN.
3   Conclusion

This paper has analysed the results of the discussions conducted at RAN3#105 and shows that common CRs can be done for PNI NPN and S-NPN. It makes the following proposals:
Proposal 1: RAN3 to decide common CRs for PNI NPN and S-NPN.

An example of common CRs has been done for NGAP and XnAP and are presented in [4] and [5].

Proposal 2: RAN3 to agree baseline NGAP CR which are common to PNI NPN and S-NPN with FFS on the points identified as open at last RAN3#105 as shown in [4].

Proposal 3: RAN3 to agree baseline XnAP CR which are common to PNI NPN and S-NPN with FFS on the points identified as open at last RAN3#105 as shown in [5].
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