
3GPP TSG-RAN WG3#105bis 
R3-195166
Chongqing, China,  14 – 18 October 2019
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	38.423
	CR
	0231
	rev
	
	Current version:
	15.5.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	X
	Core Network
	


	

	Title:

	 Enhancement of QoS recovery 

	
	

	Source to WG:
	 Nokia, Nokia Shanghai Bell

	Source to TSG:
	 R3

	
	

	Work item code:
	NR_newRAT-Core
	
	Date:
	2019.10.14

	
	
	
	
	

	Category:
	 B
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	QoS recovery mechanism is needed to be flexible on variation of guaranteed bit rates when notification control is used. Especially fast reaction is needed to switch between multiple GBR values when radio conditions change. 

	
	

	Summary of change:
	The source NG-RAN node can propagate the multiple GBR values received from 5GC for the QoS flow together with notification control enabled. The target NG-RAN node can accept the QoS flow at handover if one of the received GBR values can be satisfied and feeds back the currently fulfiled GBR value in PDU Session Resources Admitted List IE while setting the QoS parameters towards the UE according to the QoS requested for the flow in order to ease and speed further upgrades/downgrades based on radio conditions.
Impact assessment towards the previous version of the specification (same release):

This CR has an isolated impact towards the previous version of the specification (same release).

This CR only has an impact on the handover function.


	
	

	Consequences if not approved:
	QoS recovery is not possible in some V2X scenarios. 

	
	

	Clauses affected:
	8.2.1.2, 9.2.1.2, 9.2.3.6, 9.2.3.x, 9.2.3.y

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	


8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source NG-RAN node initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node. When the source NG-RAN node sends the HANDOVER REQUEST message, it shall start the timer TXnRELOCprep.
For each E-RAB ID IE included in the QoS Flow To Be Setup List IE in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store the content of the IE in the UE context and use it for subsequent inter-system handover.
If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

At reception of the HANDOVER REQUEST message the target NG-RAN node shall prepare the configuration of the AS security relation between the UE and the target NG-RAN node by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE, as specified in TS 33.501 [28].

Upon reception of the PDU Session Resource Setup List IE, contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as specified in TS 38.413 [5] for the PDU Session Resource Setup procedure. The target NG-RAN node shall report in the HANDOVER REQUEST ACKNOWLEDGE message the successful establishment of the result for all the requested PDU session resources. When the target NG-RAN node reports the unsuccessful establishment of a PDU session resource, the cause value should be precise enough to enable the source NG-RAN node to know the reason for the unsuccessful establishment.

For each PDU session if the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resources To Be Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall store the received PDU Session Aggregate Maximum Bit Rate in the UE context and use it when enforcing traffic policing for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [7].
For each QoS flow for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DL Forwarding IE set to "DL forwarding proposed" within the Data Forwarding and Offloading Info from source NG-RAN node IE in the PDU Session Resources To Be Setup List IE in the HANDOVER REQUEST message. For each PDU session that the target NG-RAN node decides to admit the data forwarding for at least one QoS flow, the target NG-RAN node includes the PDU Session level DL data forwarding GTP-U Tunnel Endpoint IE within the Data Forwarding Info from target NG-RAN node IE in the PDU Session Resource Admitted Info IE contained in the PDU Session Resources Admitted List IE in the HANDOVER REQUEST ACKNOWLEDGE message.

For each QoS flow for which the source NG-RAN node has not yet received the SDAP end marker packet if QoS flow re-mapping happened before handover, the source NG-RAN node shall include the UL Forwarding IE within the Data Forwarding and Offloading Info from source NG-RAN node IE in the HANDOVER REQUEST message, and if the target NG-RAN node decides to admit uplink data forwarding for at least one QoS flow, the target NG-RAN node may include the PDU Session Level UL Data Forwarding UP TNL Information IE in the Data Forwarding Info from target NG-RAN node IE in the PDU Session Resources Admitted Item IE contained in the PDU Session Resources Admitted List IE in the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the uplink data forwarding.

For each PDU session resource successfully setup at the target NG-RAN, the target NG-RAN node may allocate resources for additional Xn-U PDU session resource GTP-U tunnels, indicated in the Secondary Data Forwarding Info from target NG-RAN node List IE.
For each PDU session in the HANDOVER REQUEST message, if the Fallback GBR Modes IE is included in the GBR QoS Flow Information IE in the PDU Session Resources To Be Setup List IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may accept the setup of the involved QoS flow if notification control has been enabled and at least one of the fallback GBR values can be satisfied at the time of handover. In case the target NG-RAN node accepts the handover but can currently only guarantee a fallback GBR value it shall indicate it in the Current GBR Mode IE within the PDU Session Resources Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message while setting the QoS parameters towards the UE according to the received Guaranteed Flow Bit Rate Downlink IE and Guaranteed Flow Bit Rate Uplink IE.
For each DRB for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DRB ID IE and the mapped QoS Flows List IE within the Source DRB to QoS Flow Mapping List IE contained in the PDU Session Resources To Be Setup List IE in the HANDOVER REQUEST message. The source NG-RAN node may include the QoS Flow Mapping Indication IE in the Source DRB to QoS Flow Mapping List IE to indicate that only the uplink or downlink QoS flow is mapped to the DRB. If the target NG-RAN node decides to use the same DRB configuration and to map the same QoS flows as the source NG-RAN node, the target NG-RAN node includes the DL Forwarding GTP Tunnel Endpoint IE within the Data Forwarding Response DRB List IE in the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this DRB.
If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL Forwarding GTP Tunnel Endpoint IE for a given DRB in the Data Forwarding Response DRB List IE within Data Forwarding Info from target NG-RAN node IE in the PDU Session Resources Admitted List IE and the source NG-RAN node accepts the data forwarding proposed by the target NG-RAN node, the source NG-RAN node shall perform forwarding of uplink data for the DRB.

If the HANDOVER REQUEST includes PDU session resources for PDU sessions associated to S-NSSAIs not supported by target NG-RAN, the target NG-RAN shall reject such PDU session resources. In this case, and if at least one PDU Session Resource To Be Setup Item IE is admitted, the target NG-RAN shall send the HANDOVER REQUEST ACKNOWLEDGE message including the PDU Session Resources Not Admitted List IE listing corresponding PDU sessions rejected at the target NG-RAN.
Next Change
9.2.1.2
PDU Session Resources Admitted List

This IE contains PDU session resource related information to report success of the establishment of PDU session resources.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Resources Admitted List
	
	1
	
	
	–
	

	>PDU Session Resources Admitted Item
	
	1..<maxnoofPDUSessions>
	
	
	–
	

	>>PDU Session ID 
	M
	
	9.2.3.18
	
	–
	

	>>PDU Session Resource Admitted Info
	M
	
	
	
	–
	

	>>>DL NG-U TNL Information Unchanged
	O
	
	ENUMERATED (True, …)
	Indicates the NG-U tunnels that have been kept unchanged at the target NG-RAN node
	–
	

	>>>QoS Flows Admitted List
	
	1
	
	
	–
	

	>>>>QoS Flows Admitted Item
	
	1..<maxnoofQoSFlows>
	
	
	–
	

	>>>>>QoS Flow Identifier
	M
	
	9.2.3.10
	
	–
	

	>>>>>Current GBR mode
	O
	
	GBR Value 9.2.3.y
	
	–
	

	>>>QoS Flows not Admitted List
	O
	
	QoS Flow List with Cause

9.2.1.4
	
	–
	

	>>>Data Forwarding Info from target NG-RAN node
	O
	
	9.2.1.16
	
	–
	

	>>>Secondary Data Forwarding Info from target NG-RAN node List
	O
	
	9.2.1.31
	This IE would be present only when the target M-NG-RAN node decide to split a PDU session between MN and SN
	YES
	ignore


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions. Value is 256

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


9.2.3.6
GBR QoS Flow Information

This IE indicates QoS Parameters for a GBR QoS Flow for downlink and uplink.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Maximum Flow Bit Rate Downlink
	M
	
	Bit Rate

9.2.3.4
	Maximum Bit Rate in DL.

Flow Bit Rates are specified in TS 23.501 [7].

	Maximum Flow Bit Rate Uplink
	M
	
	Bit Rate

9.2.3.4
	Maximum Bit Rate in UL.

Flow Bit Rates are specified in TS 23.501 [7].

	Guaranteed Flow Bit Rate Downlink
	M
	
	Bit Rate

9.2.3.4
	Guaranteed Bit Rate (provided that there is data to deliver) in DL.

Flow Bit Rates are specified in TS 23.501 [7].

	Guaranteed Flow Bit Rate Uplink
	M
	
	Bit Rate

9.2.3.4
	Guaranteed Bit Rate (provided that there is data to deliver).

Flow Bit Rates are specified in TS 23.501 [7].

	Notification Control
	O
	
	ENUMERATED (notification requested, ...)
	Notification control is specified in TS 23.501 [7]

	Maximum Packet Loss Rate Downlink
	O
	
	Packet Loss Rate

9.2.3.11
	Indicates the maximum rate for lost packets that can be tolerated in the downlink direction. Maximum Packet Loss Rate is specified in TS 23.501 [7].

	Maximum Packet Loss Rate Uplink
	O
	
	Packet Loss Rate

9.2.3.11
	Indicates the maximum rate for lost packets that can be tolerated in the uplink direction. Maximum Packet Loss Rate is specified in TS 23.501 [7].

	Fallback GBR modes
	O
	
	Fallback GBR values List
9.2.3.x
	Indicates alternative GBR values for the QoS flow. 


9.2.3.X
Fallback GBR values List
This IE contains alternative GBR values which the NG-RAN node can indicate to be fulfilled when notification control is enabled and it cannot fulfil the nominal GBR value.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	GBR value Item
	
	1..<maxGBR values>
	
	

	>GBR value
	M
	
	GBR Value 

9.3.1.y
	


	Range bound
	Explanation

	maxnoofGBRvalues
	Maximum no. of GBR values allowed for the QoS profile. Value is 4.


9.2.3.Y
GBR Value
This IE indicates the current GBR value which NG-RAN can guarantee for a GBR QoS flow.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Guaranteed Flow Bit Rate Downlink
	M
	
	Bit Rate

9.3.1.4
	Guaranteed Bit Rate (provided there is data to deliver) in DL. Details in TS 23.501 [9].

	Guaranteed Flow Bit Rate Uplink
	M
	
	Bit Rate

9.3.1.4
	Guaranteed Bit Rate (provided there is data to deliver). Details in TS 23.501 [9].


