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1 Introduction
In last RAN3 meeting (RAN3#103bis), OAM connectivity for IAB was discussed, and two solutions are summarized in [1] for further discussion.

· Option A: like a UE, via normal PDU session (for SA) or PDN connection (for NSA)

· Option B: via BH IP layer

 In this contribution, we will share our view on those solutions. 
2 Discussion
In LTE relay, the OAM traffic has different priorities. For example, Alarms and commands have high priority, while software downloading has low priority. In NR, OAM traffic of IAB network should have the similar feature in order to make IAB node working properly. 

Observation 1: different OAM traffic should be differentiated and conveyed via different BH RLC CHs over BH link (or different DRBs over accessing link). 

With the above observation, the OAM connectivity should be discussed on the condition that the OAM traffic needs to be treated differently over IAB network depending on the traffic QoS requirements.  

Observation 2: the OAM connectivity should ensure that different OAM traffic can be treated differently over IAB network considering the QoS requirement. 

2.1 Option analysis

· Option A:

In this option, the QoS parameters of OAM traffic can be configured via the Core network. Thus, different OAM traffic can be assigned to different QoS flows according to the QoS requirement. Moreover, this option can use the legacy procedure. 

· Option B:
In this option, the OAM traffic is directly routed to the Donor DU, and then donor DU maps this OAM traffic to the BH RLC channel, as shown in Fig. 1. It can be observed that, such option is based on one of intra-donor transport schemes, i.e., UE DRB is identified via DSCP/flow label in the IP packet. 
· Since OAM traffic is generated by OAM sever, the DSCP/flow label part of this IP packet is not under the control of IAB donor node. On one hand, the IAB donor DU cannot tell the QoS requirement from the DSCP/flow label in the IP packets since those values are set by OAM. Thus, donor DU cannot map OAM traffic to the correct BH RLC CH. On the other hand, the DSCP/flow label in the IP packet of the normal UE DRB data may be the same as IP packets of OAM traffic. Hence, IAB donor DU may map the OAM traffic to the wrong BH RLC CH. 
· This option can be only applied to DSCP/flow label based intra-donor transport scheme. 
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Fig. 1 OAM traffic via BH RLC CH
In addition, in [1], the option B can be implemented via IAB donor CU. In other words, the OAM traffic is first routed to the IAB donor CU. Then, donor CU sends those packets to the donor DU, and donor DU conveys it via the BH RLC CH. It means that the IAB donor CU should identify the QoS requirement from the IP packets via DSCP/flow label. This will face the same issue as “via IAB donor DU”, i.e., IAB donor CU cannot differentiate the QoS requirement according to DSCP/flow label in the packet from the OAM. 
With above discussion, Option A is more feasible. Thus, we propose:
Proposal 1:  OAM connectivity is established via normal PDU session (for SA) or PDN connection (for NSA).

2.2 Setup of OAM connectivity
In general, the OAM configuration should contain information related to IAB-DU, e.g., serving cell information. These information is related to the connected IAB-donor CU. Thus, the OAM configuration should be downloaded at least after the IAB-donor CU has been determined.  For SA case, once IAB node accesses the IAB donor CU, it can establish OAM connectivity. However, for NSA case, if different IAB donor CU is connected to different OAM, the OAM connectivity should be established after en-gNB is determined. 
Proposal 2: the OAM connectivity should be established after the IAB-donor CU is determined. 
Then, the IP address used for OAM connectivity establishment should be discussed. In last RAN3 meeting, we agreed that IAB-MT and IAB-DU have different IP addresses. Then, the IP address for OAM connectivity can have two possibilities:
· Alt. 1: Via IP address of IAB-MT

During PDU session establishment procedure, the IAB-MT can obtain its IP address from SMF. After that, IAB node can use this IP address to communicate with OAM. However, in practice, the IP address used for OAM connectivity should be different from the IP address of the normal UE. Thus, when allocating IP address to the IAB-MT, SMF should be aware that it is an IAB node rather than a normal UE. 
Observation 3: if IP address of IAB-MT is used for OAM connectivity, SMF should be aware the IAB node when allocating IP address for IAB-MT.

· Alt. 2: Via IP address of IAB-DU

In this case, the PDU session established between IAB-MT and OAM is used to convey the IP packets between IAB-DU and OAM. 
In legacy F1 interface, the OAM connectivity is established via IP address of gNB-DU. To align with the legacy procedure, Alt. 2 should be selected.

Proposal 3: the OAM connectivity is established by using IP address of IAB-DU.  
3 Conclusions
In this contribution, we discuss the OAM connectivity, and have the following proposals:

Proposal 1:  OAM connectivity is established via normal PDU session (for SA) or PDN connection (for NSA).
Proposal 2: the OAM connectivity should be established after the IAB-donor CU is determined. 
Proposal 3: the OAM connectivity is established by using IP address of IAB-DU.
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