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Introduction
The RAN3#103bis meeting Chairman notes capture the following on IP address management for IAB-nodes:
DU IP address needs to be different from MT IP address
DU IP address needs to be routable
IAB-DU IP address may be assigned by donor DU or by donor CU; if assigned by donor DU, DHCP is used (donor DU may act as DHCP server or as DHCP proxy)
IP address assignment via OAM is not precluded; in this case this functionality needs to be coupled to the topology adaptation functionality
This paper proposes a way forward on how to specify IP Address Management for IAB-nodes.
Discussion
In the legacy (i.e. non-IAB) case, the DU is preconfigured with the IP address and port number of the CU with which the F1 connection needs to be set up, where the RAN3 does not specify how IP address allocation is done. From the standard point of view, only the procedures that start an SCTP connection to the CU and start the F1 connection are of interest. 
For instance, the TS 38.401 states the following in clause 8.8 on multiple TNLAs for F1-C:
------------------Excerpt from TS 38.401----------------------
1.	The gNB-DU establishes the first TNLA with the gNB-CU using a configured TNL address. 
NOTE: 	The gNB-DU may use different source and/or destination IP end point(s) if the TNL establishment towards one IP end point fails. How the gNB-DU gets the remote IP end point(s) and its own IP address are outside the scope of this specification.
------------------End of excerpt from TS 38.401----------------------
There are equivalent statements for other network interfaces (e.g. NG, Xn, S1, X2) in the relevant Stage 2 specifications: in RAN3, IP address management for network interfaces is always specified in a “light” way. It is common understanding that implementations may typically use e.g. DHCP in some way to manage IP addresses for logical nodes, but RAN3 best practice is to not preclude, rather than to specify, usage of e.g. DHCP. This is also due to the fact that DHCP is not “owned” by RAN3 but is merely used as a tool (similarly to certain other protocols, e.g. SCTP).
In the IAB discussions, the issue of IP address allocation was mainly raised in the context of IAB-node integration. However, as argued and documented by numerous examples above (including the case of IP address assignment at DU power-up), the RAN3 specs do not mandate the steps of IP address acquisition, and there is no reason to make an exception for IAB. Furthermore, IP address change could occur as a result of topology adaptation, and, similar to the case of IAB-node integration, RAN3 does not need to specify how the change of IP address is done, the only aspect of interest from the standardization point of view is the F1 mechanism that handles the change e.g. multi-TNLA.
In the IAB context, IP address change may occur in case of topology adaptation, where it could be argued that IAB-node behavior is similar to a DU that fails to connect to a CU, and is forced to search for another CU. As the RAN3 specs do not mandate the steps that a DU should take in order to find a new CU, it is obvious that there is no need to specify the IAB-node behavior (including the IP address assignment) for IAB topology adaptation.
[bookmark: _Hlk7720270]Observation 1: IP address allocation mechanism is out of scope of RAN3 and 3GPP specifications, in general, and there is no reason to specify the IP address allocation mechanism for IAB. 
Leaving IP address management mechanism up to implementation would not lead to interoperability issues, as long as the IP addresses are allocated by any existing method. The only relevant issue from standardization point of view is how the IP address is used, once obtained, and potential requirements for IP addresses (cf. the first two statements in the above excerpt from RAN3#103bis Chairman notes). On the other hand, mandating a certain IP address allocation mechanism would prohibit any other possible implementations.
Observation 2: Leaving IP address management mechanism up to implementation would not lead to interoperability issues, as long as the IP addresses are allocated by any existing method. There is no reason to mandate the location of IP address server for IAB. 
Another issue raised at the RAN3#103bis is the location of IP address server for IAB-nodes. However, mandating the location of the server may cause deployment difficulties to operators. Namely, an operator deploying IAB has already the transport network in place, and the location of IP address server(s) should be completely up to the operator. Mandating the location of IP address server for IAB-nodes may impose changes to the operator’s existing transport infrastructure.
Observation 3: Mandating the location of IP address server for IAB may force an operator to make changes to their existing transport infrastructure; this is highly undesirable.
From the above it follows that also for IAB-nodes IP address management is outside the scope of RAN3 specifications and should not be mandated by RAN3.
[bookmark: _Hlk7720300]Proposal 1: RAN3 to agree that IP address management for IAB-nodes is outside the scope of RAN3 specifications and should not be mandated by RAN3.
[bookmark: _Hlk7783034]We therefore propose to reformulate the existing agreement as follows: “IAB-DU IP address may be assigned by donor DU or by donor CU; if assigned by donor DU, DHCP may be used (in which case donor DU may act as DHCP server or as DHCP proxy).”
Proposal 1bis: Reformulate the existing agreement as follows: “IAB-DU IP address may be assigned by donor DU or by donor CU; if assigned by donor DU, DHCP may be used (in which case donor DU may act as DHCP server or as DHCP proxy).
It seems to be common knowledge that typical implementations will use DHCP in some way, but due to the above reasons is seems preferable to adhere to RAN3 best practices when specifying IP address management.
A suitable place to capture the above proposal is the TS 38.401, in particular the (yet to be introduced) clause on IAB-node initial access. The reformulated agreement could also be captured in the same place as an informative Note.
Proposal 2: Agree the TP to IAB BL CR to TS 38.401, presented in the Annex.
Conclusion
In this contribution we discuss the issue of IP address management for IAB-nodes, and make the following observations:
Observation 1: IP address allocation mechanism is out of scope of RAN3 and 3GPP specifications, in general, and there is no reason to specify the IP address allocation mechanism for IAB. 
Observation 2: Leaving IP address management mechanism up to implementation would not lead to interoperability issues, as long as the IP addresses are allocated by any existing method. There is no reason to mandate the location of IP address server for IAB. 
Observation 3: Mandating the location of IP address server for IAB may force an operator to make changes to their existing transport infrastructure; this is highly undesirable.
Based on the observations, we propose the following:
Proposal 1: RAN3 to agree that IP address management for IAB-nodes is outside the scope of RAN3 specifications and should not be mandated by RAN3.
Proposal 1bis: Reformulate the existing agreement as follows: “IAB-DU IP address may be assigned by donor DU or by donor CU; if assigned by donor DU, DHCP may be used (in which case donor DU may act as DHCP server or as DHCP proxy).

Proposal 2: Agree the TP to IAB BL CR to TS 38.401, presented in the Annex.

[bookmark: _GoBack]Annex: TP for NR_IAB BL CR to TS 38.401
-------------------------------------------Change 1-------------------------------------------
8.9.x 	IAB-node initial access procedure

How the IAB-node obtains an IP address is outside the scope of this specification and is up to implementation.
NOTE:	The IP address for the IAB-DU may be assigned e.g. by OAM, by the IAB-donor-DU or by the IAB-donor-CU; if assigned by the IAB-donor-DU, DHCP may be used (in which case the IAB-donor-DU may act as DHCP server or as DHCP proxy).

-------------------------------------------End of changes-------------------------------------------
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