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1
Introduction

Last RAN3 meeting, the RAN based solution was agreed as Backhaul coordination mechanisms for remote interference mitigation. But there are some issues about the gNB set ID with this solution.  This contribution will discuss the gNB set ID with RAN based solution. 
2
Discussion
The RAN based solution will reuses the existing Configuration Transfer Procedure [1] to transfer the information from aggressor node to victim node. 

In this procedure, the routing address is Global RAN Node ID plus Selected TAI as below. The new information shall follow the same routing rules as existing one.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Target RAN Node ID
	M
	
	
	

	>Global RAN Node ID
	M
	
	9.3.1.5
	

	>Selected TAI
	M
	
	TAI

9.3.3.11
	


So the aggressor node should derive these address information from victim providing gNB set ID in RIM RS. The DNS liked function should be setup in the RAN connected service. The function provides the mapping of gNB set ID and many Global RAN Node IDs plus Selected TAI. The gNB set ID is configured in one physical area.
If A gNB set ID may be reused inside a PLMN as TR38.866[2] state, One gNB set ID may associate with different multi physical areas which include different gNBs within PLMN. But in fact only one area is the real victim area. The backhaul message will be transmitted to all the gNBs mapping the same gNB set ID in the PLMN. From the theories, the gNB set ID may be reused when the distance between two set is far than enough. But from the backhaul message transmission point view, if the destination gNB set ID associate to multi areas, the message from aggressor should be transmitted to all the gNB which map to the gNB set. It waste lots of the backhaul resource and introduce confusion for the non-victim gNBs.
Even though there are some solution may resolve the issue, like as the DNS function maybe just add the mapping of the gNB ID and gNB set ID with planned RAN group instead of the whole PLMN.  And make the gNB set ID is unique in this area where remote interference mitigation covered. These group should be overlap. This solution should introduce more complex for the deployment.
So the gNB set ID reuse in a PLMN will introduce the resource waste and confusion. The length of gNB set ID is 22 bits, so it is more enough for the deployment. We don’t need reuse the gNB set ID within one PLMN.
Proposal 1: The gNB set ID should be unique in a PLMN

As we discussed in the SI TR38.866 [2], the aggressor and victim nodes may belong to different operators using the same frequency in e.g. different countries. The gNB Set may be in different PLMN. The gNB set ID maybe use the same value if no any specify or deal between the operators. If the same gNB set ID is used in different PLMN, the message will be routed to the wrong gNB within PLMN if receive the RIM-RS which carry the gNB set ID from other PLMN. So the gNB set ID should be configured to distinguish at least in or out PLMN.
Proposal 2: gNB set ID should convey the indication to indicate it is in or out of the PLMN 
3 Conclusion

This contribution analyses the gNB set ID in RAN based solution, the following proposal is made:
Proposal 1: The gNB set ID should be unique in a PLMN

Proposal 2: gNB set ID should convey the indication to indicate it is in or out of the PLMN 
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