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1
Introduction
This contribution summarize the offline discussion on IAB OAM connectivity.  
CB: # 32_OAM_connectivity

-  clarify scenario, interop

- IAB implementation should support OAM connectivity via e.g. PDU-session/PDN-connection/backhaul IP layer; (IP changes may cause issues to OAM); FFS how to realize this in CU-CP?

- check 36.300 (st2 for RNs – OAM section)

- check details

(Nok)

2
Discussion

OAM traffic QoS requirements: (based on TS36.300 Relaying)
· The IAB node sends alarms and traffic counter information to its OAM system, from which it receives commands, configuration data and software downloads (e.g. for equipment software upgrades).

· Alarms in the IAB generate bursts of high-priority traffic, to be transported in real time. Traffic counters generate bursts of traffic, but their transport need not be real-time. Configuration messages from OAM to the IAB will also generate  small bursts of traffic, possibly with lower priority than alarms but still delay-sensitive: when a configuration is committed on the OAM, the time interval between the commitment and the effect on the equipment shall be small.

· Alarm messages and commands should be transported on a high-priority bearer, while counters may be transported on a lower priority bearer. OAM software download to the IAB may generate larger amounts of data, but both the required data rate and the priority of this kind of traffic are much lower than in the case of alarms, commands and counters. 

There are two options to transfer the OAM traffic in IAB:
· Option A: via normal PDU session (for SA) or PDN connection (for NSA)
The QoS required for OAM traffic is treated as normal UE’s PDU session (for SA) or PDN connection (for NSA). During the PDU session (for SA) or PDN connection (for NSA) establishment procedure, the Core Network provides the QoS information to the Donor.  This option can also be used before the IAB node starts the normal operation, e.g. connecting to an applicable IAB/Donor cell.
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Figure 1: OAM via PDU session (for SA)
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Figure 2: protocol stack for OAM traffic
· Option B: via the BH IP layer
In this option, the OAM traffic uses the IP layer on top of the adaptation layer. There is no PDU session (for SA) or PDN connection (for NSA) required for the IAB-MT. It is FFS on how the IAB-Donor-CU know the QoS required for the OAM trffic. Also, since the OAM traffic is routed via IAB-donor, the OAM session needs to be reestablished whenever the IAB node connects to a different IAB donor during topology adaptation. The impact to OAM is FFS, and may need to be consulted with SA5. This option only work after the IAB-MT connects to an applicable IAB/Donor cell.
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Figure 3: OAM via Donor-DU
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Figure 4: An example of protocol stack for OAM traffic
Note:  Figure 3 and Figure 4 just show an example for transmitting the OAM traffic of IAB node via IAB-donor-DU, other solutions, e.g. via the IAB-donor-CU, is not precluded.
Companies would like to have further analysis on both options. 
3
Conclusions
RAN3 further analysis two options for the OAM connectivity:
· Option A: via normal PDU session (for SA) or PDN connection (for NSA)
· Option B: via BH IP layer
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