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2 Discussion
Based on the contribution discussed online [1] and offline discussions, basically there are three options on the table:
Option 1: A value configured by OAM, to indicate that DTLS over SCTP is used. 
Option 2: A new PPID value applied from IANA, to indicate that DTLS over SCTP is used.
Option 3: To reuse the existing PPID value

For option 1, basically the two ends would require OAM configuration to assign a PPID value. For this option, reusing the existing PPID value is also discussed, which still needs OAM configuration to help, since both ends still need to understand if DTLS is used or not.
For option 2, it just follows the same way which was already done for the existing case for AP over SCTP without DTLS, i.e. when DTLS is used, also to apply a new PPID value from IANA, which is also suggested by RFC 6083.
Technically speaking, both options could work. For option 1, discussions are mainly about whether OAM configuration is efficient enough, since this requires the OAM to take care of all the possible scenarios, e.g. AMF and gNB may come from different vendors, and gNB within the same AMF area may also come from different vendors; or, AMF support DTLS, some gNBs support DTLS, some gNBs don’t, if we rely on configuration, then we may have to adopt gNB-specific policy configuration in AMF side, then the OAM is too complicated. 
Option 3 tries to reuse the existing PPID value, since the value is not changes, this method still relies on the OAM configuration to indicate whether DTLS is used or not, then complexity still remains since OAM has to take care of multi-vendor case. In addition, the RFC6083 [2] clearly said that “Application protocols using DTLS over SCTP SHOULD register and use a separate payload protocol identifier (PPID) and SHOULD NOT reuse the PPID that they registered for running directly over SCTP.” 
While for option 2, the question raised is that if DTLS is used to prevent certain security issues, it would be useful to include another PPID for increasing security level, then it would be rather useful to use random values (but this would depart the standard). Since the main purpose of new PPID value is to indicate that DTLS is used, such information should be rather configured on both ends, and there is no absolute need for applying a new PPID.
During email discussions, the majority’s preference is option 2.
3 Conclusion and Proposals
Taking all the discussions into account, the following way forward is suggested:

· To apply new PPID value from IANA, the way by OAM configuration is not precluded.
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