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1
Introduction

At RAN #82 meeting, normative work of Remote Interference Management (RIM) for NR was added to the WID of Cross Link Interference (CLI) handling [1]. RAN3 related objectives are identified as below,

· Specify the inter-set RIM backhaul signalling via the core network to convey the messages of “RIM-RS detected” and “RIM-RS disappeared [RAN3]
· Identify corresponding OAM functions to support RIM operation [RAN1, RAN3].
In this contribution, we first review RAN1 conclusions that may have impact on RAN3 and further analyze the advantages and drawbacks of the two candidate solutions for inter-set RIM backhaul signaling. The impacts on OAM are also identified.
2
Discussion

2.1
Victim/aggressor set configuration

RAN1 has finished their part of normative work on RIM and informed us the progress via a LS in [2]. It includes the set ID and RIM RS resource configuration and OAM functions required. 
As shown in TR 38.866 [3], a gNB participating in an RIM scenario may be a victim, an aggressor or both. The gNBs involved in an RIM scenario can be grouped into sets. The OAM parameters for RIM identified by RAN1 shows that each set, victim set or aggressor set is assigned a separate set ID, and is configured with a RIM Reference Signal (RIM-RS). The maximum length of set ID is 22bits.
Observation 1: RAN1 has agreed that for each set, victim set or aggressor set, it is assigned a set ID with the maximum length of 22bits.
2.2
Inter-set RIM-backhaul signalling and OAM impacts
At the study phase, TR 38.866 captures two candidate solutions as below:
Solution 1: CN aggregation/multicast approach

This approach uses the RIM functionality at CN to aggregate the information from gNBs of aggressor set and distribute the aggregated backhaul massage to all the gNBs in the victim set. 
Solution 2: CN routing approach
Basically, this approach would utilize the configuration transfer function for SON to implement the information exchange between gNBs of victim and aggressor sets, while the CN is kept transparent. 
2.2.1 Solution 1: CN aggregation/multicast approach
The signalling flows and impact on OAM for solution 1 are depicted in figure 1. It consists of the following steps:

Step 0: gNBs are grouped into sets and each set is configured with a set ID by OAM. Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: Victim gNBs experience remote interferences and send the same RIM-RS which carry the set ID assigned. 
Step 2: Upon reception of RIM RS, Aggressors apply interference mitigation scheme and send RIM-related information to the source AMF via NG interface. The RIM-related information could include aggressor gNB ID, set ID and victim set ID as destination ID

Source AMF aggregates all messages from the set into a single massage and identify target AMF which serves victim gNBs. The target AMF distributes the RIM information to the victim gNBs. Retrieving the identification of victim gNBs from set ID at core network can be implemented through network signalling, e.g., NG setup /gNB configuration update procedure
Retrieving the address of the target AMF could be implemented through the following ways,
· Through RAN OAM

· Through a DNS-like approach
Step 3: When atmospheric ducting phenomenon disappears, Aggressor restores original configuration and informs the set of Victim gNB(s) the “disappearance” of RS through CN.
Step 4: Victim stop RS transmission upon the reception of the “disappearance of RS” info
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Figure 1 Solution 1: CN aggregation/multicast approach
OAM impact:
· Requires RAN OAM to configure gNB sets
· May require CN OAM to help retrieve the address of the target AMF
Network functionality/signalling impact:

· May require NG signalling to enable AMF acquire the associate information between set ID and gNB identification 
· Require aggregation/multicast functionality at CN
2.2.2 Solution 2: CN routing approach
The signalling flows and impact on OAM for solution 2 are depicted in figure 2. It consists of the following steps:

Step 0: gNBs are grouped into sets and each set is configured with a set ID by OAM. Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: Victim gNBs experience remote interferences and send the same RS which carry the set ID assigned. 
Step 2: Upon reception of RIM RS, Aggressors apply interference mitigation scheme and acquire the identification of victim gNBs base on set ID. Information transmission about the reception of RIM-RS from aggressor to victim can use the Configuration Transfer function that defined in NG-AP, which allows the request and transfer of RAN configuration information between two RAN nodes through the core network. 

Note: To reduce the signalling overhead, an potential enhancement is to define an anchor gNB per set, and that inter-set signaling goes through that anchor gNB only.
Retrieving the identification of victim gNBs from set ID can be implemented via the following two approaches:

· Through RAN OAM

· Through a DNS-like approach
Step 3: When atmospheric ducting phenomenon disappears, Aggressor restores original configuration and informs the set of Victim gNB(s) the “disappearance” of RS through the configuration transfer procedure
Step 4: Victim stop RS transmission upon the reception of the “disappearance of RS” info
OAM impact:
· Requires OAM to configure gNB sets

· May require OAM to convert set ID into the identification of victim gNBs

Network signalling impact:

· Requires configuration transfer network signalling to implement information exchange between gNBs of victim and aggressor sets
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Figure 2 Solution 2: CN routing approach
2.2.3 Comparison of solution 1 and solution 2
The advantages and drawbacks of solution 1 and solutions 2 are summarized in Table 1 as below
Table 1 Comparison of solution 1 and solution 2

	
	Advantages
	Drawbacks

	Solution 1
	· Lower backhaul signalling overhead. It is achieved through aggregating a mass of incoming messages into one massage. 
	· Requires CN updates, potentially need SA2 involvement to support RIM functionality, e.g., aggregation/multicast messages. In practical deployment, CN and RAN usually upgrades separately, operators may face issues to upgrade CN due to introducing an optional RAN feature.
· Single point failure issue
· RIM policy is enforced at CN, e.g., for RIM-RS disappearance information, it is CN to decide how many massages to aggregate. This may not work efficiently in practical deployment, especially for RAN and CN equipments from different vendors

	Solution 2
	· RIM functionality can be introduced without CN impact by adding backhaul information in the transparent container
	· Higher backhaul signalling overhead, since it requires the point-to-point signalling between each gNB pair from the aggressor and victim set.
Note: the signalling overhead may be reduced by finding a anchor gNB per set


According to above analysis, both solutions have some pros and cons, the following alternatives can be considered for normative work.
· Alternative 1: specify both solution 1 and solution 2. 
· Alternative 2: specify either solution 1 or solution 2

Alternative 1 can be considered. Operator could choose the applicable solution bases on its own requirements. But if alternative 2 is finally pursued, solution 2 is preferred.
Observation 2: Either solution 1 or solution 2 has some advantages and drawbacks.
Proposal 1: RAN3 to decide the alternatives for normative work of inter-set backhaul signalling.
Proposal 2:  If only one solution is finally agreed to be specified, solution 2 is preferred.
2.3
Impact on CU-DU architecture

In CU-DU architecture, DU should be the logical node to detect the remote interference and send the RIM-RS in case of victim gNB, and detect the RIM-RS, apply interference mitigation scheme and send out the RIM message in case of aggressor gNB. 
Nevertheless, CU is the termination logical node to send/receive the RIM backhaul information, so to support RIM functionality in CU-DU split architecture, F1-AP signalling is needed. At the aggressor side, DU generates the backhaul information and sent it to CU, then CU aggregates the information and transfer it to the victim gNB via solution1 or solution 2. CU of victim gNB receives the RIM backhaul information and then distributed it to the DU it manages.
Proposal 3: RAN3 agree to specify the F1-AP signalling to support RIM functionality in CU-DU split architecture
3
Conclusion
In this contribution, we further analyze the advantages and drawbacks of the two alternatives for inter-set RIM backhaul signaling, as well as their impact on OAM. The following observations and conclusions are made,
Observation 1: RAN1 has agreed that for each set, victim set or aggressor set, it is assigned a set ID with the maximum length of 22bits.
Observation 2: Either solution 1 or solution 2 has some advantages and drawbacks.
Proposal 1: RAN3 to decide the alternatives for normative work of inter-set backhaul signalling.

Proposal 2:  If only one solution is finally agreed to be specified, solution 2 is preferred.
Proposal 3: RAN3 agree to specify the F1-AP signalling to support RIM functionality in CU-DU split architecture
4
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