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Introduction

Access control mechanism is an essential function in NR. During last RAN3 meeting, there have been some online&offline discussion for UAC over F1 interface. In this contribution, we further provide our understanding for UAC over F1 interface.

Discussion


Background

During last RAN3#103 meeting, three main approaches are proposed:

To allow a gNB-CU to signal to gNB-DU UAC assistance information consisting of RRC encoded information reflecting the RRC SIB Structure (R3-190474)

To allow a gNB-CU to signal to the gNB-DU UAC assistance information consisting of explicit F1AP IEs reflecting information contained in the SIB1 structure (R3-190294)
To allow the gNB-CU to signal to the gNB-DU UAC assistance information reflecting the type of information received over the AMF Overload Start message (R3-190622, R3-190708)
In this contribution, we further provide our understanding on this issue and a comprehensive solution is proposed.
Analysis

UAC is used to control the access attempts from the UE. The UE will determine whether an access attempt is authorized or not by mapping one or more Access Identities/one Access Category and the broadcasting barring information. 

The UAC Barring configuration need to be updated if the network load status is changed. For example, if the gNB-CU is overloaded, there might be no more resources to accommodate new UEs. In this case, the gNB-CU need to signal the gNB-DU to indicate that the UEs with certain Access Identities and Access Category will not be allowed to access the network until the gNB-CU overload status is relieved. If the Core network congestion is detected by the gNB-CU, some of the Barring factor and Barring time for certain access categories in RMSI can be updated accordingly. If the network congestion is eliminated, the previous Barring parameter configuration could be resumed. Which indicate that the UAC Barring parameters may be updated according to the network status.

According to TS38.331 [1], the UAC barring part is captured in SIB1 as follows:

[image: image1.png]SEQUENCE {

f UAC-BarringPerCatlist OPTIONAL,
uac-BarringPerPLMN-List UAC-BarringPerPLMN-List OPTTONAL,
wac-BarringinfoSetiist UAC-BarringInfoSetiist,

ac-AccessCategoryl-SelectionAssistanceinfo CHOICE {

UAC-AccessCategoryl-SelectionAssistanceInfo,

3 SEQUENCE (STZE (2..maxPIMN)) OF UAC-AccessCategoryl-SelectionAssistanceInfo
1 OPTTONAL
OPTIONAL,





For UAC-BarringPerCatList IE, it is captured as follows:
[image: image2.png]UAC-BarringPerCatList

SEQUENCE (STZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

UAC-BarringPerCat SEQUENCE {
accessCategory INTEGER (1..maxAccessCat-1),





From the above structure, we notice that the UAC Barring information included in SIB1 is transferred at Access Category level, which further contains the accessCategory IE and the uac-barringInfoSetIndex IE. According to our understanding, the UAC Barring information contained in SIB1 could be considered as the baseline for the the UAC barring information transferred over F1 interface, this seems to be a straightforward solution and could provide more consistency. Thus we propose to transfer the per-Access Category-level UAC Barring information over F1 interface.
Observation 1：The UAC Barring information included in SIB1 is transferred with per-AccessCategory-level.

Proposal 1: RAN3 is suggested to transfer the per-AccessCategory-level UAC Barring information over F1 interface.

As shown above, for the uac-barringPerCat captured in SIB1, it includes to sub IEs:

--- accessCategory;

--- uac-barringInfoSetIndex;

The uac-barringInfoset IE is captured in [1] as follows:

[image: image3.png]SEQUENCE {
ENUMERATED {p00, p05, pl0, pl5, p20, p25, p30, pd0,
PSO, P60, p70, P75, P8O, p8S, p0, pos),
uac-BarringTime ENUMERATED {s4, =8, a16, a32, s64, =128, =256, =512},
ac-BarringForAccesaIdentity BIT STRING (STZE (7))

UAC-BarringInfoSet





The uac-BarringInfoSet includes three sub IEs: 

--- uac-BarringFactor;

--- uac-Barringtime;

--- uac-BarringForAccessIdentity. 

These parameters could be different regarding different Barring Information Sets. For F1 interface, according to our understanding, different gNB-DUs could also have different understanding for the uac-barringInfoSet IE. For example, assume the OAM configured the uac-BarringInfoSet for gNB-DU1 with set1 (p20,s4,12) and set2 (p30,s5,11). And OAM configured the uac-BarringInfoSet for gNB-DU2 with set1 (p30,s4,12) and set2 (p10,s128,11). In other words, both gNB-DU1 and gNB-DU2 have configured set 1(set 2), but the content of set 1(set 2) for these two gNB-DUs are different. 

In this scenario, if the gNB-CU decides to configure set 1 as the updated UAC Barring Information, then different gNB-DUs may have different understanding, which could lead to UAC Barring information update failure. Based on the above analysis, one possible solution is to transfer the explicit Barring Factor and the Barring Time together with the Access Category. Once the gNB-DU receives the newly configured Barring Factor and the Barring Time, the gNB-DU can check the similarity between the newly received access parameters and the SET configuration. If the newly received parameters can perfectly match one of the SET configuration, then gNB-DU will choose this SET for the UAC barring Configuration. If the newly received access parameters can not perfectly match the SET configuration, then gNB-DU can choose the most appropriate SET correspondingly. This solution is straightforward and the misunderstanding can be eliminated. 

Based on the above analysis, we propose to consider the following proposal:
Proposal 2：RAN3 is suggested to consider the explicit transfer of Barring Factor and Barring Time in the per-Access Category-level UAC Barring Information transfer from gNB-CU to gNB-DU.
The corresponding CR can be found in [2].
Conclusion
The following observations and proposals are provided:

Observation 1: The UAC Barring information included in SIB1 is transferred with per-AccessCategory-level.

Proposal 1: RAN3 is suggested to transfer the per-AccessCategory-level UAC Barring information over F1 interface.

Proposal 2: RAN3 is suggested to consider the explicit transfer of Barring Factor and Barring Time in the per-Access Category-level UAC Barring Information transfer from gNB-CU to gNB-DU.
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