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1	Introduction
The IAB Study Item (SI) concluded with the recommendation of UP alternative (e) architecture for Rel-16 Work Item (WI) on IAB [1]. This UP architecture, i.e. alternative (e), terminates the full F1-U interface in the IAB node, which means the full GTP/UDP/IP header is transparently forwarded between the IAB node and the Donor-CU-UP. 
With respect to security protection, the SI recommended protecting the F1-U interface (in both intra-Donor and inter-Donor) by employing NDS mechanism such as IPsec, which has been designed to protect network-internal interfaces. With respect to QoS mapping the SI recommendation is that IAB system should support both one-to-one and many-to-one bearer mapping between UE-bearers and BH RLC channels. 
The objective of this paper is to study how this mapping can be performed in the end nodes, i.e. Donor-DU and destination/access IAB node.
2 	QoS Mapping to Backhaul Bearers 
The UP architecture for IAB network (shown in Figure 1) requires a function in the Donor-DU and in the final IAB node to map IP packets from/to the CU-UP (and other nodes) to the BH RLC channels and layer 2 addresses. This mapping could be based on information in IP headers as well as other information discussed below.
For the DL, it is possible to only execute mapping from the IP layer information to the Adaptation layer addresses and BH RLC channels. This mechanism enables N:1 QoS mapping based on target node information and IP DSCP field (typically, the IPsec Network Elements and Security GW (SEGs) also copy the DSCP field to the outer header). In this case, the IPSec runs between the Donor-CU and the destination/access IAB node.
[bookmark: _Hlk359980]However, using only the IP header information (IPv4) for QoS mapping does not support the 1:1 mapping, since the size of the DSCP field is not sufficient (only 6 bits, i.e. 2^6 = 64 codes). One feasible way to support 1:1 mapping is to, in addition to IP header information, also consider the information in the GTP header (which is also available at the Donor-DU). However, this requires a two-hop IPsec encryption mechanism, i.e. one between Donor-CU and Donor-DU and another between Donor-DU and destination/access IAB node. Thus, a possible solution may be to employ end-to-end IPsec encryption only in deployments only using N:1 mapping (from Donor-CU to the destination/access IAB node) while two-hop IPsec encryption is used in deployment using both N:1 and 1:1 mapping (first hop: Donor-CU to Donor-DU; second hop: Donor-DU to destination/access IAB node). It may also be possible to use hybrid solution where only bearers using 1:1 mapping utilize the two-hop IPsec encryption. The GTP header information of interest for 1:1 mapping is the GTP TEID.
[bookmark: _Toc1061344]For N:1 case, the bearer mapping can be done based on the information carried in the IP header, e.g., in the DSCP field.


                         Figure 1: User Plane (UP) architecture recommended for Rel.16 WI on IAB.
Another alternative to support 1:1 mapping could be to use IPv6 flow labels, where a set of flow labels could be dedicated to a specific BH RLC channel configured by Donor-CU-CP. For the UL, the mapping to BH RLC channels is done in the destination/access IAB node. The destination/access IAB node has full knowledge of the UE-bearers and thus can perform mapping based on any information. 
[bookmark: _Toc1061345]For 1:1 bearer mapping in the DL in Donor DU, there are two possible options:
· [bookmark: _Toc1061346]dedicated IPv6 flow label for each UE-bearer
· [bookmark: _Toc1061347]using the GTP TEID information 
[bookmark: _Toc1061348]For the 1:1 mapping using GTP header information, it is assumed that a two-hop IPsec encryption mechanism will be needed.
[bookmark: _Toc1061349]For the UL, the mapping to BH RLC channels can be based on any QoS information available in the destination/access IAB node, making it possible to have the same mapping both in DL and UL.
As argued by some operators [2], IAB Rel-16 work should focus on a simple model of QoS support using N:1 mapping and address the fine-grained QoS solution(s) for later releases. Furthermore, when it comes to the selection of QoS enforcement approach among the ones discussed above, in our view, it is up to the operators to decide based on their network implementation and configuration requirements. Thus, all the fine-grained QoS solutions (detailed above) should be supported for bearer mapping in IAB networks. 
[bookmark: _Toc1061350]It is up to operators to decide how to support QoS enforcement based on their network implementation and configuration.
[bookmark: _Toc1061351]N:1 mapping can be supported in Donor DU and access IAB node using only IP header information.
[bookmark: _Toc1061352]1:1 mapping can be supported by either using; 
· [bookmark: _Toc1061353]dedicated IP flow label for each UE-bearer
· [bookmark: _Toc1061354]using GTP TEID information
3	Conclusion
In the previous sections we made the following observations: 
Observation 1	For N:1 case, the bearer mapping can be done based on the information carried in the IP header, e.g., in the DSCP field.
Observation 2	For 1:1 bearer mapping in the DL in Donor DU, there are two possible options:
-	dedicated IPv6 flow label for each UE-bearer
-	using the GTP TEID information
Observation 3	For the 1:1 mapping using GTP header information, it is assumed that a two-hop IPsec encryption mechanism will be needed.
Observation 4	For the UL, the mapping to BH RLC channels can be based on any QoS information available in the destination/access IAB node, making it possible to have the same mapping both in DL and UL.
Based on the discussion in the previous sections we propose the following:
Proposal 1	It is up to operators to decide how to support QoS enforcement based on their network implementation and configuration.
Proposal 2	N:1 mapping can be supported in Donor DU and access IAB node using only IP header information.
Proposal 3	1:1 mapping can be supported by either using;
-	dedicated IP flow label for each UE-bearer
-	using GTP TEID information
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