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1. Introduction
In the last meeting several additional corrections were approved for the maximum IP rate functionality, particularly the split into UL and DL limits, in line with CT1 and RAN2 decisions.
Meanwhile, the issue of enforcement has been discussed in other groups based on a previous LS from RAN3. RAN2 has answered this LS in [1]. This document reviews this answer and the current specification support. The focus is on the uplink operation.

2. Review of status (LS and specification support)
2.1

LS from RAN2

At the last meeting, RAN2 discussed what the UE should do when provided an uplink grant that exceeds its maximum IP rate. RAN2 could not agree on any such behaviour (e.g. padding), and responded instead stating:

RAN2 had previously discussed and agreed that UE behaviour on exceeding the maximum supported data rate for integrity protection will be left to UE implementation.  RAN2 will not specify any UE behaviour for this case in Rel-15.

RAN2 would also like to point out that normally the network should avoid the situation where the UE maximum supported data rate is exceeded but understand this may not be possible in all cases.

In short, RAN2 expects the network to at least minimize the probability of excessive IP data rate, and leaves UE behaviour to implementation.
In our understanding the RAN has two potential ways to ensure this (“enforcement”):

· Admission control: 
· Scheduling

For GBR flows only, admission on its own may be enough; however once non-GBR flows require integrity protection, the situation becomes complex as the instantaneous rate will vary significantly.

One possible interpretation of the RAN2 LS is that RAN2 expects at least protection via admission control and would also prefer scheduling actions in the RAN.

2.2

Stage 2 specification support
In TS 23.501, there is some discussion of max IP rate. In terms of enforcement aspects, the following paragraph is most relevant:
The User Plane Security Enforcement information is communicated from SMF to the NG-RAN for enforcement as part of PDU session related information. If the UP Integrity Protection is determined to be "Required" or "Preferred", the SMF also provides the maximum supported data rate per UE for integrity protection as received in the 5GSM capability IE. This takes place at establishment of a PDU Session or at activation of the user plane of a PDU Session. The NG-RAN rejects the establishment of UP resources for the PDU Session when it cannot fulfil User Plane Security Enforcement information with a value of Required. The NG-RAN may also take the maximum supported data rate per UE for integrity protection into account in its decision on whether to accept or reject the establishment of UP resources. In this case the SMF releases the PDU Session. The NG-RAN notifies the SMF when it cannot fulfil a User Plane Security Enforcement with a value of Preferred.

The sentences in bold seem to refer to admission control.

TS 38.300 defines the maximum supported data rate for integrity protected DRBs (see clause 13.1) but gives no detail on how this is enforced.

2.3

Stage 3 (RAN3) specification support

The status of RAN3 specifications can best be summarized using a table as below:

	Interface
	Signalled IEs
	Comment

	NG
	DL and UL max bit rate
	This corresponds to the UE capability, and enables any actions in RAN including admission control.

	Xn (HO)
	DL and UL max bit rate
	This is the same information as in NG (handover propagation).

	Xn (DC)
	DL and UL max bit rate portions (MN to SN)
	Enable SN admission for SN-terminated bearers. Could also be used for rate control (at least in downlink).
Also see Note 1

	E1
	DL max bit rate
	This allows the CU-UP to limit the downlink bit rate for the UE. The value signalled may also be a portion.

	F1
	None
	No support for scheduler rate control in disaggregated architecture.


Note 1: The use of the UL SN portion may need clarification. Whereas for the DL, all SN terminated bearers have their PDCP in SN (hence SN admission and rate control apply to the same sessions / flows), for the UL, rate control (if used) applies in the MAC layer, and may therefore be disjoint from SN-terminated bearers – hence the portion maps to different DRB sets if applied to admission or rate control.

3. Discussion

From the previous section, we can conclude that support for downlink control is consistent across all interfaces and follows the UE-AMBR model. The RAN can apply admission control, and can also apply rate control after admission, regardless of the deployment architecture.
Observation 1: The downlink operation supports admission control; rate control follows the UE-AMBR model (with the difference that it applies to integrity protected DRBs rather than non-GBR DRBs). Signalling support seems complete.

For the uplink, however, it is also clear that the disaggregated architecture is not supported since there is no F1 signalling (which is the case in UE-AMBR). Of course we have already discussed that in practice uplink rate control does not always work (e.g. because of mix of IP vs non-IP DRBs, which a DU in the SN may not even be aware of – for example in case of some split bearers); so even if the signalling existed, uplink rate control would be inefficient.
Observation 2: The uplink operation also supports admission control; uplink rate control (at MAC level) may be highly inefficient depending on bearer mix and/or use of DC and is certainly not supported in disaggregated deployments.

Taking all these elements together, the main remaining issue is how to deal with the uplink. Here we could agree that

· Admission control should be used to minimize rate overflow

· In case of “preferred” integrity protection policy, obviously the RAN may use this freedom to minimize the non-GBR bearers using IP, thereby making admission more reliable.

· Otherwise rate control is left to implementation

This still leaves open the question of what to do in F1. Although it is true that uplink rate control may be inefficient, leaving signalling out of F1 altogether seems inconsistent, and in fact not “leaving it to implementation” at all.
Observation 3: If there is no signalling in F1, the uplink rate control is not “left to implementation” in a disaggregated deployment (and so only admission control is supported).
We also note that none of the above is captured in specifications (unlike UE-AMBR control which is described to some extent in TS 37.340). Capturing this in stage 2 would have the advantage that the optionality of uplink rate control could be made clear (if we go in this direction). It may also be used to clarify the issue mentioned in the note to the table.
Observation 4: Unlike UE-AMBR, there is no stage 2 description of RAN actions.
So, we may make the following proposals:

Proposal 1: RAN3 to discuss how to complete the stage 3 support, and specifically whether to introduce F1 signalling of uplink maximum rate for handling by the MAC entity.

Proposal 2: Regardless of the decision on P1, to agree that stage 2 text is useful (e.g. in 38.401 or 37.340 or both).

Qualcomm is happy to provide drafts based on the results of this discussion, either at this meeting or the next.
4. Conclusions

This contribution observes and proposes the following:

Observation 1: The downlink operation supports admission control; rate control follows the UE-AMBR model (with the difference that it applies to integrity protected DRBs rather than non-GBR DRBs). Signalling support seems complete.

Observation 2: The uplink operation also supports admission control; uplink rate control (at MAC level) may be highly inefficient depending on bearer mix and/or use of DC and is certainly not supported in disaggregated deployments.

Observation 3: If there is no signalling in F1, the uplink rate control is not “left to implementation” in a disaggregated deployment (and so only admission control is supported).

Observation 4: Unlike UE-AMBR, there is no stage 2 description of RAN actions.

Proposal 1: RAN3 to discuss how to complete the stage 3 support, and specifically whether to introduce F1 signalling of uplink maximum rate for handling by the MAC entity.

Proposal 2: Regardless of the decision on P1, to agree that stage 2 text is useful (e.g. in 38.401 or 37.340 or both).
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