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1. Introduction
In the previous RAN3 meetings, three scenarios of backhaul RLF and subsequent recovery are discussed:

· Scenario 1: Recovery via an existing BH link (Figures 9.7.13-1, -2).

· Scenario 2: Recovery via a newly established BH link using the same IAB-donor CU.

· Scenario 3: Recovery via a newly established BH link using a different IAB-donor CU.
The scenarios and corresponding procedures are captured in TR38.874 [1] and the baseline CR for 38.401 [2].

In the Baseline CR, there’s an open issue how the IAB-node-MT identifier that the new parent node belongs to the same IAB-donor CU or not.
Editor’s note: It needs to be discussed how the IAB-node-MT identifier that the new parent node belongs to the same IAB-donor CU.
In this contribution, we will further discuss this issue and provide corresponding observations and proposals.
2. Discussion
For an IAB-node-MT, when it discovers RLF at NR backhaul link, it should select a suitable cell and initiate RRC-Connection-Reestablishment leveraging existing NR procedures.
Observation 1: After RLF, cell selection and RRC Connection Reestablishment procedures could leverage existing NR procedures.

In case the new parent IAB node belongs to the same CU as before, the CU has all context of this IAB-node-MT. Consequently, the IAB-node DU can keep the existing F1-AP with the CU.
In case the new parent IAB node belongs to the different CU as before, the CU may or may not be able to fetch the context of this MT. the RLF IAB-node discovers that the CU has changed from a CU-specific identifier provided to the MT. Consequently, the RLF IAB-node has to restart F1-AP from its DU to the new CU.

Observation 2: IAB node needs to know if the target parent node belongs to the same IAB-donor CU or not to make proper maintenance to F1-AP (keep the existing F1-AP or restart a new F1-AP to the new CU).
Based on the above observations, it’s better to know whether the donor CU is changed when an IAB node select a target cell during the recovery. Then we will further discuss how to identify CU is changed or not.
A CU could be identified by gNB ID, and the gNB id is part of the NR CGI [3], as below:
	>>gNB ID
	M
	
	BIT STRING (SIZE(22..32))
	Equal to the leftmost bits of the NR Cell Identity IE contained in the NR CGI IE of each cell served by the gNB.


Observation 3: CU could be identified by gNB ID, and gNB ID is part of the NR CGI, i.e. the (22..32) leftmost bits of NR CGI.

In Uu interface, NR CGI is broadcasted as CellIdentity in SIB1 [4].  
PLMN-IdentityInfoList information element

-- ASN1START

-- TAG-PLMN-IDENTITY-LIST-START

PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=                   SEQUENCE {

    plmn-IdentityList                           SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,

    trackingAreaCode                            TrackingAreaCode                                            OPTIONAL,       -- Need R

    ranac                                       RAN-AreaCode                                                OPTIONAL,       -- Need R

    cellIdentity                                CellIdentity,
    cellReservedForOperatorUse                  ENUMERATED {reserved, notReserved},

    ...

}

-- TAG-PLMN-IDENTITY-LIST-STOP

-- ASN1STOP
-- ASN1START

CellIdentity ::=                         BIT STRING (SIZE (36))
-- ASN1STOP

Observation 4: CellIdentity broadcasted in SIB1 equal to NR CGI.

The RLF IAB-node-MT select a suitable cell leveraging existing NR procedures after RLF is detected, the RLF IAB-node-MT reads at least the MIB and SIB1 of that cell before initiate the reestablishment procedure. From the SIB1, it could get the CellIdentity of the target cell, and from the CellIdentity, it could get the gNB ID part from the (22..32) leftmost bits. From this, the RLF IAB-node-MT knows whether the selected cell for reestablishment is belonged to the same IAB donor CU.
Based on the discussion above, we give the following proposal. 

Proposal 1: The IAB-node-MT could identify that the new parent node belongs to the same IAB-donor CU or not by looking into the gNB ID part of the CellIdentity broadcasted in SIB1.
Proposal 2: Discuss and agree the text proposal for 38.401 in section 5.
3. Conclusion 

In this contribution, we further discussed how to identify intra or inter CU recovery after RLF and provided the following observations and proposal:
Observation 1: After RLF, cell selection and RRC Connection Reestablishment procedures could leverage existing NR procedures.

Observation 2: IAB node needs to know if the target parent node belongs to the same IAB-donor CU or not to make proper maintenance to F1-AP (keep the existing F1-AP or restart a new F1-AP to the new CU).
Observation 3: CU could be identified by gNB ID, and gNB ID is part of the NR CGI, i.e. the (22..32) leftmost bits of NR CGI.

Observation 4: CellIdentity broadcasted in SIB1 equal to NR CGI.

Proposal 1: The IAB-node-MT could identify that the new parent node belongs to the same IAB-donor CU or not by looking into the gNB ID part of the CellIdentity broadcasted in SIB1.
Proposal 2: Discuss and agree the text proposal for 38.401 in section 5.
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5. Text Proposal
8.9.z.3
Backhaul RLF recovery

Figure 8.9.z.3-1 shows a scenario for backhaul RLF recovery using a redundant backhaul route that is already available.
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Figure 8.9.z.3-1: Example for BH-RLF recovery via redundant backhaul route

Figure 8.9.z.3-2 shows the procedure of backhaul RLF recovery for the scenario shown in Figure 8.9.z.3-1.
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Figure 8.9.z.3-2: Procedure for BH-RLF recovery via redundant backhaul route
This procedure contains the following steps:

1.
The IAB-node-MT’s RLM discovers RLF at the SCG backhaul link. 

Editor’s note: It may also be informed about RLF at a further upstream backhaul link based on BH RLF notification.
2.
The IAB-node-MT sends a measurement report on MCG backhaul link including information on the RLF on the SCG backhaul link.

3. The IAB-donor CU releases the TNLA of the route across the failed BH link (Route B) for F*-C. It migrates F1*-U from Route B to Route A.

 Editor’s note: the flip scenario needs to be discussed where the MCG BH link fails and the measurement report is sent on the SCG link.

Figure 8.9.z.3-3 shows a scenario for backhaul RLF recovery at a new parent connected to the same IAB-donor CU.
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Figure 8.9.z.3-3: Example for BH-RLF recovery at new parent underneath same IAB-donor CU

Figure 8.9.z.3-4 shows the procedure of backhaul RLF recovery at a new parent underneath the same IAB-donor CU shown in Figure 8.9.z.3-3.
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Figure 8.9.z.3-3: Recovery for BH-RLF recovery at new parent underneath same IAB-donor CU
This procedure contains the following steps:

1.
The IAB-node-MT’s RLM discovers RLF at NR backhaul link. 

Editor’s note: It may also be informed about RLF at a further upstream backhaul link based on BH RLF notification.
2.
The IAB-node-MT initiates the RRC Connection Reestablishment Procedure via the new parent node (IAB-node-4) according to clause 8.7.


This procedure continues with step 2 of the IAB-node migration procedure to the same IAB-node CU.

Note: the IAB-node MT could identify the new parent node belongs to the same IAB donor CU or not via the gNB ID part of the CellIdentity broadcasted in SIB1.
Figure 8.9.z.3-5 shows a scenario for backhaul RLF recovery at a new parent connected to a different IAB-donor CU.
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Figure 8.9.z.3-5: Example for BH-RLF recovery at new parent underneath different IAB-donor CU

Figure 8.9.z.3-6 shows the procedure of backhaul RLF recovery at a new parent underneath a different IAB-donor CU as shown in Figure 8.9.z.3-5.
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Figure 8.9.z.3-6: Procedure for BH-RLF recovery at new parent underneath different IAB-donor CU
This procedure contains the following steps:

1.
The IAB-node-MT’s RLM discovers RLF at NR backhaul link. 

Editor’s note: It may also be informed about RLF at a further upstream backhaul link based on BH RLF notification.
2.
The IAB-node-MT initiates the RRC Connection Reestablishment Procedure at a different parent node (IAB-node-4) according to clause 8.7.


This procedure continues with step 2 of the IAB-node migration procedure at a different IAB-node CU.

Note: the IAB-node MT could identify the new parent node belongs to the same IAB donor CU or not via the gNB ID part of the CellIdentity broadcasted in SIB1.
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