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1. Overall Description:

Thank you to RAN3 colleagues for identifying the requirement to update SMF for the latest security status exchange between NG-RAN node and SMF for any concerned PDU session with “IP preferred” policy during the Dual Connectivity operation.
SA2 agrees with RAN3’s finding for such DC scenario and we approve the correction to TS 23.501 to support the user plane security enforcement for the scenario as described above.  In case the User Plane Security Enforcement with a value of “IP required”, we expect the Master NG-RAN node to be responsible for handling the existing PDU session with the NG-RAN termination node.  Please confirm if this is the correct understanding.   The approved CR is attached for your information. 
2. Actions:

To RAN3:
ACTION: 
Please take the above into account and provide feedback. 
To SA3:
ACTION: 
Please provide any feedback from a security standpoint.
3. Date of Next TSG-SA WG2 Meetings:
3GPPSA2#131
25 Feb - 1 Mar 2019   
Santa Cruz - Tenerife 
ES
3GPPSA2#132  8 Apr – 12 Apr 2019 
China

