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Introduction 

RIM topic has been discussed at last meeting and achieves several agreement list below
Potential additional mechanisms, if needed

gNBs can be grouped as Cluster

RAN3 study the design of IDs encoded into the RS and the mechanism to support the gNB grouping, which are common for all RIM solutions

The gNB cluster is configured by OAM
There are many open issue need to be solved,one open issue is discussed in this contribution and we provides proposed TP at the end of this paper. 

- How to support the inter-gNB coordination via the backhaul, especially considering that the two gNBs can be 300km far from each other?
Discussions
  How to support the inter-gNB coordination via the backhaul, especially considering that the two gNBs can be 300km far from each other?
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Figure 1: Routing architecture

After aggressor gNB gets the victim gNB information, aggressor gNB can send the message to victim gNB. As shown in Figure 1, the message needs to be sent to the victim gNB through the routing device. 

There are two main types of routing methods, one is through core network element routing, such as the NG-based routing architecture in Table 1. Another class is passed through the interface between gNBs, such as Xn based routing architecture in Table 1. 

Table 1: Routing architectures 

	NG based routing architecture
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	Xn based routing architecture
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It should noting that since there exist multiple hops between victim and aggressor gNB, XN based routing methods are not feasible in some cases.registry 

Proposal 1:RAN3 is kindly asked to consider NG based routing architecture as baseline and Xn based routing architecture for future study.
Conclusion 

Based on all the analysis above, we give our proposals as:

Proposal 1:RAN3 is kindly asked to consider NG based routing architecture as baseline and Xn based routing architecture for future study.

Proposal 2: RAN3 take the work flow in Annex into account and capture it into the TR38.866.
Reference

 R1-1811042 Discussion on RS design for RIM CMCC

Annex

Beginning of Text Proposal to TS 38.866

6.2.1 Potential frameworks and workflows for NR RIM 

Work-flow of framework 2.1 based on Direct SET ID approach:
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Figure 6.2.1-X
Figure 6.2.1-X depicts an example of framework 2.1 work flow involve backhaul signaling for Remote interference mitigation. All gNB register itself to AMF with certain SET ID. And these SET ID are exchanged among AMFs. After reception of RS from victim, aggressor sends backhaul message to victim with destination address directly as SET ID. It is AMF responses to translate SET ID and relays the message to victim gNBs.  
Operators select the gNB/cell to form a SET based on historical data, which can be served as aggressor SET or victim SET. The O&M of the gNB configures the cell of the gNB or the whole gNB to be assigned to the SET. The gNB registers the SET to the AMF through the NG interface UPDATE message. AMF records the relationship between the SET ID and the gNB ID/cell ID.

SET IDs needed to be exchanged among AMF via S14 interface.
When the gNB in victim SET is disturbed by remote interference, the gNB independently judges the interference and decides to start transmitting RS. Each gNB in the same victim SET will send RS independently, the RS carries the SET ID of this victim SET. Meanwhile, the potential aggressor gNB starts to monitor the RS.
When a gNB in Aggressor SET monitors the RS of Victim gNB, it independently determines the interference and decides to inform the victim gNB that the RS has been received. It is possible multiple messages been transmitted from different gNB belong to same aggressor SET. 
By reading SET ID in the  RS has been received message, Aggressor AMF relays the message to Victim AMF.
Based on registration information and SET ID in RS has been received message, Victim AMF identifies related Victim gNB(s).
Victim AMF relays RS has been received message to related Victim gNB(s).
The gNB in Aggressor SET independently detects the disappearance of atmospheric duct interference. 
The Aggressor gNB independently sends Disappearance of RS message to the victim gNB after confirming the disappearance of interference.
       Note 1: It is noting that some coordinate of Disappearance of RS message should be considered. Otherwise, victim gNBs are not able to identify the last Disappearance of RS message from the aggressor SET.

By reading SET ID in the Disappearance of RS message, Aggressor AMF relays the message to Victim AMF.
Based on registration and SET ID in Disappearance of RS message, Target core network node relay the message to related Victim gNBs.
Work-flow of framework 2.1 based on Mapping SET ID approach: 
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Figure 6.2.1-Y
Figure 6.2.1-Y depicts an example of framework 2.1 work flow involve backhaul signaling for Remote interference mitigation. Aggressor gNB identify victim gNB via DNS server or via O&M. After acquire coordinate victim gNB  ID, Aggressor gNB sends message to coordinate victim gNB and in turn relays the message to members in the SET. 

Operators selects the gNB or cell to form a SET based on historical data, which can serve as aggressor SET or victim SET. The gNB O&M configures the cell of the gNB or the whole gNB to be assigned to the SET.Operators selects a coordinate logical node for this SET, such as CU, gNB proxy or MCE. The member gNB in SET starts setup with the coordinate logical node through XN interface.
Aggressor gNB Coordinate and Victim gNB Coordinate registers the mapping relationship (e.g. SET ID and Coordinate gNB ID)with DNS server. A gNB is able to identify gNB ID of Aggressor gNB Coordinate or Victim gNB Coordinate by querying DNS server with SET ID as input parameter.
When the gNB in victim SET is disturbed by remote interference, the gNB judges the interference and decides to start transmitting RS. Meanwhile, the potential aggressor gNB starts monitor the RS.
When a gNB in Aggressor SET monitors the RS of Victim gNB, it independently determines the interference and decides to send RS has been received message to Aggressor coordinator gNB.
 Before relay the message, the Aggressor coordinator gNB queries the DNS server for the gNB information with SET ID as input parameter. 
Aggressor coordinator gNB uses gNB ID from DNS server as target address and sends RS has been received via core network.
Source core network relays the message to target core network node.
Target AMF node relays the RS has been received message to Victim coordinator gNB.
Victim coordinator gNB relays the RS has been received message to corresponding victim gNBs.
The gNB in Aggressor SET independently detects the disappearance of atmospheric duct interference.
The gNB in Aggressor SET independently sends the message of Disappearance of RS to the Aggressor coordinator gNB.
Aggressor coordinator gNB should confirm all gNBs in the SET not able to monitor RS. And Before send the Disappearance of RS message, the Aggressor coordinator gNB queries the DNS server for the gNB information with SET ID as input parameter.
Aggressor coordinator gNB uses gNB ID from DNS server as target address and sends Disappearance of RS via core network.
Source core network relays the message to target core network node .
Target AMF node relays the message to Victim coordinator gNB.
Victim coordinator gNB relays the Disappearance of RS message to corresponding victim gNBs and ends the procedure.
End of Text Proposal to TS 38.866

