3GPP TSG-RAN WG3 #101bis                                                                                 R3-186030
Chengdu, China, 8th – 12th  October 2018
Agenda Item:
22.1
Source:
CMCC
Title:
Discussion on support of RIM framework
Document for:
Discussion and Decision
1
Introduction

In RAN #80 meeting, a SI regarding NR remote interference management (RIM) has been agreed [1]. The objective of this SI is to study possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with the semi-static DL/UL configuration in co-channel, which include:
A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]

B. Study mechanisms for identifying which gNB(s) generate strong remote interference, including the following aspects:

i. Potential reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB [RAN1]

1. Existing reference signals are starting points of discussion.

ii. Mechanisms for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]

C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3]
In RAN1 #94 meeting, three frameworks were agreed for NR RIM study. In LS R3-185441 (R1-1809987), RAN1 asks RAN3 to provide feedbacks regarding feasibility of the frameworks, e.g. backhaul signalling and signalling related to set ID. In this contribution, we put forward some key issues to be addressed to support the RIM framework and made corresponding proposals.
2
Discussion

According to the workflows in the LS, Framework 1 mainly focuses on the identifying the presence and disappearance of remote interference through air interface RSs, which has no impact on RAN 3. Therefore, RAN3 should focus on the feasibility study of Framework-2.1 and Framework-2.2.

Observation 1: RAN3 should focus on the feasibility study of Framework-2.1 and Framework-2.2.

For Framework-2.1 and Framework-2.2, the corresponding workflows are copied as follows.
	Framework-2.1 
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Workflow of Framework-2.1

Step 0: Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: 

· Victim experiences “sloping” like IoT increase and start RS transmission

· A set of gNBs might use the same RS, which may carry the set ID.

· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 

Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul and apply interference mitigation scheme

· Message exchange in Step 2 could include other information, pending on further study.

Step 3: Upon “disappearance” of RS, Aggressor informs the set of Victim gNB(s) the “disappearance” of RS through backhaul and restore original configuration.

Step 4: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul


	Framework-2.2
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Workflow of Framework-2.2

Step 0: Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: 

· Victim experiences “sloping” like IoT increase and start RS transmission

· A set of gNBs might use the same RS, which may carry the set ID.

· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 

Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul

Step 3: Upon reception of the “reception of RS” info received in the backhaul, victim sends info to assist RIM coordination

Step 4: Aggressor applies remote interference mitigation scheme

Step 5: Upon “disappearance” of RS, Aggressor informs Victim the “disappearance” of RS through backhaul.

Step 6: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul


According to the above description, in both frameworks, after receiving the RS from the victim, the Aggressor needs to inform the set of victim gNB(s) the reception of RS through backhaul. To support the backhaul-based RIM framework, two main issues should be addressed. 

Issue 1: how the aggressor identifies the victim from the obtained set ID? 
The victim can be identified from the mapping information between set ID and the node identification. e.g., gNB ID/NR CGI/TAC. The mapping between set ID derived from the RIM RSs and gNB ID can be one-to-one or many-to-one. If the mapping is one-to-one, gNB ID can be used as the set ID, in this case, the RS design should be able to provide 22-32bit information. On the other hand, if many-to-one mapping is considered, the relationship between set ID and gNB ID should be explicitly or implicitly defined. There are several ways to do this,

· Mapping information is configured by OAM and is available to all the base stations
· After obtaining the set ID, the aggressors resort to a server/data base for the mapping information
· Derived from the gNB ID, e.g., truncate the leftmost several bits of the gNB ID as set ID
The main constraint on the set ID will come from RAN1, e.g., how long of the set ID can the RIM-RS carries and when the atmospheric duct occurs, how many set IDs can be transmitted through the RS within a short period, e.g., 2 minutes. So RAN1 progress on the RS design should be monitored.
Proposal 1: RAN3 discussion on set ID should monitor RAN1 progress on RS design.
Issue 2: How to support the inter-gNB coordination via the backhaul, especially considering that the two gNBs can be 300km far from each other?

Take RIM framework 2-1 for example, upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul. The solutions can be classified into two categories:
· Category 1: with CN involvement

In principle, Xn interface can be used to convey the information between aggressor and victim. Replying on the node identification NG CGI and TAC of victim gNBs, Xn interface can be setup based on existing TNL address discovery mechanism. Nevertheless, in practical deployment, operators may meet some internal constrains on setup the Xn interface between gNBs that are 300km far away. 
· Category 2: without CN involvement

In case of Xn interface is not available, signalling through the 5GC is a viable solution and has to be considered. Legacy RAN information management (RIM) procedure or SON configuration transfer procedure can be reused. Some improvements on the procedures would be needed considering the specific requirement of supporting this feature, e.g., one-to-many signalling.
For the solutions in both categories, another key issue has to be considered is whether to setup the backhaul link between the aggressor and all the gNBs within the Victim set when node identification and set ID are many-to-one mapping. 
There are two possible solutions:

A. Aggressor sets up backhaul links with each Victim gNB individually.
i. Pros: The backhaul is directly from Aggressor to each Victim gNB, which is more flexible for information exchange for Framework 2.2.
ii. Cons: The overhead of setting up the long distance backhaul may be too much. 
B. The Aggressor identifies a proxy/delegate gNB from the set ID, then Aggressor set up backhaul link with the proxy/delegate gNB. The Proxy/delegate gNB helps to inform other Victims within the set the reception of RS via the Xn interface.

i.  Pros: Overhead of setting up the long distance backhaul may be reduced. 
ii. Cons: For Framework 2.2, Aggressor may not be able to provide information correctly to a particular Victim gNB, thus limiting the benefit of Framework 2.2.
Based on above analysis, we can see that backhaul-based framework for RIM is feasible from RAN 3 perspective, with details to be discussed further. 
Proposal 2: From RAN3 perspective, the backhaul signalling for RIM framework-2.1 and 2.2 are feasible. 

Proposal 3: RAN3 to study detailed solutions for the mapping between set ID and node identification and inter-gNB coordination procedure with and without CN involvement.
3
Conclusion
In this contribution, we analyzed the feasibility of supporting the RIM framework and raised up two key issues to be addressed. The following observations and conclusions are made,

Observation 1: RAN3 should focus on the feasibility study of Framework-2.1 and Framework-2.2.
Proposal 1: RAN3 discussion on set ID should monitor RAN1 progress on RS design.
Proposal 2: From RAN3 perspective, the backhaul signalling for RIM framework-2.1 and 2.2 are feasible. 

Proposal 3: RAN3 to study detailed solutions for the mapping between set ID and node identification and inter-gNB coordination procedure with and without CN involvement.
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