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1   Introduction
A LS regarding NR-RIM is received from RAN1. And in the LS, RAN1 consults RAN3 to assess the feasibility of three frameworks for NR RIM from network signalling perspective. 
In this paper, we analyse the RAN3 impact and the feasibility for the RIM frameworks agreed in RAN1.
2   Discussion

In attachment of [1], the agreed three frameworks for NR-RIM are described as follows.

· Framework-1
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· Framework-2.1
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· Framework-2.1
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There is no backhaul messages exchanging in Framework-1, and thus there is no RAN3 impact in Framework-1.
Observation 1: Framework-1 has no RAN3 impact and is feasible from RAN3 perspective.
In framework-2.1 and framework-2.2, it is said that a set of gNBs might use the same RS, which may carry the set ID. The set ID is defined to represent a set of gNBs. So that the aggressor can identify the victim gNBs. To do this, the gNB should be configured with the mapping relationship between the gNB ID and the Set ID.  OAM based solution seems sufficient if the mapping relationship is static.
However, in practical environment, the interference level from aggressor to victim may be influenced by many factors. Therefore, the number of gNBs in an aggressor or victim set may be changed somehow frequently. 
Proposal 1: It is proposed to discuss and clarify whether the mapping relationship between the gNB ID and the Set ID is static or dynamic.
For symmetric IoT degradation case, where the aggressor and victim cause remote interference to each other, then both the gNB may trigger the remote interference mitigation mechanism, and thus the network signalling exchange should be able to avoid the message collision issue between aggressor and victim.

Proposal 2: The network signalling for RIM should be able to avoid message collision between aggressor and victim in symmetric interference case.
In both Framework-2.1 and Framework-2.2, the backhaul messages exchanged between aggressor and victim are need. Which means theoretically that each gNB in aggressor cluster shall exchange backhaul messages to each gNB in victim cluster to inform the reception of RS, i.e backhaul message exchanged in a point-to-point way. And the signalling load will increase along with the increase of the number of gNBs in aggressor and victim clusters. Hence, it is essential to limit the signalling load introduced by RIM related backhaul messages.  

Proposal 3: The network signalling for RIM should have controllable signalling load to the network.
Usually the interference at the victim are contributed by all the eNBs in the aggressor cluster. However, in real network, the interference level caused to the victim by each gNBs in aggressor cluster may be different. Hence, it seems that not all of the gNBs in the aggressor cluster need to apply the remote interference mitigation scheme. It seems beneficial to identify the major contributors in the aggressor cluster.

Proposal 4: It is proposed to study the need to identify the major interference contributors in the aggressor cluster.
3   Conclusion
Based on the discussion in this paper, we propose:
Observation 1: Framework-1 has no RAN3 impact and is feasible from RAN3 perspective.

Proposal 1: It is proposed to discuss and clarify whether the mapping relationship between the gNB ID and the Set ID is static or dynamic.

Proposal 2: The network signalling for RIM should be able to avoid message collision between aggressor and victim in symmetric interference case.
Proposal 3: The network signalling for RIM should have controllable signalling load to the network.

Proposal 4: It is proposed to study the need to identify the major interference contributors in the aggressor cluster.
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