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1
Introduction

This contribution deals with the delicate situation of having specified a flexible gNB ID length, forming the MSBs (22 to 32 bits) of the NR Cell Identity (36bits) and the lack of the gNB ID length information in the system broadcast.

Flexible RAN node identities have been introduced for eNBs already (current specification allows eNBs being the 18/20/21 MSBs of the 28bit E-UTRA Cell ID), but it has been assumed that the eNB lengths is not "really" flexible, but rather the same, at least in a sufficiently large area. At least, no standardisation work was performed so far to solve eNB ID length ambiguity.
We do not pursue any system broadcast based information but propose to solve this open issue by pure network means for both, NG-RAN and EN-DC in E-UTRAN. Hence this will be reflected in EPS stage 2/3 and 5GS stage 2/3 specifications.
2
Discussion

2.1
Status Quo
Current Xn/X2 TNL address discovery of E-UTRAN/NG-RAN nodes follow the following signalling scheme:
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Figure 1: RAN i/f address discovery - applicable for E-UTRAN and NG-RAN

0.
The RAN node establishes the RAN-CN interface (S1/NG-C). This is based on OAM configured cell data and (so assumed) configuration-based length of the RAN node ID specific portion of the Cell Identifier, and finally C-plane TNL address of the CN node (MME/AMF).

1.
In the network consolidation phase for RAN internal interfaces (X2/Xn), e.g. at introduction of a new RAN node, the cells of such a new node are detected by UEs while being served by the requesting node and ANR reported. 
2.
If the requesting node wishes to connect to the candidate node, it would need request the CN node to help it in doing so by requesting to relay S1AP/NGAP Configuration Transfer signalling towards the candidate node. Current design of the S1AP/NGAP Configuration Transfer messages requires the requesting node to know the RAN node-related portion of the RAN node ID.
3.,5., 7., 9.
S1-MME/NG-C signalling takes place between the requesting and the candidate RAN node.

4., 8. The consulted CN node provides routing abilities along the indicated source/target RAN Node IDs. The routing table was built in step 0.

10.
Finally the RAN interface instance (X2/Xn) between the requesting and the candidate RAN Node is established.

Observation 1 The requesting node would need to have knowledge about the length of the RAN node ID specific portion of the Cell ID.
Observation 2 The length of the RAN node ID is not available by means of reporting SI content, but it is available in the CN node the RAN nodes are connected to.

A straight forward solution would be to enable the requesting RAN node to deduce from the CN node
1.
whether the requesting RAN node guessed the RAN node ID correctly, i.e. provide the possibility of a negative response indicating a cause value (like "indicated target RAN node ID unknown)

2.
the RAN node ID that matches the detected Cell ID, i.e. introducing an additional step in the TNL address discovery function.
Proposal 1 Introduce a negative response to the X2/Xn TNL address discovery and a respective cause value ("indicated RAN node ID unknown" and/or "RAN node ID length currently not used").
In order to illustrate proposal 1, we draw Figure 2

[image: image2.emf]UE

Requesting/detecting 

RAN node

Candidate RAN 

node

CN node

Steps 0 (S1/NG setup) and 1 (ANR reporting)

3. UL/RAN Configuration Transfer 

(Source=

Req

RAN node ID, Target=

Cand

RAN node ID, SON Info Request)

Steps 3-10 (proceed with the address discovery and X2/Xn setup)

3a. UL/RAN Configuration Transfer 

(Source=

Cand

RAN node ID, Target=

Requ

RAN node ID, Cause,  SON Info Request NACK)


Figure 2: negative response (unknown target RAN node id)

One can see that this approach introduces the basic possibility to reply to the requesting node. This is currently missing from the address discovery signalling in S1AP and NGAP.
The Requesting node could either give it another try or follow proposal 2 below.

Proposal 2 Introduce the possibility to deduce the RAN node ID by indicated the detected Cell ID to the AMF.

In order to illustrate proposal 2, we draw Figure 3
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Figure 3: deducing the RN node ID length from the detected Cell ID.

This approach requires the CN node to match the Cell ID to one of the RAN node IDs announced by means of S1/NG Setup signalling.
3
Conclusion
We have discussed possibilities to handle flexible RAN node IDs, both in E-UTRAN (for EN-DC) and NG-RAN. The following was observed:
Observation 1
The requesting node would need to have knowledge about the length of the RAN node ID specific portion of the Cell ID.
Observation 2
The length of the RAN node ID is not available by means of reporting SI content, but it is available in the CN node the RAN nodes are connected to.

The following is proposed:
Proposal 1
Introduce a negative response to the X2/Xn TNL address discovery and a respective cause value ("indicated RAN node ID unknown" and/or "RAN node ID length currently not used").
Proposal 2
Introduce the possibility to deduce the RAN node ID from an indicated detected Cell ID.


Further, it is proposed to agree on stage 2/stage 3 CRs/TPs in R3-185884-5887 (36.300/38.300, 36.413/38413).
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