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1   Introduction
The en-gNB X2 TNL address discovery was discussed at last meeting, and we made some working assumptions:
WA Specification needs to enable routing of TNL address requests at MME for TNL address discovery of Opt 3 in Rel-15
WA We use a protocol fn of S1 equivalent to current functionality (e.g. S1 TNL config transfer procedure to start TNL address discovery)

WA Routing function of TNL address requests resides in the MME; further details are FFS.

To be continued…
In this contribution, we continue this issue and provide some further details to help RAN3 make a decision. 
2   Discussion

First of all, more details are provided for the proxy eNB solution to make the solution workable.

In LTE, the source eNB X2 TNL configuration info would be transferred from the source node to the target node through MME. This was introduced in LTE later release to support the firewall checking the source IP address at the target side. As indicated in [1], in such scenario, the network nodes may maintain a list for valid communication partners. Therefore, X2 setup request from unknown IP addresses may be rejected on TNL level.
The same situation should exist in option 3. So, the source eNB X2 TNL address should be transferred to the target en-gNB. For proxy eNB based en-gNB X2 TNL address discovery, this means the proxy eNB should transfer the source eNB X2 TNL address to the target en-gNB when an X2 TNL address enquiring for the target en-gNB is received from MME.

Observation 1: The source eNB X2 TNL address should be transferred to the target en-gNB during en-gNB X2 TNL address discovery to support the firewall checking of the source IP address at the target node.
In TS 36.413, we exchanged the following X2 addresses for one eNB.
· X2 TNL addresses for X2 SCTP end-point.

· X2 TNL addresses for IP Sec end-point.

· X2 TNL addresses for GTP end-points for data forwarding over X2.

We agreed to exchange those IP addresses in the past as per SA3 requirement in [2] to support the direct IPsec connections between two nodes.
Those requirements from SA3 should be also applied to option 3, which implies that either we assume all the X2 related TNL addresses of en-gNB are configured into the proxy eNB beforehand by OAM. Or we enable the en-gNB to report them to the proxy eNB sometime.

Fully depending on OAM configuration seems not feasible. 
Observation 2:  En-gNB reports all its X2 related TNL addresses to the proxy eNB to store for future enquiring from MME.
The whole flows are illustrated in Figure 1.
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Figure 1: proxy eNB based en-gNB X2 TNL address discovery
The working assumptions that were taken at RAN3 Adhoc 1807 were motivated by a need to avoid a new X2-GW node in operators’ networks, but the proxy eNB solution was not fully assessed. An alternative to this solution is to specify an X2 proxy function. This function could use signalling similar to the one specified for the X2-GW, and is suitable for collocation at the eNB hence avoiding deployment of a new X2-GW node. 
Based on above further elaboration to the proxy eNB solution, table 1 shows a brief comparison between the X2 proxy based solution and the proxy eNB solution. 
Table 1:
Comparison between the X2 proxy based solution and the proxy eNB solution.
	
	X2 proxy
	certain E-UTRA node serves as proxy towards the MME

	OAM impact
	· OAM needs to configure IP@ of X2 proxy. (
· X2 proxy can be implemented as a logical function on an existing eNB. (
· Numbers of eNBs to be updated can be managed by network planning. (
	· An initial eNB IP@ is configured to en-gNB. (
· Each eNB shall be configured the TNL@ info of all en-gNBs it connects to. Which is impossible to be configured precisely. (
· Many proxy eNBs will exist in the network. (

	X2 impact
	· X2 connection resources consumption including X2AP and TNL. (
· Enhancements on X2AP message transfer procedure. (
	· Proxy eNB needs to inform the source eNB TNL address info to the en-gNB. (
· The en-gNB has to report its all X2 related TNL addresses to proxy eNB sometime. ( (

	S1 impact
	No impact.

(((
	· eNB sends target en-gNB ID to MME in eNB configuration transfer. (
· MME sends the en-gNB ID to proxy eNB in MME configuration transfer. (
· eNB sends en-gNB connected list to MME in S1 SETUP and configuration update. (

	MME impact
	No impact.

(((
	· MME stores the en-gNB connected list. (
· MME replaces the en-gNB ID by the proper proxy eNB ID in SON configuration transfer. (
· Redundancy may exist if one en-gNB is neighboring to multiple eNBs. (

	eNB impact
	· Fractional eNBs in the network needs to support the X2AP message routing (only for en-gNB TNL address discovery) between eNB and en-gNB. (
	· Proxy eNBs needs to store the en-gNB TNL addresses for future MME enquiry. (


According to table 1, it is observed that:
· The OAM impact and configuration efforts of X2 proxy solution can be managed by network planning by careful X2 proxy function placement and are less than the proxy eNB solution. 

· The proxy eNB based solution may have both S1 impact and X2 impact while the X2 proxy solution is transparent to the core network.
· For proxy eNB solution, MME needs to be involved to store the en-gNB connected list for each eNB and enquire the target eNB ID by the receiving en-gNB ID.

Proposal 1: It is proposed RAN3 to reassess current working assumptions based on the evaluation in this paper due to the high complexity shown for the proxy eNB option for en-gNB TNL address discovery.
Proposal 2: If the proxy eNB based solution is still selected, it is proposed to further discuss and specify the issues mentioned in observation 1 and 2.

3   Conclusion
In this contribution, we continue the en-gNB X2 TNL address discovery issue and propose: 
Proposal 1: It is proposed RAN3 to reassess current working assumptions based on evaluation in this paper due to the high complexity shown for the proxy eNB option for en-gNB TNL address discovery.

Proposal 2: If the proxy eNB based solution is still selected, it is proposed to further discuss and specify the issues mentioned in observation 1 and 2.
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