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///////////////////////////////////////////////////////////////          first change        /////////////////////////////////////////////////////////////////////////////

9.2.1.6
PDU Session Resource Setup Response Info – SN terminated
Editor’s Note: Dual Connectivity is not complete and is targeted for completion in December 2018, the content of this section is FFS.
This IE contains the result of the addition of S-NG-RAN node resources related to a PDU session for DRBs configured with an SN terminated bearer option.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	NG-U DL UP TNL Information at NG-RAN
	M
	
	UP Transport Layer Information 9.2.3.30
	S-NG-RAN node endpoint of the NG transport bearer. For delivery of DL PDUs.
	–
	

	DRBs To Be Setup List
	
	1
	
	
	–
	

	>DRBS to Be Setup Item IEs
	
	1 ..  <maxnoof DRBs>
	
	
	EACH
	reject

	>>DRB ID
	M
	
	9.2.3.33
	
	–
	

	>>SN UL PDCP UP TNL Information
	M
	
	UP Transport Layer Information 9.2.3.30
	S-NG-RAN node endpoint of a DRB’s Xn transport bearer at its PDCP resource. For delivery of UL PDUs.
	–
	

	>>QoS Flows To Be Setup List
	
	1
	
	Editor’s Note: It is FFS whether the corresponding node decides the “overall” QoS based on information of QoS flows mapped to it and whether mapping info is needed at all.
	–
	

	>>>QoS Flows To Be Setup Item IEs
	
	1 ..  <maxnoof QoS Flows>
	
	
	EACH
	reject

	>>>>QoS Flow Indicator 
	M
	
	9.2.3.10
	
	–
	

	>>>>MCG requested GBR QoS Flow Information 
	O
	
	GBR QoS Flow Information

9.2.3.6
	This IE contains GBR QoS Flow Information necessary for the MCG part. 
	–
	

	QoS Flows Not Admitted List
	O
	
	QoS Flow List with Cause

9.2.1.4
	
	–
	

	DL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information 9.2.3.30
	Identifies the Xn transport bearer used for forwarding of DL PDUs
This IE may need to be refined. Placeholder only.
	–
	

	UL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information 9.2.3.30
	Identifies the Xn transport bearer used for forwarding of UL PDUs
This IE may need to be refined. Placeholder only.
	–
	

	Security Result
	O
	
	9.2.2.xx
	
	
	


	Range bound
	Explanation

	maxnoofDRBs
	Maximum no. of DRBs allowed towards one UE. Value is 32. 

	maxnoofQoSFlows
	Maximum no. of QoS flows. Value is 64


/////////////////////////////////////////////////////////////////////       next         //////////////////////////////////////////////////////////////////////////////////
9.2.2.xx
Security Result
This IE indicates whether the security policy indicated as “preferred” in the Security Indication IE is performed or not.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Integrity Protection Result
	M
	
	ENUMERATED (performed, not performed, …)

	Indicates whether UP integrity protection is performed or not for the concerned PDU session.


	Confidentiality Protection Result
	M
	
	ENUMERATED (performed, not performed, …)

	Indicates whether UP ciphering is performed or not for the concerned PDU session.



/////////////////////////////////////////////////////////////////////        end         //////////////////////////////////////////////////////////////////////////////////
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