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1. Introduction
In RAN3, it is still FFS whether the AMF provides the whole Allowed NSSAI to the NG-RAN. In this contribution, we examine this issue and then provide our view on it.
2. Discussion

In the last meeting, it is FFS whether the AMF provides the whole Allowed NSSAI to the NG-RAN. The main question seems to be how valuable it would be for gNB to not only consider active PDU sessions when selecting the policies for handling the UEs, but also use information on potential, future PDU sessions in the NSSAI. There is no agreement on the value of this information. For this issue, the SA2 also asks RAN3 if the information on Allowed NSSAI for a given UE is required to be made available by the 5GC to the NG-RAN as follows [1]:

	LS from SA2 to RAN3 [1]
…
During the SA2 activity on corrections for Rel-15 Stage 2 work on 5GS Network Slicing, a CR was submitted  proposing to remove a statement (in the TS 23.501) which requires that the Allowed NSSAI is provided to NG-RAN at N2 connection setup for a successfully Registered UE. The Requested NSSAI sent in RRC is only used to select an appropriate AMF and potentially for congestion control.

SA2 was not able to reach an agreement on removing the statement and decided to ask RAN3 for feedback on this before SA2 takes a decision. 

Therefore, SA2 kindly asks RAN3 if the information on Allowed NSSAI for a given UE is required to be made available by the 5GC to the NG-RAN. The Allowed NSSAI is the set of S-NSSAIs which identifies the Network Slices serving the UE in the Tracking Areas belonging in the Registration area, i.e. the Network slices which the AMF allows the UE to use at any time while it remains RM-REGISTERED in cells belonging to the Registration Area.

…


In this contribution, therefore, we mainly discuss the need of the Allowed NSSAI in NG-RAN.
Recently, the RAN2 agreed that for needs of slicing, appropriate configuration of the dedicated priorities provided from the gNB can be used to control the frequency on which the UE camps (i.e. reuse of same mechanism as in LTE) [2]. 

	LS from RAN2 to RAN3 and SA2 [2]
…
RAN2 discussed UE idle mode mobility control and priority based reselection mechanism considering slicing availability at the network. 

RAN2 agreed to use priority based cell reselection mechanism, similar to LTE, which allows prioritizing frequencies on which the UE camps by dedicated priorities provided from the gNB.

In order to perform the above mechanism, RAN needs to be able to appropriately configure the frequency priorities for a UE. The appropriate frequency priority information based on slicing needs to be available in RAN. 

…


As highlighted one above, the NG-RAN needs the appropriate information to appropriately configure the frequency priorities for UE.

Observation 1: NG-RAN needs the appropriate information to appropriately configure the frequency priorities for UE.
To solve this problem, in last RAN3 meeting, it was agreed as working assumption that RFSP provides a mechanism to set frequency priority policies. RFSP Index, which is defined in TS 23.501, is similar to the SPID (Subscriber Profile ID for RAT/Frequency Priority) in LTE as follows [3]:
	Clause 5.3.4.3 in TS 23.501 [3]
…
5.3.4.3
Radio Resource Management functions

To support radio resource management in RAN the AMF provides the parameter 'Index to RAT/Frequency Selection Priority' (RFSP Index) to RAN across N2. The RFSP Index is mapped by the RAN to locally defined configuration in order to apply specific RRM strategies. The RFSP Index is UE specific and applies to all the Radio Bearers. Examples of how this parameter may be used by the RAN:

-
to derive UE specific cell reselection priorities to control idle mode camping.

-
to decide on redirecting active mode UEs to different frequency layers or RATs.

The AMF receives the subscribed RFSP Index from the UDM (e.g., during the Registration procedure). For non-roaming subscribers, the AMF chooses the RFSP Index in use according to one of the following procedures, depending on operator's configuration:

-
the RFSP Index in use is identical to the subscribed RFSP Index, or

-
the AMF chooses the RFSP Index in use based on the subscribed RFSP Index, the locally configured operator's policies and the UE related context information available at the AMF, including UE's usage setting, if received during Registration procedures (see clause TS 23.502 [3]).

NOTE:
One example of how the AMF can use the "UE's usage setting," is to select an RFSP value that enforces idle mode camping on E-UTRA for a UE acting in a "Voice centric" way, in the case voice over NR is not supported in the specific Registration Area and it contains NR cells. 

The AMF may report to the PCF the subscribed RFSP Index received from the UDM for further evaluation as described in clause 6.1.2.1 in TS 23.503 [45]. When receiving the authorized RFSP Index from the PCF, the AMF shall replace the subscribed RFSP Index with the authorized RFSP Index.

For roaming subscribers the AMF may alternatively choose the RFSP Index in use based on the visited network policy, but can take input from the HPLMN into account (e.g., an RFSP Index value pre-configured per HPLMN, or a single RFSP Index value to be used for all roamers independent of the HPLMN).

The RFSP Index in use is also forwarded from source to target RAN node when Xn or N2 is used for intra-NG-RAN handover.

The AMF stores the subscribed RFSP Index value received and the RFSP Index value in use. During the Registration Update procedure, the AMF may update the RFSP Index value in use (e.g. the AMF may need to update the RFSP Index value in use if the UE related context information in the AMF has changed). When the RFSP Index value in use is changed, the AMF immediately provides the updated RFSP Index value in use to NG-RAN node by modifying an existing UE context or by establishing a new UE context in RAN or by being configured to include the updated RFSP Index value in use in the NGAP DOWNLINK NAS TRANSPORT message if the user plane establishment is not needed. During inter-AMF mobility procedures, the source AMF forwards both RFSP Index values to the target AMF. The target AMF may replace the received RFSP Index value in use with a new RFSP Index value in use that is based on the operator's policies and the UE related context information available at the target AMF.
…


However, up to now, the RFSP Index is independent of the network slicing. Whether the RFSP Index takes the network slicing related information into account should be determined in SA2 first. If yes, how to associate the RFSP Index with the frequency priority information based on network slicing should be also discussed. 
Observation 2: RFSP Index is independent of the network slicing.
According to RAN2 LS [2], the appropriate frequency priority information based on slicing needs to be available in NG-RAN. To complement the RFSP Index in terms of inter-frequency cell reselection considering the network slicing, therefore, the Allowed NSSAI can be used in the NG-RAN. For example, the mapping table between the S-NSSAI and the frequency supported may be pre-configured in the NG-RAN. Based on this information, the Allowed NSSAI, and RFSP Index, the NG-RAN can associate this slice information with the dedicated frequency priorities.
Observation 3: NG-RAN is able to appropriately configure the frequency priorities for a UE based on the combination of the RFSP Index and Allowed NSSAI.
In addition, from the RAN3 point of view, the AMF needs to provide the whole Allowed NSSAI to the NG-RAN in the Initial Context Setup Request message. As mentioned in [4], before receiving the Initial Context Setup Request message from AMF, the NG-RAN may select the RAN part of the network slice and apply some provisional/local policies based on Requested NSSAI provided by the UE. 

	Clause 16.3.1 in TS 38.300 [4]
…
Validation of the UE rights to access a network slice 

-
It is the responsibility of the 5GC to validate that the UE has the rights to access a network slice.  Prior to receiving the Initial Context Setup Request message, the NG-RAN may be allowed to apply some provisional/local policies, based on awareness of which slice the UE is requesting access to. During the initial context setup, the NG-RAN is informed of the slice for which resources are being requested.
…
Selection of RAN part of the network slice

-
NG-RAN supports the selection of the RAN part of the network slice, by assistance information provided by the UE or the 5GC which unambiguously identifies one or more of the pre-configured network slices in the PLMN.
…


When the AMF requests to setup new PDU sessions to NG-RAN during Context Setup procedure, the S-NSSAI corresponding to the PDU session to be setup is also sent to the NG-RAN. Based on this information, the NG-RAN can infer that the UE has the rights to access this specific network slice, and also configure the policies for the RAN parts of the finally selected network slices.
Observation 4: NG-RAN may be informed of the slice for which resources are being requested during Context Setup procedure.
However, the S-NSSAI corresponding to the PDU session to be setup may be not provided to the NG-RAN during Context Setup procedure. For signaling-only connection, there is no PDU session establishment. The UE or AMF may not activate the PDU session after successful completion of the Registration procedure. Therefore, the NG-RAN is difficult to know the result of the validation of 5GC. For example, even when the AMF rejects some slices in the Requested NSSAI from the UE, the NG-RAN still configures the RAN part to support the rejected network slice. On the contrary to this, when the AMF may allow to the UE another slice which is not included in the Requested NSSAI, the NG-RAN may be difficult to properly configure the RAN part and/or relevant policies for that slice.
Observation 5: For signaling-only connection, the NG-RAN may be not informed of the slice related information.
To solve this problem, the AMF needs to include the whole Allowed NSSAI in the Initial Context Setup Request message. Based on this information, the NG-RAN can be aware of which slices are accepted by the AMF after initial Registration procedure irrespective of PDU session resource setup. 
Observation 6: NG-RAN can appropriately select the RAN part and apply policies for the finally accepted slices based on the Allowed NSSAI.
Based on these observations above, the following proposal is suggested to RAN3 to align with the SA2 agreement:
Proposal 1: The Allowed NSSAI should be provided by the AMF in Initial Context Setup Request message.
Proposal 2: It is proposed to agree the text proposals in the appendix of this contribution.
3. Conclusion
In this contribution, we focused on open issue for the whole Allowed NSSAI in NG-RAN and provided our view on it. The following proposals are kindly suggested to RAN3:
Proposal 1: The Allowed NSSAI should be provided by the AMF in Initial Context Setup Request message.
Proposal 2: It is proposed to agree the text proposals in the appendix of this contribution.
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6. Appendix : Text proposal to TS 38.413
This appendix provides the Text proposal to TS 38.413 based on the proposals of this contribution.
----------------Start of the First Change---------------
8.3.1
Initial Context Setup

8.3.1.1
General

The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including PDU session context, the Security Key, Handover Restriction List, UE Radio Capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.

Editor’s Note:
Further details are FFS.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial context setup: successful operation

In case of the establishment of a PDU session the 5GC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain the Index to RAT/Frequency Selection Priority IE, if available in the AMF.

If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
-
attempt to execute the requested PDU session configuration;

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE; [FFS]
-
store the received Handover Restriction List in the UE context;

-
store the received UE Radio Capability in the UE context;

-
store the received Index to RAT/Frequency Selection Priority in the UE context and use it as defined in TS 23.501 [9];

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS xx.xxx [xx]. [FFS pending SA3]
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context. [FFS pending SA3]
If the PDU Session Resource Setup Request List IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall behave the same as the one defined in the PDU Session Resource Setup procedure. The NG-RAN node shall report to the AMF, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the result for all the requested PDU sessions. When the NG-RAN node reports the unsuccessful establishment of a PDU Session, the cause value should be precise enough to enable the AMF to know the reason for the unsuccessful establishment.

The NG-RAN node shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to

-
determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the setup PDU sessions includes a particular ARP value (TS 23.501 [9]). [FFS, need to align with PDU Session Management]
If the Additional QoS Flow Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node may consider it for the DRB allocation process. It is up to NG-RAN node implementation to decide whether and how to use it.
If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. 

If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in TS 33.501 [13] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [13]), the NG-RAN node shall take it into use and ignore the keys received in the Security Key IE. [FFS pending SA3]
If the Allowed NSSAI IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it as described in TS 38.300 [8].
If the RRC Inactive Assistance Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it for the RRC-INACTIVE state decision and configuration for the UE and RAN paging if any for a UE in RRC-INACTIVE state, as specified in TS 38.300 [8].

If the Emergency Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set up is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions. 

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the NG-RAN node.

Editor’s Note:
Further details are FFS.
----------------End of the First Change---------------
----------------Start of the Second Change---------------
9.2.2.1
INITIAL CONTEXT SETUP REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to request the setup of a UE context.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.3.1.58
	
	YES
	reject

	RRC Inactive Assistance Information
	M
	
	9.3.1.15
	
	YES
	ignore

	Allowed NSSAI
	O
	
	9.3.1.31
	
	YES
	ignore

	GUAMI
	M
	
	9.3.3.3
	
	YES
	reject

	PDU Session Resource Setup Request List
	
	0..1
	
	
	YES
	reject

	>PDU Session Resource Setup Request Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	reject

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>NAS-PDU
	O
	
	9.3.3.4
	
	-
	

	>>S-NSSAI 
	M
	
	9.3.1.24
	
	-
	

	>>PDU Session Resource Setup Request Transfer

	M
	
	9.3.4.1
	
	-
	

	UE Security Capabilities
	O [FFS]
	
	<ref>
	
	YES
	reject

	Security Key
	O [FFS]
	
	<ref>
	
	YES
	reject

	Trace Activation
	O
	
	9.3.1.14
	
	YES
	ignore

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore

	UE Radio Capability
	O
	
	<ref>
	
	YES
	ignore

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.3.1.54
	
	YES
	ignore

	NAS-PDU
	O
	
	9.3.3.4
	[FFS]
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject


----------------End of the Second Change---------------[image: image2.png]
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