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1 Introduction

This contribution identifies several difficulties related to the application of ITU-T I.630 ATM Protection Switching in UTRAN.

2 Background

In the current 3GPP transport layer specifications it has been stated that: "If redundancy of pathways at ATM layer between RNCs or RNC and Node B [or between CN and RNC] is supported, it shall be implemented using ATM Protection Switching according to I.630." 

When this decision was made in RAN WG3#7 (Motorola contribution 99b35, CR to 25.431) there was no discussion of the consequences of forcing the vendors to implement and operators to use the ATM Protection Switching according to I.630. In the following some of these consequences are explained. 

3 Discussion

(1) The current 3GPP specifications with the above mentioned statement of the use of I.630 do not guarantee any interoperability between different vendors 

This is because of the fact that it has not been specified which options of I.630 should be supported (1+1/1:1 bi-directional and unidirectional protection switching. Furthermore all architectures can be applied to both individual and group protection). On the other hand the support of all options of I.630 would be major design effort for RNC/3G-SGSN implementers.

It will be very difficult to select one of the options of I.630, since the most attractive solution depends on the RNC/3G-SGSN equipment architecture and the implementation of the operators ATM network (i.e. is there SDH layer protection, ring/mesh topology).

(2) ATM protection does not work in many existing ATM networks. 

Since many of the existing ATM networks do not support ATM OAM according to ITU-T I.610 (i.e., they do not generate VC-AIS cells in case of link failure) it is not possible in those networks to use end-to-end ATM protection between RNC and 3G-SGSN.

(3) ATM layer protection wastes bandwidth. 

Since the current I.630 does not support 1:N and M:N configurations, it is required to have another backup PVC connection for each ATM PVC connection, resulting in a double number of ATM PVCs between the peer network nodes. This is especially inefficient for operators who have ATM backbone supporting PNNI signaling offering soft-PVC connections, which can be re-routed in case of physical link failure. The use of end-to-end ATM layer protection according to I.630 between the RNC and the 3G-SGSN reserves double capacity from the ATM network although PNNI signaling would guarantee protection inside the ATM network. Most of the today's ATM switches do not support ATM layer protection according I.630. This means that the use ATM protection between ATM edge switch and RNC/3G-SGSN is not possible.

(4) Other ATM layer protection mechanism than I.630 can be efficiently used to implement fault tolerance. 

Unlike I.630 protection, the use of ATM SVCs does not require any extra connections for protection. Since 3GPP has not excluded the use of ATM SVCs it also should not exclude the use of them for fault tolerance.

4 Proposal

The bullet points above explain the real life difficulties in the area of ATM Protection Switching. For these reasons it is proposed that 3GPP RAN WG3 shall not specify the way how ATM layer protection is done in any of the UTRAN Release 99 interfaces. As a result the chapter "Protection Switching at ATM Layer" is proposed to be removed from the involved Technical Specifications. 

The resulting Change Requests are R3-000146 (TS25.414), R3-000147 (TS25.426), R3-000148 (TS25.424) and R3-000149 (TS25.434).

